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Abstract of the contribution: This contribution proposes solution evaluation for solution for Untrusted WLAN and proposal for endorsing for untrusted WLAN solution 8.6 (Please note that revision of solution 8.6 are proposed in a different contribution).
1 Solution selection for Untrusted WLAN 

Under key issue #8 there are several solution listed for connection of AN considering both 3GPP and N3GPP accesses. This contribution is focusing on the scenario of Untrusted WLAN, where the Untrusted WLAN has the same meaning as in 4G or a network that is not considered trusted by 3GPP operator. It should be also noted that this definition is not fully fitting current understanding that Untrusted WLAN may be a network deploy by operator which is known and trusted, but there no specific 3GPP requirement to be supported by WLAN network enabling to work in any legacy WLAN. 
Proposal #1: Taking into account the considerations listed in table 1, it is proposed that the support of untrusted WLAN access in the NextGen architecture is based on solution 8.6.
	Solution
	Considerations
	Conclusion

	8.1
	The MRA support for N3GPP is FFS (see clause 6.8.1.1) so it is difficult to evaluate the applicability of the solution to untrusted WLAN. However some commonality between the MRA and the N3CNGW in solution 8.6 may be guessed. Due to lack of description is proposed to not consider such solution.
	Due to lack of description for application of solution to N3GPP and potential similarity between MRA and the N3CNGW is proposed to not consider such solution, but solution 8.6 instead.

	8.2
	See considerations in clause 1.1 below comparing solution 8.2 and solution 8.6.
Please note that revisions of solution 8.2 are proposed in contribution  s2-164752
	See considerations in clause 1.1 below comparing solution 8.2 and solution 8.6.

	8.3
	The AN is not transparent to the NAS signalling (see bullet 3 in clause 6.8.3.1), so it requires changes in the AN in order to support it. 
	This solution is NOT applicable to not modified N3GPP access network, i.e. to Untrusted WLAN.

	8.4
	The AN shall be able to manage the NextGen NAS signalling (see clause 6.8.4.1 and figure 6.8.4-2 so it requires changes in the AN in order to support it.
	This solution is not applicable to not modified N3GPP access network, i.e. to Untrusted WLAN

	8.5
	This solution is equivalent to solution 8.6. The  NAS corresponds to NG1 in figure 6.8.6.1-1 and they are equivalent after the attach procedure. For the attach procedure solution 8.6 use the UP in AN for carrying the IPsec (IKEv2) and the NWx towards the CP functions which is not present in this solution and not addressed. 
	This solution is almost equivalent to solution 8.6, however solution 8.6 includes more details and address both Authentication/Attach and subsequent SM/MM procedures.

	8.6
	See considerations in clause 1.1 below comparing solution 8.2 and solution 8.6.NextGen scenario.

Please note that revisions of solution 8.6 are proposed in contribution s2-164751
	See considerations in clause 1.1 below comparing solution 8.2 and solution 8.6.


1.1 Considerations on Solution 8.2 and Solution 8.6

The main different between solution 8.2 and solution 8.6 resides on the protocol stack and on the interface between the N3GPP GW and the NextGen CN. The difference are reported in table below

	
	
	Solution 8.2
	Solution 8.6
	Considerations

	1
	Location on N3GPP GW
	The GW is in AN but under SA2  responsibility 
	The GW is under SA2  responsibility and place in CN.
	No differences

	2
	Attach procedure
	NAS 

IKEv2 with EAP+NAS
	NAS

IKEv2 with EAP+NAS
	Both solutions require to define a new EAP method for carrying NAS.

No difference

	3
	Transport of NAS at attach procedure
	NAS to CN carried over EAP/IKEv2 to GW and on NG2 to CN
	NAS carried over EAP to CN, transparently to N3GPP GW
	Sol 8.2 EAP is terminated in N3GPP GW, while in Sol 8.6 is terminated in CN

	4
	Procedure other than attach
	NAS

IKEv2+NG2-AP 
	NAS

IKEv2 + NGw
	The same approach on N3GPP access from UE to N3GPP GW.

From GW to CN Solution 8.2 and solution 8.6 difference on the protocol on reference point, but both are functionally equivalent on forwarding NAS protocol.

	5
	transport of NAS after attach procedure
	NAS to CN carried over IKEv2 to GW and on NG2-AP to CN
	NAS to CN carried over IKEv2 to GW and on NWx to CN
	Solution are functionally equivalent

	6
	Functionality of GW
	At attach

· EAP server

· IKEv2 

· Foward NAS on EAP towards UE

· Forward NAS on NG2-AP to CN

After attach

· NAS forwarding IKEv2/NG2-AP


	At attach

· EAP is terminated in CN

· IKEv2 

· Foward NAS on EAP towards UE

Forward NAS on EAP/NGw to CN

After attach

· NAS forwarding IKEv2/NGw


	Sol 8.2 needs to terminated EAP and forward NAS on NG2

Sol 8.6 transparent transport of EAP which is terminated in CN.

	7
	Interface between N3GPP GW and CN
	Subset of NG2 (NG2-AP)
	NGw whether is NG2 or NG4 is FFS
	From GW to CN Solution 8.2 and solution 8.6 consider different reference point.

However the essential difference is on Initial attach (see row 3 and 6).


* * * Start of 2nd changes * * * *

8.x
Interim Agreements Key Issue #8 on connection of N3GPP

Interim agreements for support of N3GPP access are as follows:

-
The solution in clause 8.6 is considered the basis for the support of untrusted WLAN access in the NextGen. 
Editor's note:
The above interim agreement does not preclude further improvements of the solution 8.6, for addressing open issues.


































































































































































































































































































































































































































































































































