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Abstract of the contribution: Proposes an evaluation to the solution 8.6 to Key Issue 8.
1. Introduction
It is proposed to add the following evaluation to solution 6.8.6. 
It is further proposed to agree to adopt solution 6.8.6 for the support of untrusted Non 3GPP Access.
2. Proposal

**** Start of changes ****

[bookmark: _Toc449517767]6.8.6.3	Solution evaluation
Editor's note: This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.
The solution supports the connectivity to the NextGen of a UE via an untrusted Non-3GPP access network via the re-use of existing NG interfaces. The solution does not introduce any new NG interfaces.
The solution does not introduce any access-specific functionality on NG2 and NG3 by:
-	enabling UE authentication for the IPSec establishment and for UE attach in a single procedure. 
-	enabling the configuration of security context for the IPSec tunnel in the N3CNGW via NG4, re-using UP configuration functionality of NG4 according to solution 6.12.1 (i.e. NG4 supports SCM-UP of solution 6.12.1)
-	enabling further NAS signalling to be transported over NG2 as in the case of an NG RAN, by transporting such signalling between the UE and the N3CNGW over IP.
The solution can be defined completely within SA2 and SA3 and does not require any effort or interaction with RAN groups.
The NWx interface can be adopted from the S2b solution defined in 23.402 for ePDG. 

**** End of changes ****
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