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Abstract of the contribution: The next generation system architecture should deal with altered session continuity which are due to unreliable links or energy saving strategies…
Introduction:

The following was agreed by SA1#74 to be incoporated in TR 22.863:
5.3.2.4
 Extreme coverage in low density areas

The provision of Broadband Access Everywhere over long distances for Low density areas (extreme rural area) including both humans and machines shall be supported. The key characteristics of this scenario are Macro cells with very large area coverage supporting data rates (up to [2] Mbps for stationary devices and up [384] kbps for moving devices), voice services and all necessary control channels assuming a propagation distance of [100 km] and low user density.
Proposed changes to TR 23.799
5.4
Key issue 4: Session management

5.4.1
Description

The session management is responsible for the setup of the IP or non-IP traffic connectivity for the UE as well as managing the user plane for that connectivity. Scenarios and mechanism on connectionless traffic transmission, which may not require the session to be established, will also be investigated.

Solutions to this key issue will study the following aspects related to session management:

-
Session management model, including:

-
describe UE related states and high-level procedures between the UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NextGen system architecture.

-
how sessions are established on-demand instead of by default when attaching to the network.

-
session connection model, including identifying user plane functionality needed to provide IP and non-IP connectivity (e.g. IP anchor, tunnelling, etc.).

-
How session management work for UEs connected via multiple accesses, multiple connectivity, and/or multiple transport paths, including providing multiple simultaneous traffic connectivity for the UE.

-
Identify the correlation between session management and mobility management functionality, including:

-
studying whether separation of session management and mobility management is possible, and 

-
identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 [7] clause 5.1.2.2, is used) while minimizing any negative impact on the user experience.

-
Describe how the session management and mobility management can be decoupled for scenarios requiring it, if identified feasible as above. 

-
Investigate solutions to minimize signalling for scenarios with short data bursts.

-
Investigate solutions to coordinate the relocation of user-plane flows with the relocation of applications (hosted close to the point of attachment of the UE) due to the mobility of users.

NOTE:
The actual relocation of applications is considered beyond scope of 3GPP in this Release.
-
Investigate solutions to optimally support intermittent connections due to unreliable links or energy saving strategies.
Solutions to this key issue will also study the following aspects related to transfer infrequent small user data with minimal signalling:

-
How to efficiently transmit and receive infrequent small amounts of data through the Next Generation System, including studying whether sessions need to be established to enable such services.

-
The solutions should allow for unidirectional transmission (i.e. uplink or downlink only transmission), efficient security mechanisms depending on user and/or operator needs, different options for addressing, charging, policing, inter-operator interworking.

next change

5.6
Key issue 6: Support for session and service continuity 

Editor's note:
This clause will identify key architectural issues and the corresponding candidate solutions during the design of the next generation system architecture.

5.6.1
Description

In order to address the specific needs of different applications and services, the next generation system architecture for mobile networks should support different levels of data session continuity or service continuity based on the Mobility on demand concept of the Mobility framework defined in Key Issue 3. For example, the next generation system may do one of the following on per session basis for the same UE:

Editor's note:
The first sentence in the paragraph above may need to be further refined due to the simultaneous change made by the pCRs in S2-161278 and S2-161297.

-
support session continuity.

-
not support session continuity.

-
support service continuity when session continuity is not provided.

See Key Issue 3 for examples on the different levels of mobility support, where these levels also may apply to session continuity.

The purpose of this key issue is to study additional aspects such as:

-
The types of sessions to be considered in the context of session continuity;

-
The level of session continuity to be supported depending on e.g. the type of service such as broadband, group communications, mission critical communications, etc.;
-
Reducing the level of session continuity in some areas where QoE requirements are relaxed to meet deployment constraints, e.g. extreme rural deployments requiring maximal cost effectiveness and minimal energy consumption.
-
How the next generation system determines the level of session continuity support for a new session;

-
How it can be possible to apply one level of session continuity support for some sessions in a UE while, at the same time, apply a different level of session continuity for other sessions in the same UE; and

-
How to provide service continuity when session continuity is not provided (e.g. when the user-plane anchor for a UE is relocated). This includes identifying whether upper-layer service continuity mechanisms (e.g. SIP, MPTCP, SCTP, Host ID, DASH, etc.) are applied for a session and how to leverage or interact with such mechanisms.

next change (all new text; change marks are relative to initial pCR)
5.x
Key Issue x: Minimal connectivity within extreme rural deployments
5.x.1
Description 
In the context of “Markets requiring minimal service levels” described in TR 22.864 [7], "Extreme coverage in low density areas" described in TR 22.863 and “Extreme rural for the Provision of Minimal Services over long distances” described in TR 38.913 [10]), t

his key issue will address the need and possible solutions to support minimal services in the context of extreme rural deployments, where territories are very large or resources are limited, e.g., limited electricity provided by alternative energy sources as there is no electricity grid, unreliable and costly backhaul, etc.
This key issue will study:

-
mechanisms that finely control resource consumption in all the elements of the NextGen system architecture that are placed on the end-to-end path of sessions 

-
optimized control of access network, backhaul, and core network resources while ensuring minimal connectivity over large territories for essential services with very limited bandwidth requirements (see TR 22.863 clause 5.3.2.4) 

- 
optimization of energy consumption of all the elements on the end-to-end path of sessions






next change

Annex H:
Support of edge computing

For the efficient delivery of certain operator/3rd party content related services, as well as for the provision of services over long distances in a cost-effective way, there is a need to deploy services in the operator trust domain close to the UE's access point of attachment to reduce latency and reduce the load on the transport network. The design of NextGen System should enable access to services deployed close to the UE's point of attachment from the very beginning, so that this functionality could be deployed in a flexible manner, leveraging also Network Function Virtualization (NFV).

The necessary functionality to support this is addressed as part of a number of key issues, including:

-
Key issue 2: QoS framework.

-
Key issue 4: Session management.

-
Key issue 5: Enabling (re)selection of efficient user plane paths.

-
Key Issue 9: 3GPP architecture impacts to support network capability exposure.

-
Key issue 11: Charging.

End of P-CR
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