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1
Scope

The present document specifies the architectural requirements and procedures for delivery of IMS Service Continuity.

TS 23.206 [3] is migrated to this specification.

The scope of the specification includes:

-
Access Transfer related functionality:

-
PS-CS Access Transfer;

-
PS-PS Access Transfer;

-
PS-PS Access Transfer in conjunction with PS-CS Access Transfer;

-
Adding and/or removing media flows to support service;

.
MSC Server assisted mid-call feature;

-
SRVCC session transfer of IMS emergency session.
-
DRVCC session transfer of IMS emergency session.
-
Inter‑UE Transfer related functionality:

-
Establishment and release of a Collaborative Session;

-
Addition of media flows to, modification of media flows in, and release of media flows from a Collaborative Session;

-
Transfer of media flows from one UE to another;

-
Transfer of the Collaborative Session Control with or without transfer of media flows;

-
Transfer of all media flows to a target UE without establishing a Collaborative Session;

-
Session discovery;

-
Inter-UE Transfer initiated by the target UE or by the SCC AS;

-
Replication of media flows by means of Inter-UE Transfer procedures;

-
Authorization and other aspects to support Inter-UE Transfer across multiple IMS subscriptions.

The solution is restricted to service continuity using IMS procedures, i.e. mobility mechanisms on the IP-CAN level are not within the scope of this specification.

**** next change ****
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions in TR 21.905 [1] and the following apply.

Access Leg: This is the call control leg between the UE and the SCC AS; also see TS 23.292 [5] for the definition of Access Leg for IMS sessions which use the CS media.

Access Transfer: Transfer at the IMS-level of one or more media paths of an ongoing IMS session on one UE between PS to CS access; or transfer at the IMS-level of both the signalling and the media path of an ongoing IMS session on a UE between different IP-CANs.

Collaborative Session: A set of two or more Access Legs and related media on two or more UEs having IMS subscriptions under the same operator that are presented as one Remote Leg by the SCC AS.

Collaborative Session Control: The control operations on the Collaborative Session which can only be performed by the Controller UE, e.g. ability to release the Collaborative Session, to invoke supplementary services, and to authorize requests for IUT Media Control Related Procedures from other UEs.

Controllee UE: A UE that supports media flows for a Collaborative Session and may request IUT Media Control Related Procedures but is subordinate to the Controller UE for authorization of these procedures.

Controller UE: The UE that controls a Collaborative Session and whose service profile determines the services on the remote leg. The Controller UE may also support media flows for a Collaborative Session and may request IUT Media Control Related Procedures.

Correlation MSISDN: An MSISDN used for correlation of sessions. See TS 23.003 [14] for more information.

Dual Radio: This refers to the situation where the UE is capable to transmit/receive on two different radio access technologies simultaneously.

Emergency Session Transfer Number for SRVCC: A number used in the session transfer procedure for emergency calls, pointing toward the serving (visited if roaming) IMS EATF which handles the IMS emergency session transfer from PS to CS access.
Emergency Session Transfer Number for DRVCC: A number used by the UE to request the EATF AS to perform Session Transfer from PS to CS access. The E-STN-DR is dynamically assigned by EATF during IMS emergency session procedure with WLAN.
Hosting SCC AS: The SCC AS that manages the dialog with the remote party for a Collaborative Session.

IMS Service Continuity: A service of the IMS which supports the use of Session Transfer mechanisms to maintain service continuity in the event of terminal mobility and/or mobility between terminals for the case when such events are not hidden from the IMS session layer and thus service continuity could not otherwise be maintained.

Inter-UE Transfer: Transfer at the IMS-level of some or all of the media flows and/or service control across a set of having IMS subscriptions under the same operator.

NOTE 1:
The transfer of all media flows and the control signalling from one UE to another is also known as Session Mobility as defined in TS 22.258 [2].

IP Multimedia Routing Number (IMRN): An IP Multimedia Routeing Number (IMRN) is a routable number that points to an SCC AS in the IM CN subsystem. See TS 23.003 [14] for more information.

IUT Media Control Related Procedures: The control operations on the media flows of the Collaborative Session which involve multiple UEs or need Controller UE's authorization within the Collaborative Session, e.g. ability to transfer/add/replicate media flows, to remove/modify media flows on a different UE.

Local Operating Environment Information: This is a set of parameters, which can include access network(s) conditions and other parameters implementation specific, which describe the local environment in which the UE is operating.
MSC Server assisted mid-call feature: Functionality of the MSC Server, the SCC AS and the UE, enabling PS - CS Access Transfer for UEs not using ICS capabilities, while preserving the provision of mid-call services (inactive sessions or sessions using the Conference service).

NOTE 2:
This terminology is often abbreviated as "mid-call feature" or even "mid-call" throughout this specification.

Pre-alerting state: This is the state where the UE can receive early media in the early dialogue phase.

Remote Leg: This is the call control leg between the SCC AS and the remote party from the subscriber's perspective; also see TS 23.292 [5] for the definition of Remote Leg for IMS sessions which use the CS media.

Service Control Signalling Path: As defined in TS 23.292 [5].

Session Replication: Replication, at the IMS-level, of a session ongoing in a source UE at a target UE. When the new, independent, session is established at the target UE, the state of the original media is replicated e.g. same playback state; same used media etc. is replicated.

Session State Information: Information of IMS session state sent by the SCC AS for enablement of PS-CS and CS-PS Access Transfer of IMS multimedia-sessions when ICS UE capabilities can not be used.

Session Transfer: Transfer at the IMS-level of one or more of the session signalling paths and/or associated media flow paths of an ongoing IMS session while maintaining service continuity. Session Transfer incorporates Access Transfer and / or Inter-UE Transfer.

Session Transfer Identifier (STI): An identifier used by the UE to request the SCC AS to perform Session Transfer. The STI is either statically configured on the UE or dynamically assigned. See TS 23.003 [14] for more information.

Session Transfer Identifier for reverse SRVCC (STI-rSR): A dynamic identifier used by the UE to request the IMS network to perform Session Transfer for CS to PS SRVCC (reverse SRVCC). The STI-rSR is used by the network to correlate two access legs, and is unique for each access transfer control function within an ATCF.

Session Transfer Number (STN): A number used by the UE to request the SCC AS to perform Session Transfer from PS to CS access. The STN is configured and stored on the UE and can be updated with current address during session establishment. See TS 23.003 [14] for more information.
Session Transfer Number for SRVCC (STN-SR): A STN used for SRVCC procedures as specified in TS 23.216 [10]. STN-SR is a subscription information provided to HSS for each subscriber if SRVCC service is allowed by hPLMN. STN-SR is a routing number indicating the SCC-AS or the ATCF if SRVCC enhanced with ATCF is used. See TS 23.003 [14] for more information.
Single Radio: This refers to the situation where the UE is only capable of transmitting/receiving on one radio access technology at a time.

Source Access Leg: The Access Leg that exists in the transferred-out access before executing Access Transfer procedures.

Target Access Leg: The Access Leg that is established in the transferred-in access during Access Transfer procedures.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

3pcc
3rd party call control

ATCF
Access Transfer Control Function

ATGW
Access Transfer Gateway

ATU-STI
Access Transfer Update - Session Transfer Identifier

C-MSISDN
Correlation MSISDN
DRVCC
Dual Radio Voice Call Continuity
EATF
Emergency Access Transfer Function
E-STN-DR
Emergency Session Transfer Number for DRVCC
iFC
Initial Filter Criteria

IMRN
IP Multimedia Routing Number.
IUT
Inter-UE Transfer

OCS
Online Charging System

SC
Service Continuity
SCC AS
Service Centralization and Continuity Application Server

SRVCC
Single Radio Voice Call Continuity

STI
Session Transfer Identifier

STI-rSR
Session Transfer Identifier for CS to PS SRVCC

STN
Session Transfer Number
STN-SR
Session Transfer Number - Single Radio

E-STN-SR
Emergency Session Transfer Number for SRVCC

**** next change ****
4.2
Architectural Requirements

4.2.1
General Requirements

-
It shall be possible to perform multimedia session transfer between access systems regardless of whether network layer mobility is deployed or not.

NOTE 1:
The mechanism to avoid potential conflict between PS-PS Access Transfer and underlying network layer mobility (e.g. Evolved Packet System mobility, etc.) is not specified within this Release of the specification.

-
The service disruption when session transfer occurs shall be minimized.

-
There shall be no impact on the radio and transport layers and on the PS core network.

-
UEs that do not support the functionality described in this specification shall not be impacted.

-
All media flow(s) within a multimedia session or a subset of media flow(s) within a multimedia session could be subject to session transfer procedures.

-
It shall be possible to register a Public User Identity with multiple contact addresses (at the same or via separate UEs) via IMS registration procedures as defined in TS 23.228 [4], clause 5.2.1. The number of allowed simultaneous registrations is defined by home operator policy.

-
It shall be possible to perform correlation of charging data from different access networks when service continuity between these networks is performed.

-
The UE shall be IMS registered before invoking any Session Transfer procedures.

-
The filter criteria shall contain a condition that a 3rd-party registration is performed via the ISC interface for the SCC AS.

-
It shall be possible to provide SR-VCC support for IMS emergency call from PS to CS Access Transfer when using UTRAN and E-UTRAN radio access network (see TS 23.167 [23]).
-
It shall be possible to provide DR-VCC support for IMS emergency call from PS to CS Access Transfer when using WLAN access to EPC (see TS 23.167 [23]). 
NOTE 2:
In this release, DR-VCC support for IMS emergency call from PS to CS Access Transfer is only supported if the UE has valid subscription.
NOTE 3:
The CS to PS Access transfer for IMS emergency call SRVCC or DRVCC is not supported in this Release of the specification.

**** next change ****
5.3
Functional Entities

…
5.3.2
IMS Service Continuity UE
5.3.2.1
Access Transfer Functions

For supporting Access Transfer, the UE provides the following functions:

-
Stores and applies operator policy for Access Transfer.

-
Initiates Access Transfer procedure based on trigger criteria including the current operator policy, user preferences and the Local Operating Environment Information, providing the necessary details for conducting an Access Transfer operation to the SCC AS.

When supporting CS to PS SRVCC, the UE provides the following functions:

-
Retrieves and stores STI-rSR in conjunction with the IMS registration.

-
Provide the network with information of pre-allocated ports and codec information to be used during CS to PS access transfer.
When supporting PS to CS DRVCC for IMS emergency, the UE provides the following functions:
-
Stores the E-STN-DR received from IMS (EATF), and

-
Triggers session DRVCC procedure as defined in section 6d
NOTE: 
Decision to trigger DRVCC is based on UE internal implementation.
**** next change ****
5.3.3
Emergency Access Transfer Function (EATF)

The Emergency Access Transfer Function (EATF) provides IMS-based mechanisms for enabling service continuity of IMS emergency sessions. It is a function in the serving (visited if roaming) IMS network, providing the procedures for IMS emergency session anchoring and PS to CS Access Transfer. The EATF acts as a routing B2BUA which invokes third party call control (3pcc) for enablement of Access Transfer.

When supporting PS to CS DRVCC for IMS emergency, the EATF provides the following functions:

-
Generates and sends an E-STN-DR to UE for session continuity procedure toward the CS domain. The E-STN-DR is used by the EATF to correlate two access legs, and is unique for each access transfer function within an EATF.
The EATF performs the session continuity when the Access Transfer request indicated by the E-STN-SR or E-STN-DR is received.
**** next change ****
5.6
Reference Architecture for SRVCC emergency session

To allow SRVCC or DRVCC for IMS emergency session with PS to CS Access Transfer procedures, an EATF is used for emergency sessions anchoring and transferring. For the overall IMS emergency reference architecture with EATF, refer to the reference architecture in TS 23.167 [23].

**** next change ****
6d
Procedures and flows for DRVCC Emergency Session for WLAN
6d.1
IMS Emergency origination flow for PS to CS DRVCC

Figure 6d.1-1 provides flow for an emergency session established in IMS, illustrating how the emergency session is anchored in the EATF.
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Figure 6d.1-1: UE initiating an emergency session in IMS

1.
The UE initiates an IMS emergency session over WLAN access to EPC as defined in TS 23.167 [23]. This involves the UE generating a SIP INVITE containing the UE's location information and the equipment identifier.

2.
The P-CSCF selects an E-CSCF and forwards the INVITE to the E-CSCF.

3.
The E-CSCF sends the INVITE to the EATF.

4.
The EATF (acting as a routing B2BUA) anchors the emergency session, i.e. the EATF is inserted in the signalling path which invokes a 3pcc for enablement of Access Transfers for the call as specified in clause 6.3.1.3. EATF allocates an E-STN-DR for this session. The INVITE contains information (PANI header) that this call is via WLAN access and this can be used to trigger the E-STN-DR allocation. This E-STN-DR is return back to the UE in the SIP response message to #3.

5.
The EATF creates a new INVITE and sends it back to E-CSCF.

6.
For this optional procedure, refer to TS 23.167 [23].

7.
The E-CSCF uses the routing information to format the INVITE message, and it sends it directly to the PSAP, or to the PSAP via the MGCF.

6d.2
DRVCC session transfer of IMS emergency session for PS to CS

Figure 6d.2-1 provides flow for DRVCC for IMS emergency session.
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Figure 6.2x.1-2: IMS level Call flow for DRVCC for IMS emergency session with E-STN-DR

1. UE has an active emergency session over WLAN and have received E-STN-DR from IMS (EATF) for this session. UE determines that handover to CS RAT is needed (based on UE implementation).

2. UE performs normal CS location update if it has not yet attached to the CS domain.

3. While the IMS emergency call is on-going/active, UE starts a normal CS call setup using the E-STN-DR.

NOTE 1: It is known that this solution does not support the higher RRC level priority for CS emergency setup using CS emergency setup procedure as defined in TS 24.008 [yy]. However, this is a “make before break” procedure so UE can retry on the CS domain if call fails while emergency call is maintained on the WLAN side.

4-5 MSC Server initiates the session transfer with the E-STN-DR and follow the same procedure as defined in section 6c.2 with the following updates:

-
Based on configuration, MSC Sever is aware the E-STN-DR is within a range of numbers that are defined for dual radio emergency session continuity procedure and can trigger priority call handling if needed.
-
The EATF uses the E-STN-DR to determine that Access Transfer is requested and for correlating with the source access leg for which the Access Transfer is needed. 

*** end of change ***
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