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Discussion

1.0
Abstract
During the second study phase of this work on Support for Emergency calls via WLAN, it was concluded that during the normative work evaluation of allowing or disallowing unauthenticated according to the access type the call used would be evaluated.  This discussion paper examines the current functionality for cellular access, for allowing or preventing unauthenticated emergency calls, and examines two approaches on how the existing functions could be extended to WLAN access.

2.0
Current Functionality

Current functionality for unauthenticated emergency calling is only defined for cellular access (i.e. via LTE). When an IMS voice enable UE (connected via LTE) originates an unauthenticated emergency call it is the MME that determines if a bearer be established, and therefore if the call should proceed to the e-CSCF.  The current text in TS 23.401 is as follows:-

There is an additional parameter in the P-CSCF according to 23.167, however if the UE is blocked by the MME the CSCF will not see the call.  The relevant text in 23.167 is:-


Accordingly operators that are required by local regulations to allow unauthenticated emergency calls set the MME and the CSCF configurations to allow such calls.  Likewise; operators that are required by local regulations to prevent unauthenticated emergency calls set the MME and the CSCF configurations to block such calls. 

3.0 Functionality for WLAN

When extending the requirement to WLAN emergency calls two solutions present themselves when investigating means of allowing or blocking unauthenticated emergency calls.  These two solutions are described and evaluated below.
Solution A

Separate configuration sets are implemented in MME, ePDG, and TWAG.  The ePDG and TWAG functions are updated to include a similar set of configuration driven capabilities to the MME function for blocking or allowing unauthenticated emergency calls.

If local regulations require the same behaviour for cellular and WLAN access the operator can set the configuration parameters to the same value.

If local regulations require different behaviour for cellular and WLAN the ePDG/TWAG parameters and the MME can be set differently – the P-CSCF parameters should be set to always allow.

Solution B

Configuration set in MME is queried or referenced by ePDG and TWAG.  The ePDG and TWAG functions are updated to include a means to retrieve the MME configuration data and use that in a set of capabilities to blocking or allowing unauthenticated emergency calls.

If local regulations require the same behaviour for cellular and WLAN access the operator only need set the configuration parameters in the MME, some signalling will be needed to update the behaviour of the ePDG/TWAG.

It is not possible to accommodate regulatory environments where differing behaviours are required.

4.0 Conclusion

Since Solution A provides greater flexibility, and requires no standardization of interface/reference points, it is concluded that solution A be technically endorsed for standardization in the normative phase of the work.  CR’s to reflect this change will be brought to the next meeting.
4.3.12	IMS Emergency Session Support


4.3.12.1	Introduction


Clause 4.3.12 IMS Emergency Session provides an overview about functionality for emergency bearer services in a single clause. The specific functionality is described in the affected procedures and functions of this specification. For discrepancies between this overview clause and the detailed procedure and function descriptions the latter take precedence.


Emergency bearer services are provided to support IMS emergency sessions. Emergency bearer services are functionalities provided by the serving network when the network is configured to support emergency services. Emergency bearer services are provided to normal attached or emergency attached UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a subscription. Depending on local regulation and an operator's policy, the MME may allow or reject an emergency attach request for UEs in limited service state. Four different behaviours of emergency bearer support have been identified as follows:


a.	Valid UEs only. No limited service state UEs are supported in the network. Only UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.


b.	Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.


c.	IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).


d.	All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.


To provide emergency bearer services, the MME is configured with MME Emergency Configuration Data that are applied to all emergency bearer services that are established by an MME on UE request. The MME Emergency Configuration Data contain the Emergency APN which is used to derive a PDN GW, or the MME Emergency Configuration Data may also contain the statically configured PDN GW for the Emergency APN.


…








7.4	IMS Emergency Session Establishment without Registration


When the UE initiates an emergency session establishment without prior IMS registration, it shall include both the "anonymous user" and "emergency service" indications in the emergency session establishment request to the P�CSCF.


Based on local regulation, the P�CSCF may reject "anonymous user" emergency session establishment with appropriate error code. UE shall not reattempt the "anonymous user" emergency session again via the same network.


When P�CSCF accepts the "anonymous user" emergency session establishment, it forwards this request to an appropriate E�CSCF although no security association between UE and P�CSCF is established.


The E�CSCF shall follow the same rules and procedure as defined for the Emergency Session Establishment in the Serving IMS network in clause 7.3 to route the anonymous emergency session.


Where required by local regulation, the E-CSCF shall derive a non-dialable callback number to include as the UE's identity in the session establishment request and the location/routeing request (e.g. see Annex C of J�STD�036 [23]).
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