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FIRST CHANGE
4.5.4a
ePDG selection for emergency services

4.5.4a.1
General

 ePDG selection for emergency services is triggered when the UE is aware that the user has dialled an emergency number. If the UE is already attached to an ePDG for non-emergency services in the country the UE is located in, and the UE has received an indication from the ePDG that it supports emergency services, the UE shall attempt to reuse the same ePDG for emergency services. If the UE is attached to an ePDG that does not support emergency services or is not in the same country, then the UE shall detach from the current ePDG and attempt to select an ePDG in the same country that supports emergency services.
NOTE:
The UE stops the establishment of emergency calls if it is unable to select an ePDG for emergency services.













4.5.4a.2
ePDG FQDNs Construction

Clause 4.5.4.2 applies with the following addition:

-
The FQDN constructed by the UE for selecting an ePDG that supports emergency services in a certain PLMN-x shall contain an indication that the UE requires an ePDG that supports emergency services, as defined in TS 23.003 [16].

4.5.4a.3
UE Configuration By HPLMN

Clause 4.5.4.3 applies with the exception that thePDG identifier configuration shall contain the FQDN or IP address of an ePDG in the HPLMN that supports emergency services.

4.5.4a.4
UE ePDG Selection Procedure

Clause 4.5.4.4 applies with following changes:

· Clause 4.5.4.2 is replaced by clause 4.5.4a.2 and clause 4.5.4.5 is replaced by clause 4.5.4a.5;

· The FQDN constructed by the UE to obtain the IP address(es) of the ePDG(s) in the selected PLMN shall contain an indication that the UE requires an ePDG which supports emergency services.

· The access (both for non-emergency and emergency sessions) to an ePDG may be rejected based on local policies related with where the UE is located.

· NOTE:
This may be used in some countries to prevent IMS access when the UE is located in an area where this PLMN has no access to a local PSAP.

4.5.4a.5
ePDG Selection with DNS-based Discovery of Regulatory Requirements

Clause 4.5.4.5 applies with following modifications: 

-
Instead of performing a DNS query to determine if the visited country mandates the selection of ePDG in this country, the UE shall perform a DNS query to determine the PLMNs that contains ePDG(s) which support emergency services. 

-
If the DNS response contains no records, then the UE stops the ePDG selection.

-
If the DNS response contains one or more records, each record contains the identity of a PLMN in the visited country which may be used for ePDG selection for emergency services. In this case,  

-
If the UE has an UICC, it behaves as for non-emergency sessions, with the exception that, if any of the procedures failed, the UE may attempt an access to an ePDG of the HPLMN;
-
If the UE has no UICC, and if unauthenticated emergency services are allowed in the local country, the UE shall attempt an un-authenticated access to an ePDG of a PLMN included in the DNS response, based on its own priority policies.

-
If there has been no DNS response and the ePDG selection information contains one or more PLMNs in the visited country, the UE shall select an ePDG in one of these PLMNs. The UE shall consider these PLMNs based on their priorities in the ePDG selection information.
END OF CHANGES
