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Abstract of the contribution:
This contribution proposes a concept of “Flow Marker” which enables dynamic binding the newly created flow with the negotiated QoS class. 
Motivation
Mobile cellular traffic is mostly consumed by OTT content/service providers. The traffic session is dynamically created and deleted. Also because mostly they are using CDN technologies, their contents/applications server’s IP address is not known to 3GPP system before the OTT’s application creates an application session. Therefore, it makes 3GPP system very difficult to apply QoS concept to OTT’s application session using current EPC-bearer concept which is based on the exchange of TFT rules.

Proposal summary

This contribution proposes a concept of “Flow Marker” which enables dynamic binding the newly created flow with the negotiated QoS class. 
In the proposed Flow-based QoS Framework, Flow Marker is used to classify the negotiated QoS class and dynamic binding of newly created flow with the negotiated QoS class. Flow Marker is an in-band traffic marker includes the negotiated QoS label among NG-UE, NG-RAN and the NG-CORE and Flow Control Indicator for dynamic binding of the flow.
In the proposed flow based QoS framework using Flow Marker

1. Negotiation of “QoS Label”
During the PDU session establishment procedure, NG-UE, NG-RAN and NG-CORE negotiate the QoS Labels and their associated QoS parameters.

2. Flow Marking and QoS Enforcement

For the uplink traffic, NG-UE detects application traffic flow and enforces QoS and mark the traffic with Flow Marker which includes the negotiated QoS label into the NG PDCP layer (or new NG Convergence Sublayer). NG-RAN enforces and forwards the traffic tagged with the QoS Label to the NG CORE. NG CORE also performs QoS enforcement.

For the downlink traffic, NG-CORE detects the application traffic flow and enforces QoS and mark the negotiated QoS Label. The QoS Label traverse to the NG-UE

3. Dynamic Flow Binding

When the NG-UE wants to have different treatment on the downlink traffic for the newly instantiated traffic (e.g. TCP/HTTP session), NG-UE uses Flow Control Indicator in Flow Marker to indicate its associated downlink traffic (e.g. the deduced downlink IP flow) should be assigned the same QoS label.
Advantages of the proposal are described as follows:

1. NG-UE and NG-CORE are able to apply QoS without the bearer creation or modification procedures

2. NG-UE and NG-CORE are able to bind the flow to the negotiated QoS in dynamic manner.
Proposed Text
***** Start of New Text *****
6.2
Solution for Key Issue 2: QoS framework
6.2.X
Solution 2.x: Flow based QoS framework using Flow Marker
6.2.X.1 Architecture description 
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Figure 6.x.x.x.x: QoS Framework Architecture

NG-PS (Policy Server) includes the followings:

· Manage the Application QoS and Charing Policy per (network slice) subscriber.

· Interact with application(s) from NG-UE or Data Network using NG-RX

NG-CORE-CP includes the following functions
· Provisioning the “Flow Marking Table” of NG-CORE-UP

· Application Detection 
· Flow Label Binding

· PDU Session Management with NG-UE and NG-RAN
· Retrieval of QoS and charging policy from NG-PS (Policy Server)

NG-CORE-UP includes the following functions
· Flow Classification: classify the downlink traffic and add “Flow Marker” from the Data Network

· Forward the traffic to the NG-RAN with known “Flow Marking Table”
· Tunnel Processing
· “Flow Marker” Handling

· Unknown flow forwarding to NG-CORE-CP
· Retrieve forwarding rule for “Flow Marking Table”
NG-UE includes the following functions
· Application flow detection

· PDU Session Management with NG-UE and NG-RAN

· Marking traffic flow with Flow Marker
NG-RAN includes the following functions

· QoS negotiation during PDU Session Establishment

· QoS enforcement with Flow Marker
· Uplink and downlink packet forwarding with Flow Marker
6.2.X.2
Solution description
This is the short summary of procedures

1. During the PDU session establishment, the NG-UE, NG-RAN and the NG-CORE negotiate the flow based QoS policy which includes a set of QOS class with their related QoS parameters. Each QoS class has its unique identifier, which called QoS Label. QoS Label is marked in every packet to identify the specified flow belong to the negotiated QoS classes.

2. When UE or NG-CORE detects and need to use one of the QoS classes which was negotiated, it starts to mark the traffic with QoS Label in Flow Marker. 

NOTE: it is FFS which layer is responsible for delivery of the Flow Marker.
3. The each PDU with lower layer Flow Marker can be transported from the NG UE to the NG CORE through NG RAN for both uplink/downlink direction

4. Alternatively the NG CORE also can classify the flow when it receives the packet from the data network by the provisioned QoS Flow. 
NOTE: the detailed procedures should be updated

6.2.X.3
Procedures
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1. NG-UE requests Session Establishment (after network slice authentication) to the NG-CORE-CP (NG-CORE Dedicated Control Plane Function). It may include the requested QoS including the flowing information

A. Number of Flow Makers which NG UE is able to use during the established session with QoS requirements

B. High Level Classifier (for example URL or filesize etc)

2. NG-CORE DCPF request the QoS policy information from NG-PS. NG-PS (Policy Server) responds with high-level QoS information and “Flow Marking Rule” to the NG-CORE-DCPF. 

3. NG-CORE-DCPF derives “Flow-Marking Rules” from high-level QoS policy and installs the “Flow-Marking Table” to NG-CORE-DUPF(Dedicated User Plane Function) as well as NG-RAN

4. After installing the “Flow-Marking Table”, it responds NG-UE with sending the Session Establishment Response with “granted
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1. When UE or NG-CORE detects and need to use one of the QoS class which was negotiated, it starts to mark the “Flow Marker” in the NG Convergence Sublayer. 

2. The each PDU with lower layer “Flow Marker” can be transported from the NG UE to the NG CORE through NG RAN for both uplink/downlink direction

3. Alternatively the NG CORE also can classify the flow when it receives the packet from the data network by the provisioned QoS Flow. It will mark the negotiated “Flow Marker”. 

4. “Flow Marker” can be marked in the S1-U, the NG-RAN forward the “Flow Marker” to the NG-UE by forward the marker by PDCP layer or NG Convergence Sublayer.
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