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Text proposal

*** Start of the changes ***

6.x
Solution x: Group ID management via HSS

6.x.1
Description
The solution allows for the SCS/AS to create, modify, and remove a group of UEs. The HSS and MME/SGSN may create, modify, and/or remove Internal Group ID-list field in the Subscription Data and MM Context.

Figure 6.x.1-1 illustrates the signal flow for the Group ID Management via HSS procedure.
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Figure 6.x. 1-1: Group ID Management via HSS procedure

1.
The SCS/AS sends a Group Management Request (SCS/AS ID, SCS/AS Reference ID, Group Management Type, External Group ID, External ID(s) or MSISDN(s), Group Duration) message to the SCEF.
NOTE 1:
A relative priority scheme for the treatment of multiple Group Management Requests, e.g. for deciding which request should be served under overload condition, can be applied. This priority scheme is used locally by the SCEF, i.e. it is neither used nor translated in procedures towards other functions.


The Group Management Type indicates "Group Creation", “Group Removal”, “Group Member Removal”, or “Group Member Addition”,
-  If the Group Management Type indicates "Group Creation", the External Group ID shall be associated with External ID(s) or MSISDN(s) of the UE(s) included in the Group Management Request. 
-  If the Group Management Type indicates "Group Member Removal", the External Group ID shall no longer be associated with External ID(s) or MSISDN(s) of the UE(s) included in the Group Management Request. 
-  If the Group Management Type indicates "Group Removal", the External Group ID shall no longer be associated with any External ID or MSISDN.
-  If the Group Management Type indicates "Group Member Addition", the External Group ID shall be associated with External ID(s) or MSISDN(s) of the UE(s) included in the Group Management Request. 

Group Duration is an optional parameter that indicates the absolute time at which the group is considered to expire.

2.
The SCEF stores the SCS/AS ID and SCS/AS Reference ID. The SCEF assigns an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform the Group Management Request (e.g. if the SLA does not allow the request), the Group Management Request is malformed, or the SCS/AS has exceeded its quota or rate of submitting Group Management Requests, the SCEF performs step 6 and provides an appropriate Cause value indicating the error.
3.
The SCEF sends a Group Management Request (SCEF ID, SCEF Reference ID, Group Management Type, External Group ID, External ID(s) or MSISDN(s), Group Duration) message to the HSS to configure the group-related data in the Subscription Data of the UE(s).

4.
The HSS examines the Group Management Request message, e.g. whether the HSS supports the Group Management Request, whether the External Group ID is already associated with the SCEF ID, whether the External ID(s) or MSISDN(s) exists, whether the included parameters are in the range acceptable for the operator, and/or whether the serving CN node(s) of the UE(s) affected by the request support Internal Group ID-list management in the MM Context. If this check fails, the HSS follows step 5 and provides a Cause value indicating the reason for the failure condition to the SCEF.


The HSS stores the SCEF ID and SCEF Reference ID. The HSS derives the Internal Group-ID from the External Group ID and the SCEF ID. The HSS may choose to modify the Group Duration, for example, if policies dictate that groups should expire after a certain time. The HSS modifies the Internal Group ID-list of the Subscription Data of the UE(s) as follows:
-
If the Group Management Type indicates "Group Creation", the HSS allocates a new Internal Group ID, associates it with the External Group ID and SCEF ID, and adds the allocated Internal Group ID to the Internal Group ID-list of the Subscription Data of the UE(s) identified by the External ID(s) or MSISDN(s);
-
If the Group Management Type indicates "Group Member Addition", the HSS adds the Internal Group ID to the Internal Group ID-list of the Subscription Data of the UE(s) identified by External ID(s) or MSISDN(s);
-
If the Group Management Type indicates "Group Member Removal", the HSS removes the Internal Group ID from the Internal Group ID-list of the Subscription Data of the UE(s) identified by External ID(s) or MSISDN(s);
-
If the Group Management Type indicates "Group Removal", the HSS removes the Internal Group ID from the Internal Group ID-list of the Subscription Data of all UE(s) who is(are) the member(s) of the group.
5.
The HSS sends a Group Management Response (SCEF Reference ID, Group Duration, Cause) message to the SCEF to acknowledge acceptance of the Group Management Request.

6.
The SCEF sends a Group Management Response (SCS/AS Reference ID, Group Duration, Cause) message to the SCS/AS to acknowledge acceptance of the Group Management Request

7.
Towards the serving CN nodes serving the UEs affected by the Group Management Request, the HSS sends either an Insert Subscription Data Request (IMSI, Internal Group ID-list associated with Group Duration(s)) message or an Insert Group Subscription Data Request (IMSIs, Internal Group ID-lists each associated with Group Duration(s)) message based on the number of the UE(s) affected by the Group Management Request and served by the CN node.
8.
The MME/SGSN may verify the request, e.g. if the Internal Group ID-list management is covered by a roaming agreement when the request is from another PLMN. If this check fails the MME/SGSN follows step 9 and provides a Cause value indicating the reason for the failure condition to the HSS. Based on operator policies, the MME/SGSN may also reject the request due to other reasons (e.g. overload or HSS has exceeded its quota or rate of requesting the Internal Group ID-list management requests defined by an SLA).

9.
If the MM Context modification is successful, the MME/SGSN sends either an Insert Subscription Data Answer (IMSI, Cause) message or an Insert Group Data Answer (IMSIs, Cause) to the HSS.
10.
The HSS confirms the result of the Group Management Request by sending a Group Management Confirm (SCEF Reference ID, Cause) message to the SCEF.
11.
The SCEF confirms the result of the Group Management Request by sending a Group Management Confirm (SCS/AS Reference ID, Cause) message to the SCS/AS.
6.x.2
Impacts on existing nodes
The SCEF needs to support:
-
Transmission/reception of the Group Management Request/Response messages to/from the HSS.

The HSS needs to support:

-
Reception/transmission of the Group Management Request/Response messages from/to the SCEF;

-
Subscription Data modification of multiple UEs based on the received Group Management Request message;

-
Transmission/reception of the Insert Group Data Request/Response messages to/from the MME/SGSN.;

The MME/SGSN should support:
-
Reception/Transmission of the Insert Group Data Request/Response messages from/to the HSS; and
-
MM Context modification of multiple UEs based on the received Insert Group Data Request message.
6.x.3
Solution evaluation
*** End of the changes ***
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