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Abstract of the contribution: This paper discusses a network-based solution for providing subscriber ID to emergency center for anonymous IMS emergency call.
1. Introduction

History:

During SA2#112, S2-154109 discussed the requirements that IMS network must forward all “subscriber” ID provided by the UE to emergency center even when the user can’t be authenticated at the IMS level (i.e, no successful IMS registration is performed) or EPC level. Outcome: discussion pushed to SA2#113.
During SA2#113, S2-160381. S2-160382 discussed the alternative to have the network-based solution for Release 13, by reusing S8HR’s solution 5. Outcome: S8HR was not able to conclude on solution 5 so pushed out to SA2#114.

2. Discussion

At this meeting S2#114, we propose the following:

1. We expected that S8HR’s TR 23.749 (on Solution 5) is selected and concluded in this meeting. If so, we request SA2#115 be given time (or prioritize) on this Solution 5. It is to be done as either TEI14 or new WID under S8HR or both, and this feature is release-independent as it has no UE impacts so it can be applied to earlier release.

2. If for some reasons, S8HR’s (on Solution 5) can’t be concluded in S2#114, we request SA2#115 be given time to work on this topic under TEI14, and again as release-independent feature. 
3. FYI (technical requirements on Providing Subscriber ID – Anonymous IMS emergency call)
Network-based solution:
If IMS emergency registration is successful then the subscriber is authenticated and known by the IMS level, any additional info such as IMSI and IMEI from the network are not necessary.
If IMS emergency registration is not successful, then any identity sent by the UE can’t be fully trusted either as the UE may have altered IMSI/IMEI before sending them to IMS. 
NOTE: Currently, Anonymous Emergency Invite (see TS 24.229) from the UE includes only IMEI as the caller related identifier.

On the other hand, the EPS bearer activation procedure allows the MME to be aware of the IMSI/IMEI used by the UE. Furthermore, these identities may already been checked by the EPS layer as TS 23.401 has defined various levels of emergency bearer services (e.g, Valid UEs only, Only UEs that are authenticated are allowed, IMSI required but authentication is optional, All UEs are allowed). Furthermore, IMEI check to the EIR may be performed before continuing the emergency bearer service procedure. 
The point here is that the IMSI/IMEI from the EPS layer is much more trustable than the ones coming from anonymous UE in the form of Anonymous Emergency INVITE.

These user related identities can be passed from the EPS layer to IMS via PCC as proposed in S8HR study (TR 23.749 Solution 5). P-CSCF can then be enhanced to include IMSI in the IMS signalling. The P-CSCF may verify the IMEI from the UE is the same as the one from the PCC and take an appropriate action if needed. 

CT1 will need to define how IMSI can be carried in the emergency SIP signalling while CT3 will need to enhance Rx/Gx to carry the additional caller related identifiers.
At S2 level, we need to define the requirements and high level procedure in:

1. TS 23.167 for passing the identities retrieved from EPS IP-CAN within IMS entities, and 

2. TS 23.203 for PCC procedure to allow the identities to be retrieved from AF (P-CSCF). This is the same procedure required for S8HR ‘s Solution 5. 
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