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Abstract of the contribution: This paper explains the need for introducing SRB3 that can be used for CP solution in NB-IoT. Even the scope of this proposal is RAN WG2 remit but there are further impacts to SA2. Therefore this paper also proposes to discuss related impact with introducing of SRB3.
1. The need for separate SRB for Data via NAS
In LTE, the SRB1 is used for transmitting RRC messages with integrity protection applied, i.e. 1 byte PDCP header and 4 bytes MAC-I are always included even if the AS security is not applied. If the SRB1 is used for CP solution in NB-IoT (i.e. Data over NAS) where the AS security is not applied, 5 bytes overhead are always transmitted without having any gain.

To avoid this unnecessary 5 byte overhead for CP solution, some companies proposed to make the use of PDCP configurable for SRB1 [2]. In detail, SRB1 uses PDCP TM before AS security is activated, and uses legacy PDCP (i.e. PDCP for SRB) when AS security is activated. The SRB1 does not switch back to PDCP TM as long as the UE stays in RRC connected.

However, we think making PDCP configurable for SRB1 has following defects.

· In LTE, one RB has one single L2 configuration. Making PDCP configurable for one RB introduces a new concept for a radio bearer, i.e. SRB1 w/ PDCP and SRB1 w/o PDCP.

· In LTE, the UE cannot change RB configuration without network command. Making the UE to activate or deactivate PDCP depending on the security activation introduces UE autonomous change of RB configuration without network command.

· The LCID is the logical channel identifier which identifies a radio bearer. Using LCID to differentiate the existence of PDCP introduces a new concept for LCID, i.e. the LCID is used to identify whether a special L2 configuration is used for a radio bearer.

With above reasons, we think it should be avoided to make PDCP configurable for SRB1. If PDCP is not needed for SRB, it should be defined as a new SRB.

Moreover, defining a new SRB, i.e. SRB3, has following benefits.

· No impacts to SRB1 which is used for legacy UE.

· Efficient support for simultaneous CP and UP solutions
· No packet-by-packet identification for SRB1 messages whether security is applied or not

· No interaction between PDCP and MAC for LCID attachment
· Allow separation of signaling and data for CP solution

· Signaling is transmitted on SRB1, and data is transmitted on SRB3
Proposal: Define SRB3 to support “Data over NAS”. The SRB3 is same as SRB1 except the PDCP is applied.
2. Impact to NAS
There is no way AS distinguishing NAS message whether the NAS message is NAS signalling or NAS data so NAS should indicate NAS message type to AS. So AS can deliver received NAS message to corresponding SRB type (e.g. SRB1 or SRB3)
Proposal: NAS should indicate to AS what type of NAS message (i.e. NAS signaling or NAS data) is delivered. So the AS can choose appropriate SRB (e.g. SRB1 or SRB3) for the NAS message delivery.
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