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Abstract of the contribution: This paper proposes further updates to definitions and functional description of Session Management 
Discussion

TR 23.799, the Key issue #4 includes the following aspect to be considered:

· session connection model, including identifying user plane functionality needed to provide IP and non-IP connectivity (e.g. IP anchor, tunnelling, etc.)

The PDU session definition must be worked out further to accomplish the key issue 4 requirements.

First issue

There is an Editor’s note in clause 3.1 saying:
Editor’s Note: PDU session is comparable to a single-stack PDN connection in EPS. A dual-stack PDN connection in EPS corresponds to two PDU sessions. This is a working definition and FFS.

The question about the dual-stack is already handled in the Solutions sections, and there is already a solution for the PDU Session of IP Type in section 6.4.1.1:

For an IP-based Data Network, the PDU Session can be identified by one or more allocated IP address(es)/prefix(es) and the DN identity. 

Therefore the Editor’s note is inconsistent with the solution description. The proposal is to remove this aspect from the definition, and provide details for PDU Session concept (including possible PDU session types etc) in the solution sections instead. Therefore the editor’s note is removed.

Second issue

TR 23.799, the solution to Key issue #4 includes the following Editor’s Note on Session Type:

· Each PDU Session is associated with a PDU Session type that indicates what PDU type(s) are carried by the PDU Session. 
· Editor’s Note: Further detailing of the PDU Session type is FFS

The PDU session Type definition must be generic in order to accomplish the inclusion of different PDU Network Types to be carried in the 5G Session. The PDU Types considered so far in 5G work has been the IP type, the Ethernet type and the non-IP connectivity types. Further types may be added later.

It is at this stage important to allow for a sufficient generality of the Session Type to not limit the Session types. 

The support for multiple PDU types, including IP, Ethernet and non-IP PDU types, leads to the question on how session management is supported for the different PDU types. 

Certain functionality provided by NextGen system is clearly PDU type specific, such as e.g. IP address allocation for IP-based PDU types. However, to achieve a generic and re-usable NextGen system it is desirable that most functionality is actually common for all different PDU types:
- 
Access authentication should be common

-
Most mobility management aspects can be common. Some mobility solutions proposals related to IP anchoring may be specific to IP-based PDU types.

- 
The session management procedures (e.g. for establishing new PDU sessions) should be common to all PDU types. Some information carried in the session management signalling may be PDU specific however (e.g. IP addresses in case of IP-based PDU types)

- 
User-plane forwarding between UE and the core network should be common for all PDU types in order to avoid the access network to have PDU specific forwarding functionality. Some functionality in the AN may however be specific per PDU type (e.g. PDU header compression).

- 
User plane forwarding across the roaming interface should be common for all PDU types in order to avoid impact on the VPLMN to support PDU-type specific functionality in case of home-routed traffic. 

- 
Other functionality such as for charging, policy framework, QoS etc can also to a large degree be common to all PDU types but the applicability of e.g. QoS and policy control to other PDU types than IP needs further study. 

It is proposed to capture these principles in the solution for session management functions and relations.
Proposal

It is proposed to update TR 23.799 as described below.

**** First Change ****
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1], 3GPP TS 23.401 [2], 3GPP TS 23.203 [3] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Evolved LTE: In the context of this document Evolved LTE is E-UTRAN upgraded to interface with the Next Generation Core.
Physical resource: A physical asset for computation, storage or transport including radio access. 
Logical Resource: A partition of one or a group of resources. 
Telecommunication Service: is defined in TR 21.905 as a bearer service or a teleservice. 
NOTE 1:
In the context of this document it refers to the telecommunication services that are specified by 3GPP and which therefore may be provided by a network or a Network Slice that bases on 3GPP specifications.

Network Capability: is a network provided and 3GPP specified feature that typically is not used as a separate or standalone “end user service”, but rather as a component that may be combined into a service that is offered to an “end user”.
NOTE 2:
For example, the Location Service is typically not used by an “end user” to simply query the location of another UE. As a feature or network capability it might be used e.g. by a tracking application, which is then offering as the “end user service”. Network Capabilities may be used network internally and/or can be exposed to external users, which are also denoted a 3rd parties.

Network Function (NF): is a processing function in a network, which has defined functional behaviour and defined interfaces.

NOTE 3:
An NF can be implemented either as a network element on a dedicated hardware, or as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network Slice (NS): is composed of all the NFs that are required to provide the required Telecommunication Services and Network Capabilities, and the resources to run these NFs.
NOTE 4:
In this document a Network Slice is equivalent to a Network Slice Instance.
Editor’s Note: It is for the RAN WG to determine how the Network slicing applies to RAN. It is FFS whether some aspects of level of isolation/separation should be part of the NS definition.

NOTE 5:
The PLMN may consist of one or more network slices. The special case of just one Network Slice is equivalent to an operator’s single, common, general-purpose network, which serves all UEs and provides all Telecommunication Services and Network Capabilities that the operator wants to offer.
PDU Connectivity Service: Connectivity service between a UE and a Data Network (DN) that allows transmission of Protocol Data Units (PDUs).
PDU Session: Association between the UE and a data network that provides a PDU Connectivity Service.
PDU Session of IP Type: Association between the UE and an IP data network.

Session Continuity: The continuity of a PDU session. For PDU session of IP type “session continuity” implies that the IP address is preserved for the lifetime of the PDU session.
Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point changes.
**** Next Change ****
6.4.1
Solution 4.1: Session Management functions and relations

This solution applies to key issue 4 on session management.
6.4.1.1
Architecture description
Editor's Note: This clause will contain e.g., terminology, overview, architecture description of the solution. 

The NextGen System provides connectivity between a UE and a Data Network (DN) that allows transmission of Protocol Data Units (PDUs). This is referred to as PDU Connectivity Service.

The PDU Connectivity Service is provided by a PDU Session.
Properties of a PDU Session:

-
The NextGen systems will support connectivity towards different types of DN (e.g. Internet, IMS, corporate/private) and they need to be distinguished by some kind of identifier. The DN is identified by a DN name.
- 
Each PDU Session is associated with a PDU Session type that indicates what PDU type(s) are carried by the PDU Session. The PDU Session Type may be of IP Type, Ethernet Type or non-IP Type.
Editor’s note: It is FFS whether non-IP PDU type should be renamed to something more descriptive. 


The following functions are included as part of the solution for Session Management:

-
Packet forwarding;

- 
Packet screening, i.e. the capability to check that the UE is using the exact IP address/prefix that was assigned to the UE;
-
Session control, i.e. the overall functionality to handle SM signaling and managing PDU Sessions;
-
Selection of user plane function.
NOTE: 
Functions related to e.g., QoS, charging, LI are not included here but are assumed to be described by solutions to other key issues.

Editor’s Note: The relation between user plane function selection and network slicing, e.g. in case the UE is connected to more than one slice, is FFS.
For an IP-based Data Networks, also the following functions are part of the solution for Session Management:

-
UE IP address allocation.
For an IP-based Data Network, the PDU Session can be identified by one or more allocated IP address(es)/prefix(es) and the DN identity. 

Editor’s Note: Further details regarding sessions for non-IP DNs is FFS.

The allocation of Session Management functions to UE, AN and CN is shown in the Figure below. Note that the figure does not assume any specific grouping of these functions into logical Network Functions / Network Entities. This is instead assumed to be handled as part of work on the overall architecture.
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Figure 6.4.1-1: Session management functions

Editor’s Note: The figure above does not imply that the level of session control and session knowledge in the AN is the same as in the UE and CN, and does not detail how the AN is involved in signalling related to session handling. Further refinement of the AN functionality is FFS.

6.4.1.2
Function description
Editor's Note: This clause will contain function descriptions and the interactions among the network functions.
Support for multiple PDU types

The NextGen system is assumed to support multiple PDU types, including IP, Ethernet and non-IP PDU types. This leads to the question on how session management is supported for the different PDU types. Certain functionality provided by NextGen system is PDU type specific, such as e.g. IP address allocation for IP-based PDU types. However, to achieve a generic and re-usable NextGen system it is desirable that most functionality is common for all different PDU types:

- 
Access authentication is common

-
Most mobility management aspects are common. Some mobility solutions proposals related to IP anchoring may be specific to IP-based PDU types.

- 
The session management procedures (e.g. for establishing new PDU sessions) are common to all PDU types. Some information carried by the session management signalling may be PDU specific however (e.g. IP addresses in case of IP-based PDU types), but that may not impact the session management state handling.
- 
User-plane forwarding between UE and the core network should be common for all PDU types in order to avoid the access network to have PDU specific forwarding functionality. Some functionality in the AN may however be specific per PDU type (e.g. PDU header compression).

- 
User plane forwarding across the roaming interface should be common for all PDU types in order to avoid impact on the VPLMN to support PDU-type specific functionality in case of home-routed traffic. 

- 
Other functionality such as for charging, policy framework, QoS etc can also to a large degree be common to all PDU types but the applicability of e.g. QoS and policy control to other PDU types than IP needs further study. The roaming interface is a typical example of when charging aspects preferably should be common to avoid impact on the VPLMN when PDU types that are not supported by the VPLMN are used.
6.4.1.3
Solution evaluation

Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

**** End of Changes ****
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