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Abstract of the contribution: This contribution proposes to address the P-CSCF query in step 4 of the procedure in section 6.1.1 towards the NG RAEX IR.21 database maintained by GSMA.
Introduction

RAEX stands for Roaming Agreement EXchange and it is a GSMA initiative allowing GSMA Members to exchange more efficiently the data enclosed in the PRD IR.21 [1] containing the most important technical data related to international roaming and interworking. The RAEX IR.21 application is an easy to use web based tool, with standardised worldwide data exchange format, an automated data exchange and information distribution workflow and customised reporting. RAEX IR.21 enables Mobile Operators to save time and effort spent implementing changes to roaming relationships.

To date, more than 455 Mobile Operators have already chosen the RAEX IR.21 application as their preferred means to publish and share their IR.21 information to their respective roaming partners. This has enabled over 6000 users from 910 organisations in 210 countries to use the RAEX application to receive updated IR.21 information on a regular basis.

A new version of the RAEX application is released once a year (1st of April each year) to incorporate the changes suggested by the members during the year.

Structure of The Database

The following information is stored in the GSM Association RAEX IR.21 Roaming Database for each MNO, (Mobile Network Operator):

· Organization Information:

· The Organization Name

· The Operators home country in abbreviated format

· Information for each Network(s), Roaming Hubbing and Hosted Network belonging to the Organization including:

· The TADIG code used by the operator according TD.13

· Network Information

· SE.13 Database information: the Technology and the Frequency used by the operator, Presentation of Country initials and Mobile Network Name, the abbreviated Mobile Network name, the Network Colour code and the (U) SIM header information.

· Numbering Information

· International and Domestic SCCP GW information

· Type of SCCP protocol available at PMN

· Information about Subscriber Identity Authentication

· The test number available at PMN for service testing

· The information concerning introduction of MAP, a list of the Application Context with the current version and the time planned for changing to the next higher version

· Addresses of network elements with Time Zone information

· Information about USSD availability and the supported phase

· CAMEL Application Part (CAP) version

· Information associated with GPRS network identifiers, such as APN operator identifier, list of test APNs, Data Service supported with Class Capabilities etc.

· Information associated with IP Roaming and IP interworking towards the GRX provider, such as DNS IP addresses/names (primary and secondary), IP address range(s), AS Number etc. of the PMN

· MMS Inter-working and WLAN Information

· Detailed numbering information where needed

· Information about contact persons listed by service and troubleshooting contacts 

· Information related to any type of Hosted Network, including non terrestrial and satellite. Available information are: TADIG code, Global Title Addresses, MSRN Ranges and IP Address Ranges

· Information for LTE Roaming

Procedures for updating the database

When data for a PMN changes, or when a new PMN is introduced, the procedures for updating the Roaming Database and for distributing the information to the other PMNs are as follows:

The PMN sends the updating information to the GSM Infocentre RAEX IR.21 Application, according to the RAEX IR.21 exchange process described in [7.2.1 RAEX Exchange Process]. 
The timescales for a PMN to send information about a change of data to the GSM Infocentre RAEX IR.21 Application are described in [6.2 Update Intervals].

The GSM Infocentre RAEX IR.21 Application updates the database with the information provided.

The IR.21 information for each PMN is available on the GSM Association’s Infocentre RAEX IR.21 Application. A nominated contact from each PMN operator can make changes to update the information on this database for their respective network only. 

After a new change on the PMN information occurs all the other PMN operators will receive automatic notification that a change has been made to that operator’s IR.21 information, as described in [7.3 Notification Functionalities].


Proposal

It is proposed to address the P-CSCF query in step 4 of the procedure in section 6.1.1 towards the NG RAEX IR.21 database, updated with the relevant information, and it is proposed to change the conclusion for Key Issue 2 “Handling of non UE detectable Emergency Session” accordingly.

Therefore it is proposed to make the following changes in the TR 23.749 “Study on S8 Home Routing Architecture for VoLTE” V1.1.0.
References
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* * * Start of changes * * * *
6.1
Solution #1: Local Database based non UE detectable emergency session
6.1.1
Description

This is a solution for:

-
Key Issue 2 - Handling of non UE detectable Emergency Session, 

A non UE detectable emergency number in the VPLMN can be considered as Geo-Local Number and therefore, the HPLMN has to perform number translation taking both UE location and dialled non UE detectable emergency number into account at the HPLMN.

With respect to key issue 2, the P-CSCF can query a database for locally used emergency call numbers. The handling of non UE detectable emergency calls are based on the local regulations, e.g. the P-CSCF can reject with a 380 response, or provide an indication to use CS in the VPLMN or provide a local P-CSCF address to try an unauthenticated IMS emergency session.

The following figure shows the corresponding call flow for this functionality:
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Figure 6.1.1-1: IMS Registration and Location Retrieval
1.
The UE attaches to the VPLMN and establishes bearer(s) to the PGW in the HPLMN.

2.
The UE sends a SIPREGISTER to the P-CSCF.

3.
The P-CSCF retrieves the VPLMN ID according to the solution of key issue 2.

4.
The P-CSCF may query a database for local emergency numbers and may store them for later comparison with incoming requests from this PLMN using short codes.


The database may be:

a)
a local database for each PLMN with the emergency numbers of all  the roaming partners;
b)
a global database e.g., the NG RAEX IR.21 database maintained by GSMA;
NOTE:
GSMA should be liaised, asking them whether they see any problem in:

-
enhancing the structure of NG RAEX IR.21 database to store the local emergency numbers of the PLMNs of the operators Full Members of the GSMA that activate S8HR roaming agreements, and 

-
allowing the operators Full Members of the GSMA that activate S8HR roaming agreements to query the NG RAEX IR.21 database in order to retrieve the information needed to enable non UE detectable emergency session handling.
c)
each VPLMN maintains a database with local emergency numbers only which is accessible to all the roaming partners.


If the local database is according to option c), then the local database in each VPLMN may be queried from HPLMN using e.g. DNS (see Solution #1a: How P-CSCF can detect emergency numbers in a VPLMN).

5.
The P-CSCF includes the VPLMN ID in the P-Visited-Info header and forwards the REGISTER to the S-CSCF.

The following figure shows the detection in the P-CSCF of a non UE detectable emergency call. 
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Figure 6.1.1-2: Detection of non UE detectable emergency call
1.
The UE registers to IMS according to Figure 6.1.1-1.

2.
The UE sends a SIP INVITE with a non UE detectable emergency nr of the VPLMN.

3.
The P-CSCF compares the Request URI with the local emergency numbers for this PLMN and detects the emergency call . The P-CSCF may continue either with step 4a or 4b.

4a.
The P-CSCF forwards the INVITE to the S-CSCF.

4b.
The P-CSCF rejects the request by sending an error message to the UE and pointing to different actions, e.g. try emergency call in CS, provide a local P-CSCF address for unauthorized emergency call in VPLMN (emergency attach must be supported by VPLMN).

6.1.2
Impacts on existing nodes and functionality
P-CSCF: P-CSCF requests access network information at time of SIP Registration and holds or queries a database with local emergency numbers of roaming partner networks and compares incoming requests with such numbers. Handling of non UE detectable emergency calls are based on local regulations.

An interface for querying the database of emergency numbers needs to be standardized.

6.1.3
Solution Evaluation

The P-CSCF has to compare the dialled number in the SIP Invite with the emergency numbers of the VPLMN. The P-CSCF queries a database for locally used emergency numbers.

This solution assumes that emergency numbers are valid PLMN-wide.

* * * Next change * * * *
8
Conclusions

For Key Issue 1a (How to handle UE's IMS emergency registration) and Key Issue 1b (How to support PSAP callback):

-
Solution #5 captured in clause 6.5 is the selected solution, pending an analysis of its security aspects by SA3.
Editor’s note:
This conclusion is a working assumption and may be challenged in SA2#114 if it can be shown that that there is a solution to key issue #1a and #1b that is more efficient and has less impact on the system compared to solution #5.

For Key Issue 2 - Handling of non UE detectable Emergency Session:

-
Solution #1 with preferably option b) (the use of the NG RAEX IR.21 database is subject to verification of the availability of GSMA to enhance the database structure with the relevant fields to enable non UE detectable emergency session handling), or secondarily option c) (possibly as described in Solution #1a: How P-CSCF can detect emergency numbers in a VPLMN”) for inter-operator database query is selected. This can be complemented with local configuration as in option a), with a limited number of roaming partners (e.g. bordering countries) and where option c is not used for these cases.

For Key Issue 3 - Determination of the ID of the visited PLMN at IMS Entities in HPLMN:

-
Solution #6 as captured in Section 6.6 is the selected solution.
Editor’s note:
This conclusion may be challenged in SA2#114 if it can be shown that the solution does not meet requirements for key issue #3 or it can be shown that there is strong need for multiple solution.

For Key Issue 4 - Local Number Translation and Routing:

-
Solution #2 Local Number Translation captured in Section 6.2 is the selected solution.

Editor’s Note: This conclusion may be challenged in SA2#114 if it can be shown that the solution does not meet requirements for key issue #4.

* * * End of changes * * * *
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