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####### Start of Changes #######
5.6.6
Monitoring Event configuration and deletion via HSS for roaming scenarios using an IWK-SCEF
5.6.6.1
Configuration Procedure
Figure 5.6.6.1-1 illustrates the procedure of configuring monitoring events at the HSS or the MME/SGSN. The procedure is common for various Monitoring Event types. Common parameters for this procedure are detailed in clause 5.6.6.2. The steps and parameters specific to different Monitoring Event types are detailed in clauses 5.6.6.3 to 5.6.6.9.

The procedure is also used for replacing and deleting a monitoring event configuration.
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Figure 5.6.6.1-1: Monitoring event configuration and deletion via HSS procedure
1-5.
Steps of clause 5.6.1.1 are executed.

6.
If the MME is configured to use an IWK-SCEF for the PLMN of the SCEF and it is a One-time request and the Monitoring Event is available to the MME/SGSN, then the MME/SGSN collects the Monitoring Event data and includes it as Monitoring Event Report in step 7 so that the IWK-SCEF may perform normalization of Monitoring Event Report(s) according to operator policies, if required.


7.   If the monitoring configuration is successful, the MME/SGSN sends an Insert Subscriber Data Answer (Cause) message to the HSS. If the requested Monitoring Event is available to the MME/SGSN at the time of sending Insert Subscriber Data Answer, then the MME/SGSN includes the Monitoring Event Report in the Insert Subscriber Data Answer message.


8.   The HSS sends a Monitoring Response (SCEF Reference ID, Cause) message to the SCEF to acknowledge acceptance of the Monitoring Request and the deletion of the identified monitoring event configuration, if it was requested. The HSS deletes the monitoring event configuration identified by the SCEF Reference ID, if it was requested. If the requested Monitoring Event is available to the HSS at the time of sending Monitoring Response message or was received from the MME/SGSN in step 7, then the HSS includes a Monitoring Event Report in the Monitoring Response message.


If it is a One-time request and the Insert Subscriber Data Answer includes a Monitoring Event Report, the HSS deletes the associated Monitoring Event configuration.


In the case of UE mobility, the HSS determines whether the new MME/SGSN supports requested Monitoring Event(s).
9.   The SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS to acknowledge acceptance of the Monitoring Request and the deletion of the identified monitoring event configuration, if it was requested. If the SCEF received a Monitoring Event Report then it includes the Monitoring Event Report in the Monitoring Response message. If it is a One-time request and the Monitoring Response includes a Monitoring Event Report, the SCEF deletes the associated Monitoring Event configuration.
10. MME/SGSN may send an Inform IWK-SCEF (Monitoring Type, SCEF ID, SCEF Reference ID, Maximum Number of Reports, Monitoring Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier, Monitoring Event Report) message to the IWK-SCEF.
11.The IWK-SCEF may authorize the request, e.g. if the Monitoring Type is covered by a roaming agreement and notes the SCEF Reference ID for Deletion if available. If this authorization fails the IWK-SCEF follows step 11and provides a Cause value indicating the reason for the failure condition to the MME/SGSN. Based on operator policies, the IWK/SGSN may also reject the request due to other reasons (e.g. overload or HSS has exceeded its quota or rate of submitting monitoring requests defined by an SLA).


If the request indicates deletion of a Monitoring Event Request, the IWK-SCEF shall perform any final operations necessary, e.g., generation of final charging information, delete any stored parameters, and send an acknowledgement to the MME/SGSN in step 12.


If the request indicates continuous reporting (new or a modification), the IWK-SCEF may authorize the request and, if authorization is successful, stores the received parameters, sends an acknowledgement to the MME/SGSN in step 12, and starts to watch for the indicated Monitoring Event(s).


If the request indicates one-time reporting, then the IWK-SCEF may authorize the request and, if authorization is successful, may perform normalization of the data according to operator policies, and sends an acknowledgement to the MME/SGSN in step 12 that contains any such normalized data.


If the request included Monitoring Event Data then the IWK-SCEF may perform normalization of the data according to operator policies.

12. If the authorization is successful, the IWK-SCEF sends an Authorization from IWK-SCEF (Cause, Monitoring Event Report) message to MME/SGSN.


The Monitoring Event Report is included in case it was a One-time request, the MME/SGSN provided the Monitoring Event Report in the Inform IWK-SCEF message and the IWK-SCEF is not reporting directly to the SCEF as described clause 5.6.8.1 step 2c.

13. The MME/SGSN may verify the request, e.g. if the Monitoring Type is covered by a roaming agreement when the request is from another PLMN or whether it serves the SCEF Reference ID for Deletion and can delete it. If this check fails the MME/SGSN follows step 14 and provides a Cause value indicating the reason for the failure condition to the SCEF. Based on operator policies, the MME/SGSN may also reject the request due to other reasons (e.g. overload or HSS has exceeded its quota or rate of submitting monitoring requests defined by an SLA).


The MME/SGSN starts to watch for the indicated Monitoring Event unless it is a One-time request and the Monitoring Event is available to the MME/SGSN at the time of sending Insert Subscriber Data Answer. The MME/SGSN deletes the monitoring configuration identified by the SCEF Reference ID for Deletion, if provided.

NOTE 2:
The MME/SGSN will transfer the parameters stored for every monitoring task as part of its context information during an MME/SGSN change. If the UE detaches from the network, the HSS will receive the remaining number of reports in the Maximum Number of Reports parameter.
14. If the monitoring event configuration status received from IWK-SCEF is different than the result reported to the HSS in Step 7, the MME/SGSN shall send the Notify Request to the HSS to inform the monitoring event configuration status received from IWK-SCEF.
15. The HSS send the Notify Answer to the MME/SGSN.







If the HSS detects that the current serving MME/SGSN can not support a requested Monitoring Event (e.g. after a UE mobility event, a monitoring event configuration as described in step 14), the HSS performs the procedures in either (a) or (b) below. The criteria used to determine the choice of (a) or (b) is considered out of scope of the specifications.

 (a)

Notify the SCEF that the configured Monitoring Event is cancelled, and:

-
shall delete the Monitoring Event, if the Monitoring Event is configured in the HSS, and

-
may include a "retry after" value to inform the SCEF of when (re)-configuration of the Monitoring Event(s) can be attempted again. The "retry after" value can be configured in the HSS by the operator. The SCEF can further notify the SCS/AS and provide the "retry after" value to the SCS/AS.

(b)
Notify the SCEF that the configured Monitoring Event is considered to be suspended. The SCEF interprets this to mean that the network will temporarily be unable to serve the configured Monitoring Event In this case:

-
When the MME/SGSN for the UE changes (eg due to UE mobility), and the new MME/SGSN supports the suspended Monitoring Event, the HSS shall configure the new MME/SGSN with the Monitoring Event and notify the SCEF of resumption of the suspended Monitoring Event;

-
If the criteria for Continuous Reporting expire while the Monitoring Event is suspended, the HSS and the SCEF shall independently delete the Monitoring Event.

####### End of Changes #######
_1520404148.doc


10. MME/SGSN handling







8. IWK-SCEF handling







9. Authorization from IWK-SCEF 











7. Inform IWK-SCEF







IWK-�SCEF







6. MME/SGSN handling







4. HSS handling







11. Insert Subscriber Data Answer







5. Insert Subscriber Data Request 











12. Monitoring  Response







3. Monitoring Request







2. SCEF handling







13. Monitoring Response







1. Monitoring Request







SCEF







MME/



SGSN







HSS







SCS/AS












_1520923281.doc


11. IWK-SCEF handling







10. Inform IWK-SCEF







12. Authorization from IWK-SCEF 











13. MME/SGSN handling







14. Notify Request







15. Notify Answer







9. Monitoring Response







8. Monitoring  Response







7. Insert Subscriber Data Answer







IWK-�SCEF







6. MME/SGSN handling







4. HSS handling







5. Insert Subscriber Data Request 











3. Monitoring Request







2. SCEF handling







1. Monitoring Request







SCEF







MME/



SGSN







HSS







SCS/AS












