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Abstract of the contribution: this contribution discusses the evaluation of solution#1 of TR 23.749.
Discussion
Solution #1 of TR 23.749 on Local Database based non UE detectable emergency session addresses key issue:

-
Key Issue 2 - Handling of non UE detectable Emergency Session, 















Start of 1st Change

6.1
Solution #1: Local Database based non UE detectable emergency session
6.1.1
Description

This is a solution for:


-
Key Issue 2 - Handling of non UE detectable Emergency Session, 
A non UE detectable emergency number in the VPLMN can be considered as Geo-Local Number and therefore, the HPLMN has to perform number translation taking both UE location and dialled non UE detectable emergency number into account at the HPLMN.

With respect to key issue 2, the P-CSCF can query a database for locally used emergency call numbers. The handling of non UE detectable emergency calls are based on the local regulations, e.g. the P-CSCF can reject with a 380 response, or provide an indication to use CS in the VPLMN or provide a local P-CSCF address to try an unauthenticated IMS emergency session.
The following figure shows the corresponding call flow for this functionality:
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Figure 6.1.1-1: IMS Registration and Location Retrieval
1.
The UE attaches to the VPLMN and establishes bearer(s) to the PGW in the HPLMN.

2.
The UE sends a SIP REGISTER to the P-CSCF.

3.
The P-CSCF retrieves the VPLMN ID according to the solution of key issue 2.




.
The P-CSCF may query a database for local emergency numbers and may store them for later comparison with incoming requests from this PLMN using short codes. 

The database may be:
a)
a local database for each PLMN with the emergency numbers of all  the roaming partners.
b)
a global database maintained e.g. by GSMA.
c)
each VPLMN maintains a database with local emergency numbers only which is accessible to all the roaming partners.

If the local database is according to option c), then the local database in each VPLMN may be queried from HPLMN using e.g. DNS (see Solution #XX: How P-CSCF can detect emergency numbers in a VPLMN).

5.
The P-CSCF includes the VPLMN ID in the P-Visited-Info header and forwards the REGISTER to the S-CSCF.
The following figure shows the detection in the P-CSCF of a non UE detectable emergency call. 
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Figure 6.1.1-2: Detection of non UE detectable emergency call
1.
The UE registers to IMS according to Figure 6.1.1-1.

2.
The UE sends a SIP INVITE with a non UE detectable emergency nr of the VPLMN.

3.
The P-CSCF compares the Request URI with the local emergency numbers for this PLMN and detects the emergency call . The P-CSCF may continue either with step 4a or 4b.

4a.
The P-CSCF forwards the INVITE to the S-CSCF.

4b.
The P-CSCF rejects the request by sending an error message to the UE and pointing to different actions, e.g. try emergency call in CS, provide a local P-CSCF address for unauthorized emergency call in VPLMN (emergency attach must be supported by VPLMN).

6.1.2
Impacts on existing nodes and functionality
P-CSCF: P-CSCF requests access network information at time of SIP Registration and holds or queries a database with local emergency numbers of roaming partner networks and compares incoming requests with such numbers. Handling of non UE detectable emergency calls are based on local regulations.
An interface for querying the database of emergency numbers needs to be standardized.

6.1.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.




The P-CSCF has to compare the dialled number in the SIP Invite with the emergency numbers of the VPLMN. The P-CSCF queries a database for locally used emergency numbers.
This solution assumes that emergency numbers are valid PLMN-wide.
End of 1st Change
Start of 2nd Change
7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions for each key issue.
Evaluation of Solutions on Key Issue 2:
Solution #1 is based on the assumption that the VPLMN ID is provided to the P-CSCF at time of IMS registration.
The Solution proposes to query a database in order to compare the dialled number with the possible emergency numbers in the visited country. This can also be accomplished by configuring those possible emergency numbers in the P-CSCF via O&M.
The database may be:
a)
a local database for each PLMN with the emergency numbers of all  the roaming partners – but such approach is not scalable for large number of roaming partners and for roaming partners that change emergency numbers often.
b)
a global database maintained e.g. by GSMA
c)
each VPLMN maintains a database with the local emergency numbers only which is accessible to all the roaming partners e.g. using DNS.
8
Conclusions

Editor's note:
This clause is intended to list conclusions that have been agreed during the course of the study.
For Key Issue 2 - Handling of non UE detectable Emergency Session:

-
Solution #1 with option c) (possibly as described in Solution #XX: How P-CSCF can detect emergency numbers in a VPLMN”) for inter-operator database query is selected. This can be complemented with local configuration as in option a), with a limited number of roaming partners (e.g. bordering countries) and where option c is not used for these cases.
End of 2nd Change
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3. Compare Request URI with local emergency nrs/detect Emergency Call







4b. 380 Response, contact header (service URN=SOS police)
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