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Abstract of the contribution: This document proposes potential solution to SeDoC key Issue 1 (Transition to Single Service Profile in IMS).

Discussion
This solution targets key issue 1, i.e. transition to a single service profile in IMS only.  
This solution proposes to use a single user profile, i.e. supplementary service configuration and status are solely kept in the HSS (UDR). This is enabled by a new node, the CS-GW, which maps GSM Access to IMS. Procedures such as CS location update/authentication are mapped towards IMS  registration/authentication and for Supplementary Services Control the CS GW maps CS SS (TS 24.008/24.010) to Ut (I3) 24.623. I.e. the CS-GW acts like a MSC towards the UE and like a P-CSCF towards the IMS. The call control is done via IMS.
For supplementary service control an interworking function, the VLR-FE used for all CS users for simplicity.provides the SS profile. 

The architecture is depicted in the following figure:
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[bookmark: _Toc437680807]VLR FE …VLR Front End
HSS FE…HLR Front End
UDR…User Data Repository

UDC concept according to 3GPP TS23.002 section 4:
Entities in the mobile system can be either implemented in a monolithic way where user data are stored within the entity itself (or in an external entity via non standard interfaces) or according to the User Data Convergence (UDC) concept (see TS 23.335 [120]) where the entity becomes a so-called user-dataless Application Front End (AFE). Application Front Ends access, via the Ud reference point, a User Data Repository (UDR), which stores the relevant user data managed by the applications. Unless explicitly stated otherwise, this document describes entities in its monolithic form, e.g. stating that user data are stored in the HSS. If however the UDC concept applies, user data are actually stored in the UDR and managed by one or several Application Front Ends, so that user data may be shared among the different Application Front Ends, allowing several AFEs of the same application type (e.g. HSS) to serve the same user at any given time.

4a.26	Application Front Ends (AFE)
When the User Data Convergence (UDC) architecture is applied, certain functional entities keep the application logic, but do not locally store user data permanently. Examples of such functional entities are HLR/HSS/AuC and Application Servers. These data-less functional entities are known in the UDC architecture as Application Front Ends. The application that is handled by an AFE determines the type of AFE, e.g. HLR-FE or HSS-FE. The reference points between the Front Ends and the core and service layers are not affected by the UDC architecture. More information on Application Front Ends can be found in TS 23.335 [120].
[bookmark: _Toc437680808]4a.27	User Data Repository (UDR)
The UDR is a functional entity that acts as a single logical repository storing user data. The user-related data traditionally stored in the HSS/HLR/AuC, Application Servers, etc., are now stored in the UDR. UDR facilitates the share and provisioning of user-related data. The UDR provides a unique reference point to Application Front Ends such as HSS/HLR/AuC/AS Front Ends. This reference point is named Ud. More information on the UDR can be found in TS 23.335 [120].



Proposal
It is proposed to add the following solution to TR 23.719

Add Text

6.X Solution X: CS Gateway for service profile in IMS only 
6.X.1 Description
6.X.1.1 Overview
This solution proposes to use a single user profile, i.e. supplementary service configuration and status are solely kept in the HSS (UDR). This is enabled by a new node, the CS-GW, which maps GSM Access to IMS for all procedures, such as CS location update/authentication towards IMS  registration/authentication and CS SS towards I3(Ut). I.e. the CS-GW acts like a MSC towards the UE and like a P-CSCF towards the IMS. The Architecture supports common service execution in IMS based on unique user profile provided by HSS.
For supplementary service control an interworking function, the VLR-FE used for all CS users for simplicity.provides the SS profile. 


6.X.1.2 Solution Architecture
Below architecture is based on UDC concept according to 3GPP TS23.002.
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Figure 6.X.1.2 Architecture for support of single service profile in IMS only
Reference points
I3’  	based on I3 , functionality similar to the procedures of P-CSCF – AS communication
I2’ 	based on I2 , functionality similar to the procedures of P-CSCF – X-CSCF communication
Cx’	based on Cx, functionality similar to the procedures of S-CSCF – HSS communication
Sh’	based on Sh, functionality similar to the procedures of AS –HSS communication

6.X.1.2  CS-GW Features
· All RR, MM, CC functionalities as defined for GSM MSC Server and associated MGW by with exceptions and replacements as follows: 
· Note: CC functionalities essentially require only on A/Iu side and mapping towards SIP.
· User Service Profile, VLR:
· no D-Interface (MAP) to GSM HLR
· no retrieval or storage (VLR) of user service profile (identity, supplementary services) from HLR, just user data related to radio access and RR/MM/CC procedures (e.g. IMSI, IMEI, TMSI, ....) need to be stored
· no interaction with GSM HLR (e.g. Provide Roaming Number in the course of MTC)
· CC procedures from the mobile CS user interface (A, Iu) are mapped towards IMS interface, 
i.e. Mw (SIP) towards IMS core:
· CS-GW supports MOC & MTC based on A/Iu <-> SIP mapping
· CS-GW supports SMS-MO & SMS-MT based on A/Iu <-> SIP mapping
· Supp.Serv. Mngm. procedures from the mobile CS user interface (A, Iu) are mapped towards IMS interfaces, i.e. I3-IF (Ut, XCAP) towards IMS MMTEL.
· CS-GW supports USSD/USSI.
· Basic Mobility and Authentication procedures from the mobile CS user interface (A, Iu) are mapped to appropriate procedures towards IMS core (CS network attach (LUP) / IMS registration; Authentication, ...).
· Various MSC-Server procedures which can be handled w/o IMS interaction remain within the CS-GW. This includes e.g. handover to/from other CS-GW or VMSC (original CS-GW remains anchor after handover).
· CS-GW covers IMS P-CSCF/ATCF capabilities and procedures towards IMS Core (Mw IF):
· same behaviour as P-CSCF/ATCF from viewpoint of I/S/E-CSCF, SCC-AS & MSC  
· does some local call control e.g.to  treat “non UE detected emergency call” (Germany: 110) as emergency call, i.e. route to E-CSCF
· CS-GW supports mapping of IMS specific procedures to appropriate GSM procedures, e.g.:
· early media (uni/bi-directional through-connect of media path)
· multiple early dialogues (due to forking on remote side (e.g. MSIM scenario)
· i.e. CS GW serving the originating user needs to map multiple early SIP dialogues to one GSM dialogue towards the GSM device
· CS-GW supports SRVCC similar to GSM MSC, i.e. Sv Interface to MME, I2 Interface to ATCF
· CS-GW supports reverse SRVCC similar to GSM MSC
· CS-GW supports CSFB for Voice and SMS over SGs
· SGs interface to MME
· in case of combined attach to EPC and CS (via SGs), the CS-GW needs to interact with the IMS core similar as for CS attached voice terminals (e.g. map Location Update to IMS Registration, ....)
· Specific features for SMS support
· SIP based replacement for MAP based SMS alerting procedures (reachability check)
· set “not reachable” flag in case of unsuccessful SMS-MT and re-register if user is reachable again 
· Migration Support
· e.g. support of mixed environment (GSM MSC & CS-GW) to allow smooth upgrade towards target architecture
· Terminating Service Domain Selection (T-SDS) (see concept description in this doc)
· SIP OPTION method
· answer to OPTION request on behalf of the UE
· retrieval of current location (pre-paging) due to specific OPTION request 

· Priority
· CS-GW applies priority for mobile access in case of prioritised users (indication provided by IMS core in the course of the registration) and emergency calls
· CS-GW supports priority for SRVCC (Sv indicator)
· Location
· CS-GW provides with PANI header the network provided location information according to cell-id received from radio access network (RAN)
· PANI can also be used by applications to differentiate between 2/3G Access via 
CS-GW and 4G Access via P-CSCF
· 
· DTMF
· GSM A-IF signalling (DTMF message) to be mapped 

6.X.1.2.1  Emergency calls
Emergency Calls are supported as follows:
· Emergency calls results in session set-up via E-CSCF. E-CSCF/LRF control routing to nearest/appropriate PSAP according to type of call (police, fire, ..., e-call) and location (PANI) .
· GSM Emergency Setup with emergency indicators: police, fire, ..., manual/automatic e-call to be mapped to appropriate IMS indicators
· Editor’s Note: e-call indication for SIP to be standardised in EIEI work item (e.g. service URI for request line (sos.e-call) or new header/xml body), mapping of GSM indicators to SIP to be applied by CS-GW according to future standard; MDS (minimum data set with location information) will be send from GSM device via inband signalling.
· Normal Setup with “CdPty=national emergency number” (“non UE detected emergency”, Germany: 110)
· SIM-less emergency calls may just optionally be supported (legal requirement for Germany is that SIM-less emergency calls are not allowed, support for other countries might be required).
· Emergency calls for foreign users is supported
· Emergency registration to S-CSCF for such users seems to be not necessary.
· In case of emergency calls, priority will be applied for radio interface (pre-emption, ...).


6.X.1.3 Architecture for Supplementary Service Control
Supplementary service architecture is a chained mapping between protocol types (GSM->IMS for home subscribers (see figure x.y.1-1), GSM->IMS->GSM for inbound roamers (see figure x.y.1-2)



Figure x.y.1-1: Supplementary Service Control in HPLMN


Figure x.y.1-1: Supplementary Service Control for inbound roamers
6.X.1.4 Procedures

6.X.1.3 .1 Initial Attach for own subscribers



Figure x.y.1-1: Attach Procedure own subscriber

1.	 The UE sends a Location Update Request message to the CS-GW. 
2.	 The CS-GW gets IMSI.
3.	The CS-GW translates the Location Update Request message into an IMS Registration and forwards it towards I-SCSF (including the IMSI).
4. -6. The I-CSCF retrieves the “VLR profile data” including Authentication Info from the common profile store.
7-8. These steps are according to normal IMS procedures.
9.  The S-CSCF forwards the Unauthorized message via I-CSCF to the CS-GW. 
10.	 The CS-GW constructs an IMS identity for the UE based on the available information e.g. a tel-URI from the MSISDN etc. and maps the parameters of the Unauthorized message  to Authentication Request message and forwards it to the UE. The UE computes the SRES and provides it back to the CS-GW in the Authentication Response. 
11.	 The CS-GW forwards the Authentication data to S-CSCF via I-CSCF. 
12.	 - 14. These steps are according to normal IMS procedures.
15. The CS-GW the Location Update Accept message which is send it to the UE.
16.	 The MSC Server performs IMS Registration and sends a SIP REGISTER to the I/S-CSCF. 

6.X.2 Impacts on existing nodes and functionality
GSM HLR	
· obsolete for domestic use (after migration phase), 
· no impact for outbound roaming
HSS
Editor’s Note: impact to HSS is FFS
Legacy GSM MSC, MSC-Server	
· replaced by CS-GW
CS-MGW	
· no impact
I/S/E-CSCF, BGCF	
· Support of new use cases:
· re-registration for ICS user w/o authentication
MGCF	
· no impact
MMTEL AS	
· Editor’s Note: impact to MMTEL is FFS
Lawful Interception
· LI to be applied according to IMS concepts
· network side of the CS-GW/MGW (which behaves similar to an IMS P-CSCF/A-BGF) provides LI
· LI X1/X2/X3 Interfaces are supported according to IMS standards, i.e. SIP messages encapsulated in X2 IRI messages and VoIP media via X3 as RTP packets
· From viewpoint of LIMS and legal authorities LI for SeDoC does not differ from LI as applied for VoLTE. 

6.X.3 Solution Evaluation
Editor’s Note: Evaluation of this solution is FFS.
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