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1
Discussion

Void.

2
Proposal

It is proposed to modify TR 23.771 as follows…

6.21
Solution 21: Access Selection for Emergency Sessions

In order to fulfil the requirements of key issue 11 (“Means by which the order in which an emergency session is attempted over the available networks”):

1.
The UE shall be able to determine the regulatory domain (i.e. country) in which the UE is located. This can be accomplished with the solution specified in sub-clause 6.13 ("Solution 13: Determine Location & Country Info").

2.
It shall be possible to configure the UE with "access selection for emergency session" information, that indicates which accesses, and in which order, should be used for initiating emergency sessions in certain regulatory domains. This information could be statically configured (by unspecified means) in the UE or could be provided and updated over-the-air (e.g. with OMA-DM).
3.
The UE shall select an access network (3GPP or WLAN) for initiating emergency sessions by using the "access selection for emergency sessions" information and by considering other applicable conditions such as the signal strength of WLAN and 3GPP accesses. The "access selection for emergency sessions" information in the UE shall override other traffic steering information (e.g. ISRP rules or RAN rules) when the UE selects an access emergency sessions.
The "access selection for emergency sessions" information includes a list of records and each record contains a list of countries and the preferred access(es) for emergency sessions in these countries. As an example, the "access selection for emergency sessions" information could contain the following records:

-
List-1 of country codes (e.g. FR, GR, ES, CA) ( WLAN access (priority 1), 3GPP access (priority 2)

-
List-2 of country codes ( 3GPP access only

-
All other countries ( 3GPP access (priority 1), WLAN access (priority 2)
According to the first record, if the UE determines to be located in one of the countries in List-1, then the UE should attempt emergency sessions first over WLAN access and then (e.g. when WLAN is not available or when the WLAN signal strength is too small) over 3GPP access. The second record indicates that when the UE determines to be located in one of the countries in List-2, then the UE should attempt emergency sessions over 3GPP access only.

NOTE 1: 
The UE uses the "access selection for emergency sessions" information to select WLAN access or 3GPP access for initiating an emergency session. If the UE selects the 3GPP access, then it can use the selection rules specified in TS 23.167 (see Table H.1) to select the CS domain or the PS domain for initiating the emergency session. So, the "access selection for emergency sessions" information and the selection rules specified in TS 23.167 are not related and cannot provide conflicting information.

NOTE: It is FFS if the "access selection for emergency sessions" information can be configured in USIM. This aspect will be solved during the normative phase
* * * * Next Change * * * *
7
Overall evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.1
Overall evaluation for phase 1 (FS_SEW1)
Editor's note:
This clause has not been used to reach conclusions for phase 1 (FS_SEW1).
7.2
Overall evaluation for phase 2 (FS_SEW2)
Editor's note:
This clause will be used in phase 2 (FS_SEW2). It contains evaluation only on a list of selected topics for which there are multiple solutions

7.2.1. Evaluation on the solutions related with Determine Emergency Call Numbers
Editor's note:
FFS.
7.2.2. Evaluation on the solutions related with Support of Mobility with 3GPP access (EPC)
Editor's note:
FFS.
7.2.3. Evaluation on the solutions related with LRF
Editor's note:
FFS.
* * * * Next Change * * * *
  1
Scope

The present document studies the mechanisms needed to support IMS Emergency sessions over WLAN (both in the Trusted –S2a – and in the untrusted –S2b- cases) 

The study is split up into 2 phases corresponding to 2 SID (FS_SEW1 and FS_SEW2) .

Topics to be studied in phase 1 are (FS_SEW1):

-
Providing access to EPC over WLAN in order to support an emergency session only in case of "Valid" UEs as in the case 1 in clause 4.3.12.1 of TS 23.401 [3]: the support of emergency session is only studied for UEs which (a) have valid credentials to access EPC over WLAN and (b) are authorized to connect to EPC over WLAN in the location where they initiate an emergency session

-
Providing Location information (in particular for untrusted WLAN). Only existing location determination mechanisms are considered i.e. location determination mechanisms that should not require standard effort. No location accuracy requirements are considered in phase 1.

Phase 1 (FS_SEW1) will not consider solutions that imply specification activities in other SDO(s).

Topics to be studied in phase 2 (FS_SEW2) correspond to all the features not covered by phase 1, e.g.:

-
Support of other cases for the access to EPC over WLAN (e.g. the UE is authenticated but is in a location where it is restricted from regular service, or is unauthenticated or has no USIM)

-
Roaming cases (user not in his / her home country)

-
Support of session continuity of emergency sessions at inter-access mobility
-
TWAN access
* * * * Next Change * * * *
8
Conclusions

Editor's note:
This clause is intended to list conclusions that have been agreed during the course of the work item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA WG2.
8.1
Conclusions for phase 1 (FS_SEW1)
The solutions in clauses 6.11, 6.12 and 6.13 will not be considered in phase 1.

The Key Issue 6 is not considered in phase 1.

There is will be no specification work to support of emergency services over TWAN in phase 1. There will be no specification work to support LRF retrieval of WLAN location information in phase 1.

Solution 14: "Overall procedure" is endorsed as the baseline for normative work on phase 1 of the Support of Emergency services over WLAN together with following other solutions:

-
"Solution 3 for key issue #3: UPLI via SIP for untrusted WLAN" in clause 6.3

-
"Solution 7 for key issue #3: UPLI to OMA server (fallback use case)" in clause 6.7, endorsing the transfer of a Cell-Id Age in UPLI

-
"Solution 9 Base Solution to Key issue 3: Handling of UE multiple provided location information" in clause 6.9

-
"Solution 10: Location Information Included in SIP Register" in clause 6.10

8.2
Conclusions for phase 2 (FS_SEW2)
Editor's note:
This clause will be used in phase 2.
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