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Abstract of the contribution: adds a New Key Issue : S8 Home Routing in case of Non 3GPP access
1
Discussion

Void.
2
Proposal

It is proposed to modify TR 23.749 as follows

5.1
Key Issue 1 - How to make UE detected IMS emergency session successful
5.1.1
Description

This key issue is how make UE detected IMS emergency session successful when S8HR roaming is used. When S8HR roaming is used for VoLTE and there is no IMS roaming NNI between the VPLMN and the HPLMN as shown in the Figure below.
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Figure 5.1.1-1. Baseline Emergency architecture for a roamed-in UE with S8HR IMS roaming without IMS roaming NNI between the VPLMN and HPLMN
NOTE: 
It is needed to study “How to make UE detected IMS emergency session successful” in case of a deployment where there is no IMS roaming agreement between the HPLMN and the VPLMN.

Editor’s Note: It is FFS whether this study is carried out as part of this TR (so of this Key Issue) or as part of FS_SEW2

The following sub-key issues are identified. Solutions may be targeted to specific key issues or solve all the sub-key issues.

5.1.1.2
Key-issue 1a: How to handle UE's IMS emergency registration

Since there is no NNI between the P-CSCF in the VPLMN and the I/S-CSCF in the HPLM, it is not possible using the existing TS 23.167 [9] and TS 23.228 [8] specifications to authenticate the UE in IMS Domain. The key issue is how to make the IMS emergency registration successful, eg. authenticate the UE.

5.1.1.3
Key-issue 1b: How to support PSAP callback
Since there is no IMS-level NNI between the VPLMN and the HPLMN, it is not possible for the IMS nodes in the VPLMN to fetch the IMS subscription information containing a pre-provisioned PSAP callback number for inbound roamers.

The key issue is how to enable the PSAP callback functionality for inbound roamers in networks using S8HR where required by regulators.

5.1.2
Architectural Requirements

Editor's note:
Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

5.2
Key Issue 2 - Handling of non UE detectable Emergency Session
5.2.1
Description

The key issue is how the PCSCF in the HPLMN is able to detect and handle non-UE detectable Emergency session from a UE in a visited PLMN.
NOTE: 
It is needed to study “How to make UE detected IMS emergency session successful” in case of a deployment where there is no IMS roaming agreement between the HPLMN and the VPLMN.

Editor’s Note: It is FFS whether this study is carried out as part of this TR (so of this Key Issue) or as part of FS_SEW2

5.2.2
Architectural Requirements 

Editor's note:
Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
5.3
Key Issue 3 - Determination of the ID of the visited PLMN at IMS Entities in HPLMN
5.3.1
Description

The ID of the visited PLMN needs to be made available at IMS entities in the HPLMN at different instances:

-
During the registration, the S-CSCF and TAS need to be made aware about the ID of the visited PLMN e.g. for charging purposes and to enable the HPLMN to subsequently perform roaming registration restriction or communication barring supplementary services. 
-
To handle non UE detectable IMS emergency session establishment the P-CSCF needs to be aware of the MCC of the VPLMN from where the UE initiates IMS session. This information is needed at the P-CSCF at every IMS session establishment.
-  
The HPLMN IMS entities need to be aware of the ID of the visited PLMN at session set up in order to populate the charging records.
The Key Issue is to consider UE accessing over 3GPP access and UE accessing over Non 3GPP access.
NOTE: This is the only impact of usage of Non 3gpp access that will be studied as part of this TR
5.3.2
Architectural Requirements 

Editor's note:
Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

3GPP

SA WG2 TD


_1510471438.doc
[image: image1.png]N\ LRF
/ \
“ “ ECSCF
\ |
\ /
\ ) | pesr
Other IMS Nodes
PGW
£mPON
UE

IMS PON

PSAP

1/5-CSCF

PGW

Other IMS Nodes.








