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Abstract of the contribution: This contribution propose to add a new key issue about session management for the next generation architecture.
Introduction
In the EPC, the MME is tasked with performing a set of functionalities, primarily authentication and authorization of the UE, support of mobility management (establishing and maintaining a mobility context), support of session management (establishing and maintaining one or more EPS bearer contexts, corresponding to one or more PDN connections), and GW selection.

Session management is one key function for the EPS. In the 23.401:
The ESM comprises procedures for:

-
Network-initiated procedures for activation, deactivation and modification of EPS bearer contexts.
-
UE requests for IP connectivity to a PDN.
-
UE requests for dedicated bearer resources.
Since session management is responsible for the setup of the traffic transmission path (here referred to as IP connections), it is expected that a similar functionality will be required in the NexGen system architecture. 
NOTE: it needs to be noted that the QoS framework and the mobility management functionality are different and separate from session management. In the EPC, EMM and ESM were tied together by design, not by necessity. The session management may be decoupled and used to establish IP connections on-demand considering different scenario requirements, e.g., ast access, low power consumption or/and high reliability. SMARTER requirements have covered several scenarios indicating that session management could be performed separately from mobility management. 
In order to satisfy scalability, flexibility, and optimization scenarios and requirements captured in SMARTER, it is evident that there is the need to simplify session management procedure, also in order of leveraging the benefits of using virtualized and converged control functions.

Another important requirement, driven by the necessity to design a NexGen system architecture that integrates multiple access networks (e.g. 4G, 5G, and non-3GPP accesses), is that the access network dependencies for session management need to be minimized.
Proposal

It is proposed to add the following Key Issue to the TR 23.799 “Study on Architecture for Next Generation System”.

* * * Start of changes * * * *

5
Key Issues

5.x
Key issue :Session Management
Editor's Note: This clause will identify key architectural issues and the corresponding candidate solutions during the design of the next generation system architecture.
5.x.1
Description
The session management is responsible for the setup of the IP or non-IP traffic connectivity for the UE as well managing the user plane for that connectivity. 
Solutions to this key issue will study the following aspects:
-
Session management model, including: 
-
describe UE related states and high-level procedures between the UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NexGen system architecture.
-
identifying whether sessions are established by default when attaching to the network or on-demand  
-
session connection model, including identifying user plane functionality needed to provide connectivity (e.g. IP anchor, tunnelling, etc.)
· Editor’s Note: QoS aspects are handled by a separate key issue
-
How session management work for UEs connected via multiple ANs and via multiple connectivity
-
Identify how to provide multiple simultaneous data sessions to the UE

-
when the UE is simultaneously connected via different accesses

-
when the UE is connected via a single access
-
Identify the correlation between session management and mobility management functionality, including:

-
studying whether separation of session management and mobility management is possible, and 
-
identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 clause 5.1.2.2, is used) while minimizing the impact on the user experience
-
Describe how the session management and mobility management can be decoupled for scenarios requiring it, such as eMBB, mIoT and Critical Communications. 
-
How to provide separation between control plane and user plane functions
-
Session management in roaming scenarios, both for connectivity to services available in/from the visited operator and for services available in/from the home operator. 
* * * End of Changes * * * *
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