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1. Overall Description:

SA2 thanks TSG RAN for their LS on IPsec tunnelling mechanism for LTE-WiFi aggregation.

SA2 has discussed potential architectural impacts that may result in distinguishing data for a bearer over the IPsec tunnel established between the UE and eNB. 
If needed, DRBs may be identified in uplink. Identifying which DRB an IP packet belongs to is required in order to enable the eNB to identify the associated E-RAB/EPC bearer on S1 interface, i.e. there is a need for “marking” the uplink traffic in the IPSec tunnel. This can be achieved e.g. by conveying the DRB identity in an encapsulating header (e.g. GRE) along with the payload of the IPSec packet. 


Identifying the DRBs over WLAN is not required for downlink traffic because the DRB identity is not used to route the traffic to the appropriate application. 

SA2 would like to clarify that this issue does not affect Core Network and is of the remit of SA3 and/or RAN2.
2. Actions:

To RAN2 group.

ACTION: 
SA2 kindly asks RAN2 to take the above information into account for their specification work.
3. Date of Next TSG-SA WG2 Meetings:
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