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1
Discussion

In general, a WLAN-capable UE should be able to determine the regulatory domain in which the UE is located and to configure its WLAN operation (e.g. RF channels, channel spacing, transmit power, etc.) in accordance with the applicable regulations in this domain. A regulatory domain is typically a country.

As specified in Solution 13 (“Determine Location & Country Info”), the UE may determine the country (regulatory domain) it is located in either by implementation-specific means or by receiving the Country IE included in the beacon frames of available WLAN APs (see IEEE Std 802.11-2012 [5]). The Country IE is mandatory in all HS2.0 compliant APs (as specified in Hotspot 2.0 (Release 2) [6]) so, it is expected that, more and more APs will broadcast this IE.
Now, according to key issue 11 (“Means by which the order in which an emergency session is attempted over the available networks”), if the UE is capable of initiating emergency sessions over 3GPP and WLAN access, the UE should be able to determine (a) if both of these accesses can be used for emergency sessions in its present regulatory domain and (b) which if these accesses should be used first. In order to fulfil this requirement, the UE could be configured with the following information, referred to as “access selection for emergency sessions”: 
1. List-1 of country codes (e.g. FR, GR, ES, CA) ( WLAN access (priority 1), 3GPP access (priority 2)

2. List-2 of country codes ( 3GPP access only

3. All other countries ( 3GPP access (priority 1), WLAN access (priority 2)

According to the above information, if the UE determines to be located in one of the countries in List-1, then the UE should attempt emergency sessions first over WLAN access and then (e.g. when WLAN is not available) over 3GPP access. The above information also indicates that when the UE determines to be located in one of the countries in List-2, then the UE should attempt emergency sessions over 3GPP access only.

In order to meet the requirements of key issue 11, it shall be possible to configure the UE with “access selection for emergency sessions” information. This information could be statically configured (by unspecified means) in the UE or could be provided and updated over-the-air (e.g. with OMA-DM).

Note that the “access selection for emergency sessions” information essentially steers the traffic of emergency sessions to a specific access. If the UE is configured with other traffic steering information (such as ISRP rules or RAN rules), then it is possible to have traffic steering conflicts. For example, the “access selection for emergency sessions” information may steer emergency sessions to 3GPP access, but the underlying RAN rules may instruct the UE to offload traffic (including emergency traffic) to WLAN. Similarly, the “access selection for emergency sessions” information may steer emergency sessions to 3GPP access, but the active ISRP for MAPCON rule may instruct the UE establish the emergency PDN connection over WLAN. To avoid such conflicts, the “access selection for emergency sessions” information in the UE shall override other traffic steering information when the UE selects an access for emergency sessions.

2
Proposal

The following changes are proposed to TR 23.771.
* * * * Start of 1st Change * * * *
6.x
Solution x: Access Selection for Emergency Sessions
In order to fulfil the requirements of key issue 11 (“Means by which the order in which an emergency session is attempted over the available networks”):
1.
The UE shall be able to determine the regulatory domain (i.e. country) in which the UE is located. This can be accomplished with the solution specified in sub-clause 6.13 ("Solution 13: Determine Location & Country Info").

2.
It shall be possible to configure the UE with "access selection for emergency session" information, that indicates which accesses, and in which order, should be used for initiating emergency sessions in certain regulatory domains. This information could be statically configured (by unspecified means) in the UE or could be provided and updated over-the-air (e.g. with OMA-DM).
3.
The UE shall select an access network (3GPP or WLAN) for initiating emergency sessions by using the "access selection for emergency sessions" information and by considering other applicable conditions such as the signal strength of WLAN and 3GPP accesses. The "access selection for emergency sessions" information in the UE shall override other traffic steering information (e.g. ISRP rules or RAN rules) when the UE selects an access emergency sessions.
The "access selection for emergency sessions" information includes a list of records and each record contains a list of countries and the preferred access(es) for emergency sessions in these countries. As an example, the "access selection for emergency sessions" information could contain the following records:
-
List-1 of country codes (e.g. FR, GR, ES, CA) ( WLAN access (priority 1), 3GPP access (priority 2)

-
List-2 of country codes ( 3GPP access only

-
All other countries ( 3GPP access (priority 1), WLAN access (priority 2)
According to the first record, if the UE determines to be located in one of the countries in List-1, then the UE should attempt emergency sessions first over WLAN access and then (e.g. when WLAN is not available or when the WLAN signal strength is too small) over 3GPP access. The second record indicates that when the UE determines to be located in one of the countries in List-2, then the UE should attempt emergency sessions over 3GPP access only.
* * * * End of Changes * * * *
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