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Abstract of the contribution: This proposal presents the functional partitioning of S-GW, P-GW and TDF for the control and user plane separation study. 
1. Background
This contribution examined TS 23.401, 23.203 and 29.212 to capture the list of SGW, PGW, TDF high-level functions, and then summarized the proposed partitioning for the list of functions across control and user plane in one common table. 
This contribution is organized as follows:

Section 2 : 
Capture the list of high-level functions that were described in TS 23.401, 23.203 and 29.212 for SGW, PGW an TDF, and provide the cross references to the table of functional partitioning of the control and user planes that was proposed in Section 3. 

Section 3: 
Proposal of the functional partitioning for control and user planes
2. Discussion
This section referred to the high-level list of functions that were described in TS 23.401, 23.203 and 29.212 and provide cross references for the functional partitioning for the control & user planes as proposed in section 3 in order to ensure the completeness of the list of functions to be captured. 
2.1 
SGW High-level Functions 
According to TS 23.401 (clause 4.4.3.2), the SGW has the following set of high-level functions that are specific for S5/S8.  The proposed corresponding control and/or user plane partitioning for those functions can be referred to Table 6.1.x in section 3 below. 
-
the local Mobility Anchor point for inter-eNodeB handover; (refer to Table 6.1.X-1, Fn#1) 
-
sending of one or more "end marker" to the source eNodeB, source SGSN or source RNC immediately after switching the path during inter-eNodeB and inter-RAT handover, especially to assist the reordering function in eNodeB. (refer to Table 6.1.X-1, Fn#2)
-
Mobility anchoring for inter-3GPP mobility (terminating S4 and relaying the traffic between 2G/3G system and PDN GW); (refer to Table 6.1.X-1, Fn#3)
-
ECM-IDLE mode downlink packet buffering and initiation of network triggered service request procedure and optionally Paging Policy Differentiation; (refer to Table 6.1.X-1, Fn#4)
-
Lawful Interception; (refer to Table 6.1.X-1, Fn#5)
-
Packet routing and forwarding; (refer to Table 6.1.X-1, Fn#6)
-
Transport level packet marking in the uplink and the downlink, e.g. setting the DiffServ Code Point, based on the QCI of the associated EPS bearer; (refer to Table 6.1.X-1, Fn#7)
-
Accounting for inter-operator charging. For GTP-based S5/S8, the Serving GW generates accounting data per UE and bearer; (refer to Table 6.1.X-1, Fn#8)
-
Interfacing OFCS according to charging principles and through reference points specified in TS 32.240; (refer to Table 6.1.X-1, Fn#11)
-
Forwarding of "end marker" to the source eNodeB, source SGSN or source RNC when the "end marker" is received from PGW and the Serving GW has downlink user plane established. Upon reception of "end marker", the Serving GW shall not send Downlink Data Notification. (refer to Table 6.1.X-1, Fn#12)
2.2 
PGW High-level Functions 

According to TS 23.401 (clause 4.4.3.3), the PGW has the following set of high-level functions that are specific to S5/S8. The proposed corresponding control and/or user plane partitioning for those functions can be referred to Table 6.1.x in section 3 below. 

-
Per-user based packet filtering (by e.g. deep packet inspection); (refer to Table 6.1.X-1, Fn#13)
-
Lawful Interception; (refer to Table 6.1.X-1, Fn#5)
-
UE IP address allocation; (refer to Table 6.1.X-1, Fn#14)
-
Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point, based on the QCI of the associated EPS bearer; (refer to Table 6.1.X-1, Fn#7)
-
Accounting for inter-operator charging: for home routed roaming, the P-GW shall collect and report the uplink and downlink data volume (per EPS bearer) as received from and sent to the serving node; (refer to Table 6.1.X-1, Fn#9)
-
UL and DL service level charging as defined in TS 23.203
(e.g. based on SDFs defined by the PCRF, or based on deep packet inspection defined by local policy); (refer to Table 6.1.X-1, Fn#15)
-
Interfacing OFCS through according to charging principles and through reference points specified in TS 32.240. (refer to Table 6.1.X-1, Fn#11)
-
UL and DL service level gating control as defined in TS 23.203; (refer to Table 6.1.X-1, Fn#15)
-
UL and DL service level rate enforcement as defined in TS 23.203 (e.g. by rate policing/shaping per SDF); (refer to Table 6.1.X-1, Fn#19)
-
UL and DL rate enforcement based on APN-AMBR (e.g. by rate policing/shaping per aggregate of traffic of all SDFs of the same APN that are associated with Non-GBR QCIs); (refer to Table 6.1.X-1, Fn#20)
-
DL rate enforcement based on the accumulated MBRs of the aggregate of SDFs with the same GBR QCI
(e.g. by rate policing/shaping); (refer to Table 6.1.X-1, Fn#21)
-
DHCPv4 (server and client) and DHCPv6 (client and server) functions; (refer to Table 6.1.X-1, Fn#22)
-
The network does not support PPP bearer type in this version of the specification. Pre-Release 8 PPP functionality of a GGSN may be implemented in the PDN GW; (refer to Table 6.1.X-1, Fn#23)
-
packet screening; (refer to Table 6.1.X-1, Fn#20)
-
sending of one or more "end marker" to the source SGW immediately after switching the path during SGW change; (refer to Table 6.1.X-1, Fn#25)
-
PCC related features (e.g. involving PCRF and OCS) as described in TS 23.203. (refer to Table 6.1.X-1, Fn#26)
Additionally the PDN GW includes the following functions for the GTP-based S5/S8:

-
UL and DL bearer binding as defined in TS 23.203; (refer to Table 6.1.X-1, Fn#16)
-
UL bearer binding verification as defined in TS 23.203; (refer to Table 6.1.X-1, Fn#18)
-
Accounting per UE and bearer. (refer to Table 6.1.X-1, Fn#10)
2.3 
TDF High-level Functions 

According to TS 29.212 (clause 4b.4.2), the TDF has the following set of high-level functions. The proposed corresponding control and/or user plane partitioning for those functions can be referred to Table 6.1.x in section 3 below.  Note that, many of TDF’s functions overlap with the PCEF functions that are described in section 2.4 below. 
· performs application's traffic detection and reporting of the detected application 
· support solicited application reporting and/or unsolicited application reporting.
· For the solicited application reporting, the TDF shall perform the following enforcement actions to the detected application traffic, if requested by PCRF:
· Gating; (refer to Table 6.1.X-1, Fn#27)
· Redirection; (refer to Table 6.1.X-1, Fn#28)
· Bandwidth limitation. (refer to Table 6.1.X-1, Fn#29)
· Support usage monitoring (refer to Table 6.1.X-1, Fn#30)
· Support application based charging by having online and offline charging interactions. (refer to Table 6.1.X-1, Fn#31)
· For unsolicited application reporting, the TDF shall only perform application detection and reporting functionality.
NOTE:
For unsolicited application reporting, the TDF does not perform enforcement actions, application based charging or usage monitoring.
2.4 
PCEF High-level Functions 

In addition to TS 23.401 and 29.212 functions that were described for PGW and TDF above respectively, TS 23.203 (clause 6.1.1 and 6.2.2) described the list of PCEF high-level functions that are supported by PGW and TDF. The following captures the list of high-level functions of PCEF.  The proposed corresponding control and/or user plane partitioning for those functions can be referred to Table 6.1.x in section 3 below.  
· Support the online and offline accounting (refer to Table 6.1.X-1, Fn#8 & 9)
· Support the initiation of credit management session, and credit re-authorization (refer to Table 6.1.X-1, Fn#35)
· Support policy enforcement
· Bearer Binding, i.e. the generation of an association between a service data flow and the IP‑CAN bearer transporting that service data flow;  (refer to Table 6.1.X-1, Fn#16)
· Gating control, i.e. the blocking or allowing of packets, belonging to a service data flow or specified by an application identifier, to pass through to the desired endpoint; (refer to Table 6.1.X-1, Fn#27)
· Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user plane as well as the reporting of events related to the resources in the GW (PCEF); (refer to Table 6.1.X-1, Fn#32)
· QoS enforcement, i.e. the enforcement of the maximum QoS that is authorised for a service data flow, an Application identified by application identifier or an IP‑CAN bearer; (refer to Table 6.1.X-1, Fn#33)
· Redirection, i.e. the steering of packets, belonging to an application defined by the application identifier to the specified redirection address;  (refer to Table 6.1.X-1, Fn#28)
· IP‑CAN bearer establishment for IP‑CANs that support network initiated procedures for IP‑CAN bearer establishment. (refer to Table 6.1.X-1, Fn#34)
3. Proposal

It is proposed that the following table is added into clause 4 of TR 23.714.
	Fn#
	High-level Function
	SGW

C     U
	PGW

C     U
	TDF

C     U
	Additional Notes

	1
	the local Mobility Anchor point for inter-eNodeB handover
	· 
	· X
	
	
	
	
	SGW-C is the anchor for control plane, SGW-U is the anchor for user plane.

	2
	sending of one or more "end marker" to the source eNodeB, source SGSN or source RNC immediately after switching the path during inter-eNodeB and inter-RAT handover, especially to assist the reordering function in eNodeB.
	· 
	· 
	
	
	
	
	Triggering to send “end marker” is controlled by SGW-C, the actual sending of the “end marker” is done by SGW-U

	3
	Mobility anchoring for inter-3GPP mobility (terminating S4 and relaying the traffic between 2G/3G system and PDN GW);
	
	· X
	
	
	
	
	SGW-C is the anchor for control plane, SGW-U is the anchor for user plane.

	4
	ECM-IDLE mode downlink packet buffering and initiation of network triggered service request procedure and optionally Paging Policy Differentiation;
	· X
	· 
	
	
	
	
	The SGW-U buffer the downlink data, and notify to the SGW-C to initiate the network triggered service request procedure 

	5
	Lawful Interception;
	· 
	· 
	· 
	· 
	· 
	· 
	X1 and X2 interception are associated with the control plane; whereas X3 is associated with user plane. 

	6
	Packet routing and forwarding;


	
	· 
	
	· X
	
	· X
	

	7
	Transport level packet marking in the uplink and the downlink, e.g. setting the DiffServ Code Point, based on the QCI of the associated EPS bearer
	
	· 
	
	· 
	
	
	

	8
	Accounting for inter-operator charging. For GTP-based S5/S8, the Serving GW generates accounting data per UE and bearer
	
	· 
	
	
	
	
	

	9
	Accounting for inter-operator charging: for home routed roaming, the P-GW shall collect and report the uplink and downlink data volume (per EPS bearer) as received from and sent to the serving node
	
	
	
	· 
	
	
	

	10
	Accounting per UE and bearer
	
	
	
	· 
	
	
	

	11
	Interfacing OFCS according to charging principles and through reference points specified in TS 32.240
	· 
	
	· 
	
	
	
	

	12
	Forwarding of "end marker" to the source eNodeB, source SGSN or source RNC when the "end marker" is received from PGW and the Serving GW has downlink user plane established. Upon reception of "end marker", the Serving GW shall not send Downlink Data Notification
	
	· 
	
	
	
	
	

	13
	Per-user based packet filtering (by e.g. deep packet inspection);
	
	
	
	· 
	
	· 
	

	14
	UE IP address allocation
	
	
	· 
	?
	
	
	Need more discussion, PGW-U can also allocate IP address.



	15
	UL and DL service level charging as defined in TS 23.203 [6]
(e.g. based on SDFs defined by the PCRF, or based on deep packet inspection defined by local policy);
	
	
	
	· 
	
	
	

	16
	UL and DL bearer binding as defined in TS 23.203 
	
	
	
	· 
	
	
	

	17
	UL and DL service level gating control as defined in TS 23.203
	
	
	
	· 
	
	
	

	18
	UL bearer binding verification as defined in TS 23.203 
	
	
	
	· 
	
	
	

	19
	UL and DL service level rate enforcement as defined in TS 23.203
(e.g. by rate policing/shaping per SDF)
	
	
	
	· 
	
	
	

	20
	UL and DL rate enforcement based on APN-AMBR
(e.g. by rate policing/shaping per aggregate of traffic of all SDFs of the same APN that are associated with Non-GBR QCIs)
	
	
	
	· 
	
	
	

	21
	DL rate enforcement based on the accumulated MBRs of the aggregate of SDFs with the same GBR QCI
(e.g. by rate policing/shaping)
	
	
	
	· 
	
	
	

	22
	DHCPv4 (server and client) and DHCPv6 (client and server) functions
	
	
	· X
	· 
	
	
	the PGW-U needs to notify the PGW-C about the IP address.

	23
	The network does not support PPP bearer type in this version of the specification. Pre Release 8 PPP functionality of GGSN may be implemented in the PDN GW
	
	
	
	
	
	
	Not applicable

	24
	Packet screening function provides the network with the capability to check that the UE is using the exact IPv4-Address and/or IPv6-Prefix that was assigned to the UE
	
	
	
	· 
	
	
	

	25
	Sending of one or more "end marker" to the source SGW immediately after switching the path during SGW change
	
	· 
	· 
	· X
	
	
	PGW-C triggers the PGW-U to send the end marker  

	26
	PCC related features (e.g. involving PCRF and OCS) as described in TS 23.203 
	
	
	· 
	
	
	
	

	27
	Gating
	
	
	
	· 
	
	· 
	

	28
	Redirection 
	
	
	· 
	· 
	· 
	· 
	PGW-U or TDF-U enforced the redirection of application traffic based on the PCC rule or ADC rule that was relayed by PGW-C or TDF-C

	29
	Bandwidth limitation
	
	
	
	· 
	
	· 
	

	30
	Usage monitoring
	
	
	· 
	· 
	· 
	· 
	PGW-U or TDF-U monitor service data flow based on the PCC rule or ADC rule that was relayed by PGW-C or TDF-C

	31
	Support application based charging by having online and offline charging interactions
	
	
	· 
	· 
	· 
	· 
	PGW-C or TDF-C control the charging and reporting; whereas the PGW-U or TDF-U provides the counting

	32
	Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user plane as well as the reporting of events related to the resources in the GW (PCEF)
	
	
	· 
	· x
	· 
	
	

	33
	QoS enforcement, i.e. the enforcement of the maximum QoS that is authorised for a service data flow, an Application identified by application identifier or an IP‑CAN bearer
	
	
	
	· 
	
	· 
	

	34
	IP‑CAN bearer establishment for IP‑CANs that support network initiated procedures for IP‑CAN bearer establishment
	
	
	· 
	· 
	
	
	

	35
	Support the initiation of credit management session, and credit re-authorization
	
	
	· 
	· 
	· 
	· 
	PGW-C or TDF-C process the service identifier received from PCRF and instruct the PGW-U or TDF-U to provide the counting


Table 6.1.X -1  Functional Partitioning across Control and User Plane for SGW, PGW and TDF

****** Start of change ******
6.1.X 
Solution of Functional Partitioning across control and user planes for SGW, PGW and TDF 

The following table captures the high-level functional partitioning across the control and user planes for SGW, PGW and TDF. 
	Fn#
	High-level Function
	SGW

C     U
	PGW

C     U
	TDF

C     U
	Additional Notes

	1
	the local Mobility Anchor point for inter-eNodeB handover
	· 
	· X
	
	
	
	
	SGW-C is the anchor for control plane, SGW-U is the anchor for user plane.

	2
	sending of one or more "end marker" to the source eNodeB, source SGSN or source RNC immediately after switching the path during inter-eNodeB and inter-RAT handover, especially to assist the reordering function in eNodeB.
	· 
	· 
	
	
	
	
	Triggering to send “end marker” is controlled by SGW-C, the actual sending of the “end marker” is done by SGW-U

	3
	Mobility anchoring for inter-3GPP mobility (terminating S4 and relaying the traffic between 2G/3G system and PDN GW);
	
	· X
	
	
	
	
	SGW-C is the anchor for control plane, SGW-U is the anchor for user plane.

	4
	ECM-IDLE mode downlink packet buffering and initiation of network triggered service request procedure and optionally Paging Policy Differentiation;
	· X
	· 
	
	
	
	
	The SGW-U buffer the downlink data, and notify to the SGW-C to initiate the network triggered service request procedure 

	5
	Lawful Interception;
	· 
	· 
	· 
	· 
	· 
	· 
	X1 and X2 interception are associated with the control plane; whereas X3 is associated with user plane. 

	6
	Packet routing and forwarding;


	
	· 
	
	· X
	
	· X
	

	7
	Transport level packet marking in the uplink and the downlink, e.g. setting the DiffServ Code Point, based on the QCI of the associated EPS bearer
	
	· 
	
	· 
	
	
	

	8
	Accounting for inter-operator charging. For GTP-based S5/S8, the Serving GW generates accounting data per UE and bearer
	
	· 
	
	
	
	
	

	9
	Accounting for inter-operator charging: for home routed roaming, the P-GW shall collect and report the uplink and downlink data volume (per EPS bearer) as received from and sent to the serving node
	
	
	
	· 
	
	
	

	10
	Accounting per UE and bearer
	
	
	
	· 
	
	
	

	11
	Interfacing OFCS according to charging principles and through reference points specified in TS 32.240
	· 
	
	· 
	
	
	
	

	12
	Forwarding of "end marker" to the source eNodeB, source SGSN or source RNC when the "end marker" is received from PGW and the Serving GW has downlink user plane established. Upon reception of "end marker", the Serving GW shall not send Downlink Data Notification
	
	· 
	
	
	
	
	

	13
	Per-user based packet filtering (by e.g. deep packet inspection);
	
	
	
	· 
	
	· 
	

	14
	UE IP address allocation
	
	
	· 
	?
	
	
	Need more discussion, PGW-U can also allocate IP address.



	15
	UL and DL service level charging as defined in TS 23.203 [6]
(e.g. based on SDFs defined by the PCRF, or based on deep packet inspection defined by local policy);
	
	
	
	· 
	
	
	

	16
	UL and DL bearer binding as defined in TS 23.203 
	
	
	
	· 
	
	
	

	17
	UL and DL service level gating control as defined in TS 23.203
	
	
	
	· 
	
	
	

	18
	UL bearer binding verification as defined in TS 23.203 
	
	
	
	· 
	
	
	

	19
	UL and DL service level rate enforcement as defined in TS 23.203
(e.g. by rate policing/shaping per SDF)
	
	
	
	· 
	
	
	

	20
	UL and DL rate enforcement based on APN-AMBR
(e.g. by rate policing/shaping per aggregate of traffic of all SDFs of the same APN that are associated with Non-GBR QCIs)
	
	
	
	· 
	
	
	

	21
	DL rate enforcement based on the accumulated MBRs of the aggregate of SDFs with the same GBR QCI
(e.g. by rate policing/shaping)
	
	
	
	· 
	
	
	

	22
	DHCPv4 (server and client) and DHCPv6 (client and server) functions
	
	
	· X
	· 
	
	
	the PGW-U needs to notify the PGW-C about the IP address.

	23
	The network does not support PPP bearer type in this version of the specification. Pre Release 8 PPP functionality of GGSN may be implemented in the PDN GW
	
	
	
	
	
	
	Not applicable

	24
	Packet screening function provides the network with the capability to check that the UE is using the exact IPv4-Address and/or IPv6-Prefix that was assigned to the UE
	
	
	
	· 
	
	
	

	25
	Sending of one or more "end marker" to the source SGW immediately after switching the path during SGW change
	
	· 
	· 
	· X
	
	
	PGW-C triggers the PGW-U to send the end marker  

	26
	PCC related features (e.g. involving PCRF and OCS) as described in TS 23.203 
	
	
	· 
	
	
	
	

	27
	Gating
	
	
	
	· 
	
	· 
	

	28
	Redirection 
	
	
	· 
	· 
	· 
	· 
	PGW-U or TDF-U enforced the redirection of application traffic based on the PCC rule or ADC rule that was relayed by PGW-C or TDF-C

	29
	Bandwidth limitation
	
	
	
	· 
	
	· 
	

	30
	Usage monitoring
	
	
	· 
	· 
	· 
	· 
	PGW-U or TDF-U monitor service data flow based on the PCC rule or ADC rule that was relayed by PGW-C or TDF-C

	31
	Support application based charging by having online and offline charging interactions
	
	
	· 
	· 
	· 
	· 
	PGW-C or TDF-C control the charging and reporting; whereas the PGW-U or TDF-U provides the counting

	32
	Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user plane as well as the reporting of events related to the resources in the GW (PCEF)
	
	
	· 
	· x
	· 
	
	

	33
	QoS enforcement, i.e. the enforcement of the maximum QoS that is authorised for a service data flow, an Application identified by application identifier or an IP‑CAN bearer
	
	
	
	· 
	
	· 
	

	34
	IP‑CAN bearer establishment for IP‑CANs that support network initiated procedures for IP‑CAN bearer establishment
	
	
	· 
	· 
	
	
	

	35
	Support the initiation of credit management session, and credit re-authorization
	
	
	· 
	· 
	· 
	· 
	PGW-C or TDF-C process the service identifier received from PCRF and instruct the PGW-U or TDF-U to provide the counting


Table 6.1.X -1  Functional Partitioning across Control and User Plane for SGW, PGW and TDF
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