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Abstract of the contribution: This contribution proposes new key issue for SDCI.
* * * 1st Change * * * *

5.X
Key Issue X – Encrypted traffic detection
5.X.1
Description

Currently, while supporting sponsored data connectivity, for an encrypted traffic, service data flow detection in the PCEF and application detection in the TDF can’t be done by using standardized means. 
This key issue shall study the following aspects:

1. Identification of the required information for service data flow detection in the PCEF and application detection in the TDF when traffic is encrypted. 
NOTE:
The study of this key issue will take into account any agreed potential extensions of traffic identification used for detection (e.g. URLs identification).
2. Solutions for provisioning of such information in the operator’s network.
The study will apply both to the PCEF and to the TDF. 
* * * End of Change * * * *
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