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Abstract of the contribution: Proposes a new key issue for provision of PSAP callback number for IMS emergency session in the S8HR architecture.
1
Introduction

The baseline IMS emergency session architecture for an inbound roamer with S8HR roaming is depicted in Figure 1 (from TR 23.749 Figure 5.1.1-1). In comparison with today’s IMS emergency session architecture there are no SIP-based NNIs between the VPLMN and the HPLMN.
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Figure 1: Baseline Emergency architecture for a roamed-in UE with S8HR IMS roaming without IMS roaming NNI between the VPLMN and HPLMN (from TR 23.749)
According to TS 23.167 Annex H, if the roaming UE (which uses VoLTE for voice calling) is registered to the PS domain only, it behaves as follows for making Emergency Call (EMC) attempts:

1.
If the network has indicated that it supports IMS emergency session (by setting an indicator in the Attach Accept message), the UE makes the first EMC attempt in the PS domain.

2.
Before placing the EMC the UE first needs to establish a PDN connection for IMS emergency services. In the process, the UE is assigned a PGW in the VPLMN.

3.
UE next performs IMS registration for emergency services. In this step the network authenticates the user and fetches information from the subscriber profile in the HSS, including a phone number (TEL URI) for PSAP callback.

4.
If the IMS registration was successful, UE initiates an IMS emergency session by sending a SIP INVITE message to the network. In the process the P-CSCF adds the callback number to the SIP INVITE message that is forwarded in the direction of the PSAP.

5.
Once the IMS emergency session is terminated, the PDN connection for emergency services is released and the UE may return to the PDN connection used for ordinary VoLTE calls.

6.
At some later time the PSAP may decide to call back the UE. This call is routed using the TEL URI that was previously provided to the PSAP. The call is established over the PDN connection used for ordinary VoLTE calls.

With the introduction of S8HR architecture step 3 above will fail: due to the absence of SIP-based NNI between the HPLMN and the VPLMN the IMS registration cannot succeed.

According to TS 23.167, if the IMS registration for emergency services fails, the UE may optionally attempt an unauthenticated IMS emergency session as described in TS 23.167 clause 7.4. In this case the UE includes an “anonymous user” parameter in the SIP INVITE message and the PSAP callback is not possible due to the absence of a trusted TEL URI (note that the TEL URI for PSAP calling in the normal case is fetched from the HSS during IMS registration for emergency services).
The authors of this contribution feel that provision of PSAP callback number is a very important functionality that needs to be provided even when it is not possible to authenticate the inbound roamer as part of IMS registration, as is the case in the S8HR architecture.

2
Proposal
Based on the previous discussion it is proposed to agree the key issue for inclusion in TR 23.749, as proposed below.

########################## START CHANGE FOR TR 23.749 ###################
5.1
Key Issue 1 - How to authenticate the UE and perform IMS emergency registration
5.1.1
Description

This key issue is how to authenticate the UE and if needed perform IMS emergency registration based on regulatory requirement. When S8HR roaming is used for VoLTE and there is no IMS roaming NNI between the VPLMN and the HPLMN as shown in the Figure below.
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Figure 5.1.1-1. Baseline Emergency architecture for a roamed-in UE with S8HR IMS roaming without IMS roaming NNI between the VPLMN and HPLMN.
5.1.1.x Key-issue 1x: How to support PSAP callback

Since there is no IMS-level NNI between the VPLMN and the HPLMN, it is not possible for the IMS nodes in the VPLMN to fetch the IMS subscription information containing a pre-provisioned PSAP callback number for inbound roamers.
The key issue is how to enable the PSAP callback functionality for inbound roamers in networks using S8HR where required by regulators.

5.1.2
Architectural Requirements 

Editor's Note:
Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

########################## END OF CHANGE ###################
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