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Abstract of the contribution: This contribution proposed to move the header compression function to the core network, specifically the C-SGN, for CIOT use.
1. Introduction
1.1 Inefficiency of header compression of LTE for CIOT

Clause 4.3 of TR 23.720 has documented the traffic models for CIoT. Most of the categories, e.g. MAR, and Network Command, are characterized by small data size and infrequent. For example, periodic MAR is using the data size of 20-200 Byte and maximum frequency of 30 min, and Network Command is using data size of 0-20 byte with similar frequency. Considering the IP header (e.g. 20B for IPv4 and 40B for IPv6) and UDP header (8B) or TCP header (20B), the overhead is significant. Therefore, header compressing is necessary for the efficient support of large number of devices for the NB-CIoT. 

In addition, for the CIOT use, it is expected that the device will communicate with a rather fixed node, i.e. the Application Server or a gateway. This means the traffic to/from the CIOT device is a relative stable IP flow, i.e. having the same source and destination address, protocol, and port numbers. It makes traffic especially suitable for header compression.

However, the current LTE header compression is realized in PDCP layer, as specified in TS 36.323, and applies to the user plane only.   
[image: image1.emf]Radio Interface  (Uu)

UE/E-UTRAN E-UTRAN/UE

Transmitting

PDCP  entity

Ciphering

Header Compression  (u-plane 

only)

Receiving 

PDCP  entity

Sequence numbering

Integrity Protection 

(c-plane only)

Add PDCP header

Header Decompression  (u-

plane only)

Deciphering

Remove PDCP Header

In  order delivery and duplicate 

detection (u-plane only)

Integrity Verification 

(c-plane only)

Packets associated 

to a PDCP SDU

Packets associated 

to a PDCP SDU

P

a

c

k

e

t

s

 

n

o

t

 

a

s

s

o

c

i

a

t

e

d

 

t

o

 

a

 

P

D

C

P

 

S

D

U

P

a

c

k

e

t

s

 

n

o

t

 

a

s

s

o

c

i

a

t

e

d

 

t

o

 

a

 

P

D

C

P

 

S

D

U
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Each PDCP entity that is associated with a DRB is able to support the robust header compression protocol (ROHC), and only implement one instance of it. 
However, this type of header compression mechanism does not suit very well the CIOT traffic models for two reasons. Firstly, the PDCP entities will be re-established and ROHC context reset when the UE experienced the CONNECTED-IDLE transition. Since the CIOT device is expected to send data in a frequency lower than every 30 min, UE would fall to IDLE mode and corresponding DRBs are deleted. Therefore, when the CIOT device needs to send the data again, it needs to use the initialization and refresh (IR) frame to carry the data, which provides not only no header compression but also incur additional overhead. This effectively renders the ROHC in PDCP useless. 

Secondly, the ROHC in PDCP does not survive mobility, since ROHC needs to be reset when UE moves across eNBs (because the ROHC context is not transferred between eNBs).  

Obviously, the LTE header compression scheme needs to be improved for CIOT use. 

Observation 1: Current LTE header compression scheme is not suitable for CIOT traffic model, and needs to be improved.

1.2 Move header compression to core network 

In view of the above issue, it is proposed that the header compression for CIOT should be implemented in the core network, e.g.. C-SGN. This provides the following benefits:
- The header compression configuration and context can be kept active even when the UE goes to IDLE mode, as the context can be associated with the UE's EMM context. There is only one time of context setup for a particular IP flow;

- The header compression configuration and context can be used when UE moves, as long as it is served by the same core network node;

- It is possible to utilize the reliable transport of control plane to simplify the context management and repair of the header compression.

In order to support the header compression at core network node, there are following changes necessary:

- Both the UE and core network node need to implement a header compressor/decompressor (as part of the Data over NAS Convergence Protocol), depending on the direction of the traffic;

- The UE and core network node needs to negotiate the supported header compression configurations, e.g. the supported max contexts, profiles, etc. This could be achieved within the Attach or TAU procedure;

- Any header compression at RAN layer should therefore be turned off.    
 The following figure provides an illustration of the potential protocol stack for the entities involved when the data is delivered over control plane. Similar concept apply when the data is delivered over u-plane.  
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Figure 1. Example protocol stack for realizing header compression in C-SGN for CIOT
Proposal 1: Move the header compression function to the core network node to support efficient transport of CIOT traffic.

Therefore, it is proposed to add the new key issue and corresponding solutions to TR 23.720. 
2. Proposal

It is proposed capture in TR 23.720 the following key issue and solution. 
>>>Start Changes<<<
5.x
Key Issue x - Header compression enhancements for CIOT 
5.x.1
Description

This key issue aims to provide an efficient header compression scheme to support the CIOT traffic models. 

Based on the traffic model documented in 4.3, most of the categories make use of small data size and send data infrequently. For example, periodic MAR and Network Command are using the data size of 20-200 Byte every 30 min or longer. Considering the IP and transport layer headers, e.g. 20B for IPv4 and 40B for IPv6, 8B for UDP, 20B for TCP, and 12B for RTP, the overhead is significant. Therefore, header compressing is necessary for the efficient support of large number of devices for the NB-CIoT. 

However, the current LTE header compression is realized in PDCP layer, and is not suitable for CIOT traffic models. Due to the infrequent data sending and mobility, the UE may fall to IDLE mode and header compression context kept in the eNB and UE may be reset. This result in the full size headers, or even with additional overhead, sent with every data packet. 

It is therefore desirable to develop a new header compression mechanism to support the efficient transport of CIOT traffic. 

5.x.2
Architectural Requirements 

Editor's Note:
Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

The header compression function for CIOT traffic needs to be realized in core network to allow CONNECTED-IDLE mode transition and mobility. 

>>>End of Changes<<<[image: image3.png]
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