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***** Start of change *****
4.8.2.1.6
WLAN Selection Policy

The WLAN Selection Policy (WLANSP) is a set of operator-defined rules that determine how the UE selects and reselects a WLAN access network. The UE may be provisioned with WLANSP rules from multiple PLMNs.

When the UE is not registered to any PLMN, the UE shall consider valid the WLANSP rules provided by the HPLMN.
Each WLANSP rule includes the following information:

-
Validity conditions, i.e. conditions indicating when the provided rule is valid. The validity conditions can include the time of day, geolocation, network location (e.g. PLMN, Location Area), etc.

-
One or more groups of WLAN selection criteria in priority order. Each group contains one or more criteria that should be fulfilled by a WLAN access network in order to be eligible for selection. Such criteria are based on the following and only the following WLAN attributes:

a)
Attributes defined in the HS2.0 Rel‑2 specification [75]:

-
PreferredRoamingPartnerList,

-
MinimumBackhaulThreshold,

-
MaximumBSSLoad,

-
RequiredProtoPortTuple.

-
A list of SSIDs as defined in the SPExclusionList.

b)
Additional attributes:

-
PreferredSSIDList: A prioritized list of SSIDs preferred for selection.

-
HomeNetwork: When the HomeNetwork is set in a group of selection criteria, it indicates that the group of selection criteria applies only to WLAN access networks that directly interwork with the home operator. When the HomeNetwork is not set or is not present in a group of seletion criteria, it indicates that the group of selection criteria applies to all WLAN access networks. The UE determines which WLAN access networks directly interwork with the home operator by discovering which WLAN access networks advertise the HPLMN identity or the home network realm or a service provider realm equivalent to the HPLMN. The home network realm is derived by the UE from IMSI as specified in TS 23.003 [16] (e.g. wlan.mnc015.mcc234.3gppnetwork.org).

NOTE:
If the HomeNetwork is set in a group of selection criteria then this group of selection criteria is not expected to include the PreferredRoamingPartnerList and the PreferredSSIDList.

For example, a WLANSP rule may include the following groups of selection criteria:

-
Group of selection criteria with priority 1:

-
PreferredRoamingPartnerList = Priority 1: partner1.com, Priority 2: partner2.com

-
MaximumBSSLoad = 60

 -
Group of selection criteria with priority 2:

-
PreferredSSIDList = Priority 1: myoperator1, Priority 2: myoperator2

-
MinimumBackhaulThreshold = 2Mbps in the downlink

A WLAN access network meets a group of selection criteria when it concurrently fulfills all the criteria in the group.

***** End of change *****
