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1. Overall Description:

In discussing how to secure the MCPTT architecture a number of questions have arisen within SA3. SA3 asks that SA6, CT1 and SA2 clarify the following questions to enable SA3 to successfully complete its security work. 
To SA2 and SA6:

SA3 asks SA6 and SA2 to please clarify the following question on the use of IMS within MCPTT:
Question 1. MCPTT UEs will be authenticated over SIP-1 which uses the Gm reference point. Authentication over the Gm reference point uses IMS authentication as defined in TS 33.203. This requires a Cx interface to an appropriate HSS. Thus Cx interface needs to be supported by the SIP Core. Can you confirm that the MCPTT SIP Core supports the Cx interface?

To SA6 and CT1:

SA3 asks SA6 and CT1 to please clarify the following question on the use of IMS within MCPTT:

Question 2. SA3 has failed to find a common interpretation for the use of the MCPTT-1 reference point within MCPTT based on the descriptions in TS 23.179. TS 23.179 states that:

"The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server for MCPTT application signalling for establishing a session in support of MCPTT, shall use the SIP-1 and SIP-2 reference points for transport and routing of signalling."

The following are two interpretations based on this text:

· The MCPTT SIP-1 and SIP-2 reference points are used to tunnel MCPTT-1 messages as another protocol encapsulated inside the SIP protocol. In this interpretation, IMS reference points are simply used to encapsulate MCPTT-1 messages between the MCPTT Server and the MCPTT UE, transported over SIP-1 and SIP-2. In this case only the SIP payload is used by the MCPTT application.
· The MCPTT SIP-1 and SIP-2 reference points are used to transport MCPTT-1 messages as SIP messages between the MCPTT Server and the MCPTT UE. In this interpretation, IMS reference points provide MCPTT-1 messages between the MCPTT Server and the MCPTT UE, transported over SIP-1 and SIP-2. In this case the entire SIP message is used by the MCPTT application.
These two interpretations are closely related to the assumed call flow (e.g. IMS, OMA PoC). Please clarify the correct interpretation for MCPTT. This will allow SA3 to make progress on specifying an appropriate security solution.
To SA6:

SA3 asks SA6 to please clarify the following:

Question 3. The procedure with TS 23.179 Section 10.5.2 contains a 'Notification of group metadata' message over the CSC-2 interface. It is stated that the CSC-2 interface uses the HTTP-1 reference point. Should group metadata change, how are 'Notification of group metadata' messages pushed to MCPTT UEs over this reference point, or is a different protocol used (e.g. SIP)? This will help SA3 define the mechanism for creating a group security context.
2. Actions:

To SA2, CT1 and SA6 group.

ACTION: 
SA3 kindly asks SA2 to answer Question 1, CT1 to answer Question 2 and SA6 to clarify all three of these questions on the MCPTT architecture.
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