SA WG2 Temporary Document

Page 3

SA WG2 Meeting #110
S2-152406
Dubrovnik, Croatia, 6-10 July 2015

Source:
Vodafone
Title:
Architectures for Effective IP Header Compression/Removal
Document for:
Discussion/Approval
Agenda Item:
6.12
Work Item / Release:
FS_AE_CIOT/Rel-13
Abstract of the contribution: Discusses different approaches to reducing the size of the IP header on the radio interface.
1. Background
Vodafone supports the development of a “light weight” architecture optimised for ultra low cost, (battery) energy constrained devices. 

Vodafone anticipates that the optimisations for lowering device cost would involve significant reduction in the NAS protocol stack, and, minimal inheritance of legacy software. While Vodafone would welcome the (start and) completion of this work in Release 13, there is significant risk that the stage 3 work for it cannot be achieved by March 2016. 
As a consequence, this document looks at interim steps for improving the energy efficiency of devices sending small data packets on an S1-based architecture (i.e. an architecture based on 3GPP TSs 23.401, 36.413 and 24.301). 

The techniques described in this document are not intended as the complete, long term solution for the CIoT system.
Once updated following GERAN’s latest ad hoc meeting (ending 2nd July 2015), TR 45.820 v1.4.0 will provide the current status of GERAN’s work on FS_IoT_LC (see http://www.3gpp.org/DynaReport/45820.htm).    
Other information can be found in documents submitted to the GERAN plenary and ordinary working group meetings at http://www.3gpp.org/ftp/tsg_geran/TSG_GERAN/?Itemid=596 (GERAN #66 Vilnius was the most recent meeting) and in the documents submitted to GERAN ad hoc meetings on CIoT at http://www.3gpp.org/ftp/tsg_geran/TSG_GERAN/AD-HOCs/Ad-hoc_GERAN1-GERAN2_CIoT/
2
Lack of IP Header Compression

Earlier discussion documents submitted to GERAN WG 2 have indicated that the efficiency of the S1 based architecture can improve significantly if IP Header Compression becomes effective.
However, the RoHC IP header compression status is lost when S1’s RRC connection is released. Hence for a data transaction of one uplink IP packet and one downlink IP packet, there is no compression of the IP headers when the device starts from RRC-idle.

Maintaining the device in a long lived RRC connection (spanning multiple reports from a sensor) would enable the RoHC to become effective, but, there is currently no Power Save Mode or extended DRX in RRC connected state that would enable >10 year battery life.

Subsequent sections of this document briefly look at techniques that might alleviate this issue.
3
Keep non-moving devices in RRC connected state

“UE history” style approaches could be used to determine which devices are sufficiently static to benefit from being kept in an ‘ultra long lived’ RRC connected state.

In this state, either very long (e.g. perhaps one hour) Connected mode-eDRX would be needed, or an RRC-level Power Save Mode would need to be created.

In addition, in either case, solutions would be needed for:

a) SMS message waiting flag setting and handling;

b) (MME initiated) re-authentication and subsequent change of radio interface ciphering key.

c) Access Class Barring and Extended Access Barring in RRC connected state.

This approach has the potential advantage of providing a solution that could greatly reduce “extended coverage paging” for devices that are not camped on the cell that is performing the extended coverage paging. 

4
Cacheing UE context in the last used eNB
At RRC release, the eNB (and UE) could cache the UE’s context including the RoHC context. Then, when the UE next establishes an RRC connection with the same eNB, modified signalling sequences could be used to improve the overall energy efficiency of the UE.
There are various system level aspects that need to be considered with such an approach:

a) what are the signalling flows for a mobile when it (in idle mode) leaves eNB-X; sends data on eNB-Y and later returns (in idle) to eNB-X? e.g. does the mobile signal to the eNB that it is still has the context for that eNB? Or does the MME ‘cancel’ the old eNB’s context when the mobile uses a different eNB?

b) What mechanism/signalling flows are used for the above case when inter-RAT (and inter-MME) mobility occurs?

c) How does the S-GW know what Downlink GTP-TEID to use? e.g. is it required to cache the original TEID? How is S-GW restart handled?

d) Are there security aspects with e.g. the eNB storing the keys for “all devices that ever used this eNB”?

e) (MME initiated) re-authentication and how to subsequently change the radio interface ciphering key.


f) How is the UE context identified in the eNB? From Idle, the UE accesses with the S-TMSI, but (e.g. for LTE-MTC) after handover into a new eNB the new eNB does not know the S-TMSI.

g) How does the eNB track S-TMSI reallocation? (e.g. the S-TMSI could be reallocated once every day and the device be performing daily reports.)

h) What are the impacts on S-TMSI reallocation rules in the MME? (e.g. how do you stop the S-TMSI being reallocated to a different mobile that later accesses an eNB with the previous user of the S-TMSI’s context still cached in that eNB.)

5
Small Data over NAS 
If NAS is used to transfer successive packets, the RoHC context could be stored in the MME and UE and reused. 
Some capability negotiation mechanism would be needed between UE and MME, probably occurring during the ESM activation of the default bearer.

The MME would need to support RoHC processing.

6
Non-IP Default Bearer/PDP context

If the system supports a default bearer that does not use IP, then the IP headers can be omitted and replaced with a more (battery) energy efficient link protocol between the PDN-GW and UE.
This requires that the APN that the HSS sends to the MME leads to the selection of a PDN-GW that is adapted to handle this data flow.

The UE could be pre-configured for use on such a Default Bearer, or, the PCO information element (and appropriate Session Management messages) could be used by the PDN-GW to negotiate the nature of the bearer with the UE.
This approach would avoid the relatively complex RoHC processing on the CIoT device.

Some other impacts are expected:

a) The S-GW needs to be able to handle non-IP GTP payloads

b) A new ‘bearer type’ would need to be signalled in GTP and recorded on the CDRs.

c) For LTE-MTC, existing eNBs would have to handle non-IP GTP payloads. (New RAN software for CIoT would also have to handle non-IP GTP payloads, but that software is “new”.)
7
Proposals

It is proposed that:
a) if not covered by other contributions to this meeting, each of the above sections 3 to 6 are (in this meeting) developed into brief “solution descriptions” as P-CRs for TR 23.720; or
b) if the concept is covered by other contributions to this meeting, the above aspects are incorporated into revised P-CRs associated with those documents.
and

c) The non-IP based default bearer concept is pursued in normative Release 13 work as it both simplifies the device, and, improves radio/device energy efficiency.
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