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	Reason for change:
	Take into account the conclusions of FS-SEW phase 1 as documented in TR 23.771 § 8.1, especially about location information transfer from UE to the IMS network 

	
	

	Summary of change:
	Indicate that the UE may provide multiple location information in its Gm signalling to the IMS and refer to 23.228
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* * * * 1st Change * * * *
J.4
Location handling

In its emergency session request the UE shall provide the BSSID of the WLAN AP on which it is camping and should also provide any other location information it may have, e.g. including the identifier of its most recent serving 3GPP cell together with an age indication.
If the operator policy requires network provided location using PCC-based solutions for the UE location, the P-CSCF retrieves location information from the access network (as defined in TS 23.203 [20]) and includes it in the emergency service request, as described in TS 23.228 [1]. When the PCC indicates that the UE location it provides is trustable, the location added by the P-CSCF is marked as being network provided to distinguish it from location information that the UE provided.  When the PCC indicates that the UE location it provides is not trustable, the location added by the P-CSCF is marked accordingly to distinguish it from trustable location information.
The E-CSCF may retrieve location information from LRF as described in clause 6.2.2.Operator policies in the P-CSCF and E-CSCF should be aligned to ensure that the E-CSCF doesn't attempt to retrieve location information from the LRF if network-provided location information is present in the initial emergency request. However, as described in clause 6.2.2, the E-CSCF may request the LRF to retrieve additional location information.
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