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Abstract of the contribution: Proposes mechanisms to ensure that the usage of small data transmissions does not exceed specific limits.
Introduction
This paper proposes how to ensure that the “infrequent small data” stays infrequent i.e. within predefined limits and does not potentially overload any CP resources in the radio network and the core network. The solution is intended to be used combination with other solution selected for small data transmissions. 

As a spin off, the solution can also be used to configure different subscription plans for CIoT devices based on limits for the number of small data transmissions or packets allowed per time unit (e.g. per hour, per day, or per week), limits for the data size or inter-arrival time, etc. This can be especially useful for wholesale of preconfigured CIoT subscriptions. For example, sensor devices that transmit one small data message per hour continuously or up to e.g. maximum 5 years. No post sale administration or billing needed and no risk that such devices load the network more than allowed. Excessive transmission are blocked at the source in the UE hence no waste of radio resources. It is assumed that the proposed admission function is subject to mobile terminal conformance testing to be effective in preventing excessive small data.
Proposal

It is proposed to capture the following procedure in TR 23.720. 
***** First Change *****
5.x
Key Issue x – Control of small data misuse
5.x.1
Description

This key issue aims to provide solution to control small data misuse. 
For CIoT in the scope of this key issue we need to identify how to control misuse of small data due to at least the following aspect:

-
misuse in relation to service level agreement 
***** End of Changes *****
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