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Abstract of the contribution: Proposes to clarify the way to select MTC-IWF for C-SGN in solution 4 in TR 23.720.
Discussion
When SDT-PDU is received, how does the C-SGN select the MTC-IWF is not clearly described in the solution 4. It is proposed that the C-SGN uses the IP address or FQDN of the MTC-IWF included in the subscription data to send data to appropriate MTC-IWF.

Since SCS/AS normally are network node located in IP network, it is also proposed to use IP address or FQDN as the receiver’s ID. Thus corresponding EN is removed.

Proposal

***************** Start of changes **********************

6.4.1.1.1.1
MO small data transmission
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Figure 6.4.1.1.1.1-1: MO non IP based small data transmission
1.
Based on the request of transferring an SDT-PDU from an application, idle mode CIoT UE initiates a RRC Connection Request for sending a small data packet. 

2.
The CIoT RAN sends RRC Connection Setup message back. 

The CIoT RAN and C-SGN can only establish signalling connection towards the UE.
3.
The UE encapsulates the SDT-PTU into a new NAS message with Protocol type set to "SDT".

The SDT-PDU includes header and payload data. Within the header, if not already done by the application, the UE fills the "SENDER" field with its MSISDN (if known) or External ID (if known) and places SCS/AS ID in the "RECEIVER" field. The sub address field may include the identity of the application. The UE performs any wanted security functions, i.e. integrity protection and/or encryption, if not already done by the application. The IP address or FQDN of ACS/AS could be used as RECEIVER ID.

4. 
The CIoT RAN forwards the NAS PDU to the C-SGN in the S1AP Initial UE message.
5.
The C-SGN decrypts the NAS message if necessary, obtains the SDT-PDU, and sends it over T5 interface using T5-AP protocol. If the SDT-PDU contains no sender ID, The C-SGN adds a sender ID. If the subscription doesn't require home-routing, the C-SGN determines the appropriate MTC-IWF from SDT receiver ID. If the subscription requires home-routing, the C-SGN determines the appropriate MTC-IWF from the UE's IMSI or sender ID, or the IP address or FQDN of the MTC-IWF configured in the subscription data.
6.
When the MTC-IWF receives the SDT-PDU on T5 interface, it determines the SCS/AS using the 'RECEIVER ID' field in the SDT-PDU header, and replaces IMSI (if indicated as sender ID) with MSISDN or External ID as 'SENDER ID'.

7.
The MTC-IWF forwards the SDT-PDU or SDU to the SCS/AS.

8.
The SCS/AS returns an appropriate response, i.e. a Tsp-AP-PDU-Ack to confirm the Tsp transfer of the SDT-PDU or the SDU, if an acknowledgment is requested.

9.
If an acknowledgement is requested, the MTC-IWF sends a T5-PDU-Ack to the C-SGN

10.
The C-SGN sends an NAS-PDU-Ack to the UE.

***************** End of changes **********************
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