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Abstract of the contribution: Closes open issues in solution 1 architecture
1. Discussion

This contribution closes open issues in solution 1-  Lightweight CN architecture for Narrowband CIoT. 

Open issue 1: It is FFS the ENB (eMTC) can connect to common CIoT CN with S1-Lite. It has dependency on the potential RAN clean slate RAT work and eMTC work.

The proposed solution is based on S1 and EPC. It is therefore possible eNB supporting e.g. eMTC to connect to C-SGN. The work planning arrangements in RAN should be considered in TSG RAN.

Proposal: Delete Editor’s Note.

Open issue 2: For cases where more than small data is required, how the data transfer will be supported and whether relocation to normal EPC is needed is FFS.

If the C-SGN does not support other than small data transfer is required it is going to be simplified. The dimensioning also of the platform will be different if it supports only small data. Given that in TR 45.820 it is defined that the need for the UE using other than small data (e.g. software download) will be rare it is proposed that in this case the UE can connect to normal MME and EPC following procedures described in clause 6.9 (solution 9).
Proposal: C-SGN supports only efficient small data transmission. In case the UE requires other than small data a relocation to normal MME/SGW should be triggered as described in clause 6.9.
Open issue 3: It is FFS if S5 interface is also needed for the non-roaming.

In a logical architecture S5 interface should be supported. If in certain deployments S5 is not needed C-SGN can be collocated with PGW.
Proposal: It is proposed to modify the non-roaming architecture figure and protocol stack to show S5 interface. Also add some text to indicate that C-SGN and PGW can be collocated depending on the deployment scenario.
Open issue 4: It is FFS whether GTP-U tunnel will be needed in case of S5/S8 or GTP-C only can be used to send the small data packets to PGW.

The decision on whether GTP-C or GTP-U is more appropriate to be used for small data transfer to be taken in CT4.
Proposal: Remove Editor’s Note and indicate that the decision on whether GTP-C or GTP-U is more efficient to be used can be taken in stage-3.
Open issue 5: Protocol stack for the non-roaming scenario (i.e. terminating SGi in C-SGN) needs to be provided also.

Protocol stack is added. 
Proposal: Protocol stack for non roaming scenario is added.
2. Proposal 
It is also proposed to perform the following changes in TR 23.720.
>>> Start Changes<<<
6
Solutions
6.1
Solution 1: Lightweight CN architecture for Narrowband CIoT 
6.1.1
Description

Editor's Note: Describe the solutions. First Sentence should list solution corresponds to which key issue #. Sub-clause(s) may be added to capture details, procedural flow etc. 

6.1.1.1
Introduction

NB CIoT RAT (see TR 45.820 [4]) and LTE eMTC (see TR 36.xxx [5]) include the following properties:
· Ultra low UE power consumption
· Large number of devices per cell
· Applied in narrowband spectrum 
· Increased coverage
Considering the typical use cases for CIoT devices, the CIoT system only supports reduced and necessary functionalities compared with the existing MME, SGW and PGW:

1.  Support for efficient small data procedures 

2.  Simplified NAS signalling

3.  USIM based security

4.  Authentication and Authorization;

5.  NAS signalling security

6.  Simplified mobility management

7.  Attach, TAU, Detach

8.  Tracking Area list management;

9.  UE Reachability in IDLE state (including paging)

10. Simplified Bearer management;

a. Only one bearer for IP (or non-IP) data (no need for DRB establishment)

11. Lawful Interception 

12. Paging for coverage enhancements

13. Charging and accounting

6.1.1.2
Architecture basic principles
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Figure: 6.1.1.2-1: CIOT architecture (non-roaming)
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Figure: 6.1.1.2-2: CIOT architecture (roaming)

As mentioned in clause 6.1.1.1 CIoT traffic patterns and UE properties have different characteristics than “normal” UEs. From CN perspective it is expected that they differ with other “normal” UEs in the following areas: 
·  For session management only the procedures required for infrequent small data procedures will be supported
·  From mobility management perspective it is expected that a large number of devices will not be ECM-CONNECTED state and less MM signalling will be performed due to low mobility/extended pTAU timer
Efficient small data procedures have been studied in rel.12 (see WID MTCe_SDDTE and TR 23.887 [6]) and as part of the study phase it was identified that a combined CP+UP CN node provides better performance due to the ability to re-use the security association that exists for NAS in CN and therefore not require S1 and OTA transactions every time a transmission has to be performed.
The dynamic PCC is not needed for clean slate RAT and the PCC rules applied to the default EPS bearer can be predefined in the PDN GW. Static PCC rules can be configured in C-SGN for non-roaming case.
C-SGN given it is largely based on S1 with optimisations, can be the CN node of use for UEs supporting the CIoT RAT or LTE eMTC. RAN (eNB or CIoT BS) allocates all CIoT UEs to dedicated CN when only connectionless IP small data are required to be supported. No dedicated bearers with different QoS, no connected-idle transition procedures, no connected mode mobility, and no CS procedures are supported by dedicated CN. 
Optionally (if allowed by the UE capability and required by the use case e.g. for software download) “normal” procedures can be supported by triggering relocation to a “normal” CN as described in clause 6.9.


6.1.1.3
Functional Description of new entities

6.1.1.3.1
C-SGN

C-SGN is a new logical entity and can be implemented to support only the necessary functionality required for CIoT use cases.

Namely support for: 

·  the necessary only part of MM procedures

·  efficient small data procedures

·  security procedures required only for efficient small data

·  if SMS support is needed, SMS on the PS domain using “GPRS like” procedures defined in clause 6.1.1.4.4 [13]

·  paging optimisations for coverage enhancements

· support for S5 interface for the non-roaming case

· 
· support for S8 interface for the roaming case

·  support attach procedures for “SMS only” i.e. attach only for sending and receiving SMS, without an additional bearer for IP (or non IP) data

·  support tunneling on SGi for non IP data



NOTE 1: If S5 interface is not deployed then C-SGN and PGW can be collocated. 

NOTE 2: Whether GTP-U tunnel will be needed in case of S5/S8 or GTP-C only can be used to send the small data packets to PGW. 

6.1.1.3.2
S1-lite
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Figure: 6.1.1.3.2-1: S1-lite protocol stack

S1-lite is an optimized version of S1. The protocol stack based on S1 with only necessary components for support of efficient small data. From S1-C only the necessary S1-AP messages and IEs supported for the related CIoT procedures and only the optimised security procedures supported. It may also be preferred to carry user plane data in S1-AP in order to support efficient small data handing. 

S1-U in the form defined in TS 23.401 [8] is not needed.

6.1.1.4
Protocol stack

The CIoT-RAN supports selecting C-SGN for CIoT UE. Both the CIoT-RAN and C-SGN support S1-lite interface to efficiently transmit the small data. 
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Figure 6.1.1.4-1: Protocol stack for CIoT small data transmission
NOTE: L1 and protocols indicated as “RAN” are in scope of TSG RAN.


6.1.2
Impacts on existing nodes and functionality
Editor's Note:
Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW etc.).

New UE procedures

MME: 

- 
if relocation to normal MME is required as defined in clause 6.9

No impacts are foreseen in other existing functional entities: SGW, HSS, PGW, SMS infrastructure.

6.1.3
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
The solution simplifies the existing EPC architecture in order to achieve: 

· Ultra low UE power consumption
· Large number of devices per cell
· Applied in narrowband spectrum 
· Increased coverage
It also allows certain modifications (e.g. native support of SMS in PS domain, attach without PDN connection, simplified NAS etc) applicable only to simplified UEs to be achieved without requiring procedures to maintain backwards compatibility with other UEs. 
This architecture can provide solution for key issue 1, and provide support for key issue 2, 4, 5, 6 and 7 that their solutions will be detailed on other sections of this TR.
>>> Next Change<<<
6.9
Solution 9: UE provided indication for selection of CIoT-EPC DCN or EPC DCN
6.9.1
Description
The high-level principle of the solution for selection of a CIoT-EPC DCN or other EPC DCN is shown in the figure below.
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Figure 6.9.1-1: Solution for Core network selection based on indication from UE

The high level principles are as follows:

-
Each device has a Default UE Usage type parameter programmed or configured into the device

-
Each device may store a DCN selection assistance parameter (per PLMN) in the device

Editor’s Note: It is FFS if the UE Usage type parameter and the DCN selection assistance parameter is in the USIM or in the device

-
The subscription of the UE in the HSS contains a “UE Usage Type” parameter (this is the “UE Usage Type” parameter for Rel-13 Decor feature).

-
When the UE has not previously attached to the network, it provides the default UE Usage Type parameter to the network. The network selects the appropriate dedicated core network (e.g. CIoT-EPC DCN or other EPC DCN) based on this parameter plus other parameters according to existing DÉCOR specification. A serving control node (e.g. MME) obtains the subscribed UE Usage Type parameter from the HSS. If the subscribed UE Usage Type is different from the UE provided UE Usage Type, the MME configuration and operator policies decides which parameter takes precedence. If the dedicated CN needs to be changed, the control node initiates a redirection procedure to the appropriate DCN.

Editor’s Note:
It is FFS how the UE Usage type parameter is sent to the network.

Editor’s Note:
It is FFS what information is sent to the network by the UE for the initial DCN selection, both the information sent in RRC/Radio layer protocol and the information sent in NAS.

-
The control node in the new DCN serves the UE and provides the UE with the DCN selection assistance parameter. The UE provides its stored DCN selection assistance parameter in RAN messaging to the RAN node any time the UE change to a tracking area outside the TAI list which may potentially result in a changed serving control node. The next time the UE attaches to the same network (i.e. same PLMN) it provides this network provided DCN selection assistance parameter to the network. When UE changes PLMN, it may provide both the Default UE Usage type (as NAS parameter) and the network provided DCN selection assistance parameter for that PLMN (as RRC parameter) to the network.

Editor’s Note:
The details and the format of the DCN selection assistance parameter is FFS.
6.9.2
CN selection

6.9.2.1
Alternative A: Using rel.12 DÉCOR procedures
6.9.2.1.1 
Initial Attach
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Figure 6.9.2.1.1-1: Initial Attach
At initial attach the RAN node (C-BS or eNB) select the preconfigured MME. The legacy MME following rel.12 DÉCOR procedures relocates all UEs with efficient small data capability and subscription (UE usage type=small data) to C-SGN. The C-SGN can only serve connectionless small data.

6.9.2.1.2
Relocation from DCN to normal CN and vice versa
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Figure 6.9.2.1.2-1: Relocation from CIOT DCN to normal CN
The UE that wants to be relocated to from C-SGN to normal MME e.g. in order to establish normal service requiring more that small data procedures it triggers a TAU with active flag or with new NAS indicator for this purpose.
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Figure 6.9.2.1.2-1: Relocation from CIOT DCN to normal CN

On the opposite side if a CIOT UE that is connected in normal MME sends TAU without active flag or new indicator, it will be relocated back to C-SGN.
NOTE:
A change may be needed in existing MME DÉCOR procedures since “NAS message redirection” procedure needs to be triggered by MME when UE sends TAU with active flag or new indicator.

6.9.2.2
Alternative B: Using UE indicator in RRC

DÉCOR was designed like it is now to cover legacy devices, and is transparent from UE. However in CIoT case, there is no need to cover legacy UEs. UEs can indicate support and actively request to enable the CIoT architecture.
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Figure 6.9.2.1-1: Initial Attach
In this alternative the UE that requests connection to C-SGN at RRC, RAN (C-BS or eNB) can connect to C-SGN if available. eNB may still connect to regular MME (S1) if CSGN not available. The UE is aware of whether it was connected to MME or C-SGN at NAS reply from CSGN.
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Figure 6.9.2.1-2: Relocation from C-SGN to normal MME
If UE needs to start normal traffic (MO):

· UE sends TAU with indication to connect to regular MME, RAN (C-BS or eNB) then identifies different type of CN and starts regular MME selection. 

· Same if UE wants to go from regular MME to C-SGN.

>>> End of Changes<<<
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