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Abstract of the contribution: This contribution analysis and proposes a solution to define how the UE can detect its location when connected to WLAN and how and when the UE can sent its location to the network. 
1. Discussion 

The TS 23.167 ES procedures shown in figure 1 defined that the location information is provided or retrieved as follow:
a.
via IP-CAN (step 2) 

b.
UE adds location information in SIP INVITE  if he knows (step 3)

c.
IMS Core gets from LRF (steps 4 to 6) 

d.
PSAP gets from LRF (steps 9 -11)  via GMLC/LCS or OMA SUPL/UPL

The UE can add its location, when know, at step 3, when send the SIP INVITE, if requested by OMA SUPL server in step 5 or 9.
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Figure 1: IMS ES procedure in TS 23.167.

1.2 Which is the information available to the UE and how the UE can detect its location?

· GPS

The UE can detect its location using the GPS if active. This alternative is not bind specifically to WLAN, but the WLAN are mainly deployed in indoor, so it is more probable that it does not provide location information.

· SSID/BSSID

These two parameters are always available to WLAN UE. 

Both are mandatory for TWAN ID and they are transferred via STa so they are available to AAA client in TWAN and it is assumed that via a method not in scope of 3GPP are make available to TWAG before that Create Session message will be sent to PDN GW, since none of these two parameters are transmitted in WLCP protocol. 

· Venue type with Passpoint R2 support

The Passpoint R2 certification mandates that:
· The AP supporting Passpoint R2 shall forward the Venue Name ANQP-element

· The UE supporting Passpoint R2 shall support the Venue Name ANQP-element

So the UE has information related to the Venue Name

· WLAN IEEE 802.11-2012 
The current IEEE 802.11-12 in clause 4.3.13.10 specifies for Location Services to capability to configure a collection of location related parameters for Location Track Notification frames. However this capability is currently not part of any WBA certification

· WLAN ANQP 802.11 (802.11REVmc/D3.0)
It helps device to discover location through the advertisement of venue information, via Management frames. An AP can use the Venue Group and Venue Type fields to indicate to the device what venue(s) are accessible via this AP.  This is currently under specification phase and not completed. 
1.3 UE provides location information in SIP INVITE

This information is provided as UPLI within SIP messages as defined in TS 23.228. The information available to the UE are listed in previous clause, so the UPLI can transport the following information :
· SSID

· BSSID

· If Passpoint R2 is supported by AP and UE, the Venue name

The BSSID and SSID will be always available, while the Venue Name may not be available, so the UPLI will contain the Venue Name as defined in [WFA Passpoint R2] if available, otherwise the BSSID.
[WFA Passpoint R2] WiFi Alliance Technical Committee, Hotspot 2.0 Technical Task Group: "Hotspot 2.0 (Release 2) Technical Specification"

1.4 UE provides location information to OMA server 
The LRF function in step 5 and 10 can use the OMA SUPL or UPL procedure  to ask directly to the UE its own location.  This procedure requires that the OMA Server can establish a connection to the UE, i.e. has to know the IP address. Since the UE is performing an IMS ES, he is connected and the IMS PDN connection is active, so the OMA server can reach the UE via the IP address used in IMS session. From that point of view there is changes required to the existing procedure.
The UE is connected to the WLAN, so it can provide, if know the location which can be geographical location, or BSSID or SSID and in addition of Passpoint support the Venue name. The OMA SUPL/UPL shall be modifie din order to transport this information according to the specific format. This extension is outside the scope of 3GPP and left to OMA.
1.5 UE provides location information in IKEv2 to ePDG

The ePDG is not able to know the SSID/BSSID/Venue name of the WLAN where the UE is connected. This information can be known by an AAA proxy, but the EAP-based access authentication is optional and so if not provided is not available, In addition the exchange requires an interface with 3GPP AAA proxy, which is current not defined. In order to solve this issue, The UE shall use IKEv2 signalling to provide its location information. It is FFS to either re-use existing APCO and 3GPP specific IKEv2 parameters, or introduce new PCO over IKEv2 to support generic transport of the NBIFOM parameters between the UE and PGW. Such decision may be made in stage 3.
The PCO pass through the ePDG generally is not read, so the usage of IKEv2 is preferable, However form the other hand, PCO is more future proof since does not requires a change of IKEv2. The UE in both case need to be changed, but the UE need however to be changed to support VoWifi features as profiled by GSMA.
2. Proposal

To add following text in the TR
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6
Solution
6.y
UE knows its location
This clause describes in the following how the UE can detect its location and which location information its can detects.

6.y.1 How the UE detects its location

The following methods are available to the UE to detects its location.
· GPS

The UE can detect its location using the GPS if active. This alternative is not bind specifically to WLAN, but the WLAN are mainly deployed in indoor, so it is more probable that it does not provide location information.

In this scenario the UE detects its geographical coordinate. 

· SSID/BSSID

This two parameters are always available to WLAN UE. 

· Venue type with Passpoint R2 support

The Passpoint R2 certification mandates that :

· The AP supporting Passpoint R2 shall forward the Venue Name ANQP-element

· The UE supporting Passpoint R2 shall support the Venue Name ANQP-element

So if UE and AP support Passpoint, the UE received information related to the Venue Name

· WLAN IEEE 802.11-2012 
The current IEEE 802.11-12 in clause 4.3.13.10 specifies for Location Services to capability to configure a collection of location related parameters for Location Track Notification frames. However this capability is currently not part of any WFA certification.

This option is not considered mature at this stage of 3GPP work.

· WLAN ANQP 802.11 (802.11REVmc/D3.0)
It helps device to discover location through the advertisement of venue information, via Management frames. An AP can use the Venue Group and Venue Type fields to indicate to the device what venue(s) are accessible via this AP.  This is currently under specification phase and not completed. 
This option is not considered mature at this stage of 3GPP work.

6.y.2 When UE can provide its location in IMS procedure.

This clause describes when the UE can provide directly its location information if known, based on  TS 23.167 ES procedures shown in figure 6.y.2. The location information provided by the UE is described in clause above.
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Figure 6.y.2: IMS ES procedure defined in TS 23.167.

6.y.2.1 UE provides location information in SIP INVITE.

The UE may provide its location in SIP INVITE message in step 3, if known, as UPLI as defined in TS 23.228. 

The UPLI will contain the Venue Name as defined in [WFA Passpoint] if available, otherwise the BSSID.

6.y.2.2 UE provides location information to OMA server.

The LRF function in step 5 and 10 can use the OMA SUPL or UPL procedure to ask directly to the UE its own location.  This procedure requires that the OMA Server can establish a connection to the UE, i.e. has to know the IP address. Since the UE is performing an IMS ES, he is connected and the IMS PDN connection is active, so the OMA server can reach the UE via the IP address used in IMS session. From that point of view there is changes required to the existing procedure. 
The UE is connected to the WLAN, so it can provide, if know the location which can be geographical location, or BSSID or SSID and in addition of Passpoint support the Venue name. The OMA SUPL/UPL shall be modifie din order to transport this information according to the specific format. This extension is outside the scope of 3GPP and left to OMA.
6.y.2.3 UE provides location information in IKEV2.

The ePDG is not able to know the SSID/BSSID/venue name of the WLAN where the UE is connected. This information can be known by an AAA proxy, but the EAP-based access authentication is optional and so if not provided is not available, In addition the exchange requires an interface with 3GPP AAA proxy, which is current not defined. The UE shall use IKEv2 signalling to provide its location information.
Editor’s note:
It is FFS to either re-use existing APCO and 3GPP specific IKEv2 parameters, or introduce new PCO over IKEv2 to support generic transport of the NBIFOM parameters between the UE and PGW. Such decision may be made in stage 3.

The PCO pass through the ePDG generally is not read, so the usage of IKEv2 is preferable, However form the other hand, PCO is more future proof since does not requires a change of IKEv2. The UE in both case need to be changed, but the UE need however to be changed to support VoWifi features as profiled by GSMA.
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