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Abstract of the contribution: Discussing  the different solutions in § 5.2
1. Discussion 

The characteristics of the issues that § 5 of 23.706 is trying to solve are: 

· “The number of the third party managed users may scale from a small number to huge number.
· Public User Id(s) for the third party managed user which may contain a part whose definition is left for a 3rd party (Corporate / Web service).This supports flexibility for the 3rd party to manage their services and users.
· A unique P/S-CSCF to support all the users from the same third party may not be feasible because of the huge number of users.”
This document proposes a first analysis (“evaluation”) of the various solutions in the TR § 5.2. 
Text in italics has been added by ALU after the drafting on Wednesday evening or to text not reviewed during that drafting
2. Proposal

To modify the TR as follows 
5.3
Evaluation
5.3.1
High level Description of the solutions
At high level the various solutions are:

1
Solution 1: “Single HSS subscription for an unbounded number of users”: 
a. introduction of a new data base called WUDB where the mapping from individual IMPU to S-CSCF is stored. 

b. There is one HSS record for a range-IMPU (the set of IMPU allocated to a 3rd party). The HSS record for a range-IMPU contains subscription data shared by all individual IMPU potentially identified by the range-IMPU. The range-IMPU is not meant to be registered. There is no record in HSS per individual IMPU.
c. Each individual IMPU is registered invividually
d. Routing in the network is per individual IMPU as different individual IMPU of the same range-IMPU may be spread onto different eP-CSCF / S-CSCF
e. There is a total flexibility in the mapping between individual IMPU and eP-CSCF / S-CSCF. For eP-CSCF allocation this can be supported by DNS load balancing e.g. related with an unique FQDN configured in the WWSF.
f. There is no need to enforce mappings between an external-Id and an IMPU as the user may keep the same IMPU even though it is served by different eP-CSCF / S-CSCF upon successive registrations –deregistration cycles.

3. 2
Solution 2: “wIMPU Single HSS subscription”. 

a. introduction of a new Data base called wIMPU registrar where the registration status of individual IMPU is stored. eP-CSCF write in the wIMPU registrar and I-CSCF look up the wIMPU registrar (e.g. to handle incoming sessions)

b. Uses the wildcarded Public User Identity (wIMPU) feature defined in 23.228 “as is” with respect to registration, call origination and call termination. Hence S-CSCF and HSS are not impacted.

c. A third party can be allocated one or more wIMPU ranges as needed but each wIMPU range corresponds to one P-CSCF and to one S-CSCF. There is thus a fixed relationship between an individual IMPU and eP-CSCF / S-CSCF. 
d. When the external  Id is used, the allocation of eP-CSCF works as for solution 1. In this case the IMPU is allocated by the selected eP-CSCF. This relies on the eP-CSCF to be configured with ranges of IMPU corresponding to a 3rd party. This external identity is used in the signalling towards the peers of the webRTC  user.
e. When the external Id option is not used, the WWSF has to ensure round-robin allocation of users to eP-CSCF. This allocation is done at subscription time (when the 3rd party user is created). The WWSF is provisioned with the IMPU ranges allocated with eP-CSCF. Whether 3rd party IMPUs are evenly allocated on the different eP-CSCF relies on the 3rd party algorithm to allocate IMPU
i. Each IMPU range is associated with an eP-CSCF in the HSS as in business trunking case
f.  As the IMPU is correlated with the eP-CSCF / S-CSCF serving the UE, the notion of translation between the IMPU and an external user (non-IMS) identity is introduced in order to guarantee both 

-
resiliency (possibility  for a given user to be served by different eP-CSCF / S-CSCF upon successive registrations –deregistration cycles) 

-
the possibility for an user to keep the same identifier upon successive registrations –deregistration cycles

4. Solution 3: “HSS supports IMS subscriptions corresponding to users managed by third parties: Using HSS templates:
a. The HSS uses a profile which is configured or provisioned for each class IMPU as a template. During the registration process (of an individual IMPU) the HSS creates a normal user profile for the requested IMPU (based on the template) and stores the related S-CSCF address. The HSS may control the number of IMPUs created out a certain template, if needed. During de-registration of an IMPU the related user profile may be deleted and becomes free for reuse.

b. Otherwise no other change to the architecture ; This solution could be said to correspond to an internal implementation within the HSS
c. There is a total flexibility in the mapping between individual IMPU and eP-CSCF / S-CSCF

d. All procedures requiring an individual record per User in the HSS may be reused. Whether they are really needed is questionable: for example SRVCC or T-ADS are not meant for WebRTC UE for users of a third party  (WIC running above a browser)
5. Solution 4 : is a variant of solution 1 so both solutions are described together
6. Solution 5  is a variant of solution 3 so both solutions are described together
Whether any solution supports procedures relying on the communication from HSS to the serving node (MME, AAA server,…) i.e. procedures relying on the knowledge of the IMSI is FFS.
All the solutions should describe how they support resiliency ( how is it possible for a given user to be served by different eP-CSCF / S-CSCF upon successive registrations –deregistration cycles)
5.3.1
Evaluation criteria
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