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Abstract of the contribution: This document proposes a new solution for scenario A in HLcom TR. First, we provide analysis of existing solutions and then introduce the new solution.
Discussion

1. Existing solution analysis
TR 23.709 has three potential solutions for scenario A. Solution 2 is a Serving GW buffers a downlink packet and sends it to a UE when the UE is activated. Solution 3, on the other hand, is that the SCS/AS waits to send a downlink packet until the SCEF notify the UE reachability event defined by the MONTE work item (Solution 1 may be similar to Solution 3, however, we exclude it since it is not yet well defined.). More details are below:
· Solution 2 (see also Fig. 1):  The SCS/AS sends a downlink packet and a Serving GW buffers it. When a UE is activated, the Serving GW detects the service request procedure (eDRX case) or TAU procedure (PSM case) then sends the downlink packet to the UE. If the Serving GW relocation procedure is applied, a data forwarding process is needed. From an application point of view, the SCS/AS is able to send downlink packets at any time regardless of the UE state.

· Solution 3 (see Fig. 2):  The SCS/AS buffers a downlink packet and subscribes to the UE reachability event provided by the SCEF. When a UE initiates an attach procedure, the SCEF detects the change in the UE reachability state and provides the event to its subscribers (i.e., SCS/AS). Finally the SCS/AS sends the downlink packet to the UE. From an application point of view, the SCS/AS needs to determine whether to send the downlink packet depending on the SCEF UE reachability event. In addition, usage of the event is up to the SCS/AS provider.
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Fig. 1 Solution 2 in TR 23.709                    Fig. 2 Solution 3 in TR 23.709
Observation1  The common key functions on current solutions are buffering downlink packets and providing UE states. In other words, to consider the solution for scenario A from an architectural point of view, we need to answer the following questions “Who has the buffering function?” and “Who provides the UE state event to the buffering function?”. 
Observation2  In addition to the impact on existing nodes and functionality, we need to consider the following questions: “Can the SCS/AS send a downlink packet regardless of the UE state?” “Can operators control the downlink packet?”
In Solution 2, the Serving GW has a buffering function and an UE provides its own state to the Serving GW. On the other hand, in Solution 3, the SCS/AS has the buffering function and the SCEF provides the UE state event to the SCS/AS (See Fig. 3).
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Fig. 3  Function mapping of Solutions 2 and 3
2. Solution Proposal

We introduce another solution in this section by allocating the two functions mentioned above to existing and new nodes.
Question 1: who provides the UE state event to the buffering function?

As described in Solution 3, MONTE (and AESE) defines the solution that provides the UE reachability state event to 3rd parties, so it is also useful for HLcom to avoid overlapping. However, which MONTE solution is adequate is out of the scope of this study item. It is proposed that we just use the MONTE solution.
· Consideration 1: The SCEF provides the UE state event to the buffering function using the solution defined in the MONTE work.
Question 2: who has the buffering function?

If the SCS/AS buffers a downlink packet, like in Solution 3, and the SCS/AS is provided by a 3rd party, an operator cannot control the downlink packet. It is more preferable that another network node, which is controlled by the operator, buffers the downlink packet. On the other hand, if a Serving GW buffers a downlink packet, like in Solution 2, the operator can control the packet. However, the buffering function has new features, such as long-term packet buffering, so introducing a new node is preferable to reducing impact for existing nodes/functionalities (e.g., storage limitation or processing load). The new buffering node acts as a Push server [1], which we call the push server function (PSF). The PSF is in trust domain.
· Consideration 2: A new network node, push server function, implements the buffering function.
From above two considerations, we have two alternatives as shown in Figure 4.
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Fig. 4  Two alternatives based on considerations 1 and 2
· In Alternative 1, the SCS/AS sends a downlink packet to the PSF, and the SCEF is only used to notify the UE reachability event to the PSF. On the other hand, the PSF has a new interface to talk to 3rd parties.
· In Alternative 2, the SCS/AS sends a downlink packet to the SCEF then the packet is routed to the PSF. The SCEF is used both to notify the UE reachability event to the PSF and to route the packet from the SCS/AS to the PSF.
Figure 5 summarizes the pros and cons of two alternatives.
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Fig. 5  Summary of pros and cons of two alternatives
To reduce traffic load on the SCEF, we conclude Alternative 1 is more preferable than Alternative 2 even if it needs a new interface for the SCS/AS in addition to SCEF’s APIs.
Consideration 3: It is proposed that to add Alternative 1 in Figure 4 as a new solution for HLcom.
3. Relationship between Push Server Function and IETF Web push
The WebPush working group in IETF has started activities to standardize the so-called Push framework, which involves sending event notifications from servers to terminals (see Figure 6). Since it has similar functions to sending a downlink packet to a UE, it is possible to reuse the framework for the HLcom solution. To avoiding overlap, re-using is preferable. Note that the standardization of WebPush is in the initial stage, so we need for further study after IETF work progresses.

[image: image6.png]AS

Push Server





Fig.6 IETF Push architecture (as of Jan. 2015)
Observation 3: It is possible to re-use the push framework defined in IETF for the HLcom solution.
Finally we propose a new solution as follows.

Proposal

The addition to the following text to TR 23.709 is proposed. All texts are new.
#### Begin of 1st change ####

5.X
Solution X: Using Push Server Function

5.X.1
Description
This solution is an optimization for Scenario A (clause 4.1).
This solution attempts to optimize downlink packet delivery by using the MONTE solution defined in TR 23.789 as well as introducing a new network node called push server function (PSF). Figure 5.X.1-1 shows the high-level architecture of the solution.
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Figure 5.X.1-1: High-level architecture
In this solution, UE registration for the PSF is first done before delivering a downlink packet. The PSF maintains the UE information including its IP address and allocates specific address information for each UE, which is used to receive downlink packets from the SCS/AS on the Pa interface. The PSF returns the address information to the UE then the UE notifies the SCS/AS of the information.
As shown in Figure 5.X.1-1, the PSF is covered by the trust domain. It means that the PSF and related interfaces, which lie in the trust domain, are provided by one operator or its trusted business partner.
The notification mechanism of the UE reachability event is reused the solution defined by MONTE TR 23.789. The PSF subscribes to the event. The SCS/AS sends a downlink packet to the PSF, and the PSF sends it to the UE when the PSF receives the UE reachability event. 
The signal on Pa interface, between the SCS/AS and the PSF, is application specific (e.g., RESTful APIs, SOAP based APIs, or proprietary APIs) and out of scope of this specification.
The relationship between the PSF and WebPush framework[1] defined in IETF should be taken into account after IETF work progresses.
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Figure 5.X.1-2: Information flow
1.
The UE registers to the PSF. The PSF assigns its specific address (e.g., RESTful interface) to the UE and returns it.

2.
The UE sends information about the registration to the SCS/AS.

3.
The PSF sends a monitoring request to the SCEF and subscribes to the UE reachability monitoring event. It reuses the MONTE solution defined in TR 23.789. 

4.
The SCS/AS sends a downlink packet to the PSF. 

5.
The PSF buffers the downlink packet.

6.
The SCEF sends a monitoring event report to the PSF when the UE state is changed.

7.
The PSF sends the downlink packet to the UE based on the event report.

8.
Bi-directional data communication is possible.
5.X.2
Impact on existing nodes and functionality
The SCS/AS needs to implement the PSF usage capability. Another impact on existing nodes and functionality depends on the MONTE conclusion.
5.X.3
Evaluation
Benefits:

-
Existing nodes do not need to buffer downlink packets.

-
An operator is able to control downlink packet delivery if the PSF is provided by the operator.

-
The SCS/AS can simply send downlink packets regardless of the UE state.

Drawbacks:

-
A new network node (PSF) and related interfaces are needed.

-
Additional signalling related to the PSF is needed.

#### End of 1st change ####
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