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Start of changes

5.3.6.4
SGSN control of overload

The SGSN contains mechanisms for avoiding and handling overload situations. In an overload situation the SGSN can request the RNC to reduce any kind of signalling traffic as specified in TS 25.413 [56b].

In addition, the SGSN can request the BSC/RNC to restrict the load from subcategories of MSs that its connected BSCs/RNCs are generating on it. These subcategories include MSs that reselect from other PLMNs (PLMN type) and all MSs using low access priority for the radio access. PLMN type Extended Access Barring can for example be used to protect a VPLMN from an overload caused by the failure of one (or more) other networks in that country and accesses made from roaming subscribers.

A BSC/RNC supports rejecting of RR(C) connection establishments for certain subcategories of MSs. When rejecting an RR(C) connection request for overload reasons the BSC/RNC indicates to the MSs an appropriate timer value that limits further RR(C) connection requests.

If the network is operating in Network Mode of Operation II, then (because at a common LA/RA boundary Location Area Updates are initiated before Routeing Area updates) MSs will often initiate signalling connections towards the SGSN while in RRC connected state. If the SGSN has indicated an overload situation to the RNC, then the RNC can use the Signalling Connection Release message to avoid establishing the signalling connection with the SGSN.

Additionally, a BSC provides support for the barring of subcategories of MSs configured for Extended Access Barring, as described in TS 22.011 [112]. These mechanisms are further specified in TS 48.016 [20] and TS 25.413 [56b].

NOTE:
For this release of the specification, Extended Access Barring is only supported for GERAN.

A BSC may initiate Extended Access Barring when:

-
all the SGSNs connected to this BSC request to restrict the load for MSs that access the network with low access priority and all the MSCs connected to this BSC request to restrict the load ; or

-
initiated by O&M.

NOTE: The A interface does not provide the capability to restrict the load only for MSs that access the network with low access priority.

If a SGSN requests a BSC to restrict the load for a subcategory of MSs, the SGSN should select all the BSCs with which the SGSN has Gb interface connections (so that Extended Access Barring can be triggered if all SGSNs within a pool area are experiencing the same overload situation). Alternatively, the selected BSCs may be limited to a subset of the BSCs with which the SGSN has Gb interface connections (e.g. particular location area or where MSs of the targeted type are registered).

Subsequent initial access attempts by a previously barred MS through Extended Access Barring shall be randomized.

In addition, to protect the network from overload the SGSN has the option of rejecting NAS request messages which include the low access priority indicator before rejecting NAS request messages without the low access priority indicator (see clause 5.3.6.2 for more information).
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