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Discussion
1
Background

In addition to solution1, which is submitted in the last SA2 meeting, there is another alternative architecture (solution2) for consideration for the case where WebRTC enterprise users access IMS. In this document, these two architectures are analysed in different scenarios and are compared from different aspects. Solution 1 is described in section 6.2.1 of 3GPP TS 23.706. Solution 2 was included in the Release 12 study in 3GPP TR 23.701, in section 5.5.1 (although the architecture is updated below to include the split of the WAF and WWSF).
Solution 1:
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Figure 6.3.1: Solution architecture and reference model 1

Solution 2:
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Figure 6.3.2: Solution architecture and reference model 2

2
Architecture analysis in different scenarios

In this section we illustrate the deployment of the two architectures in different scenarios, and based on this information, detailed evaluations are given in section 3.
2.1
Third-party PBX Scenario

When the communication services are provided by the 3rd party, solution 1 can be deployed as illustrated in figure2.1-1.
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Figure 2.1-1: Solution 1 for PBX
When the communication services are provided by the 3rd party, solution 2 can be deployed as illustrated in figure2.1-2.
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Figure 2.1-2: Solution 1 for PBX

The IBCF in both of the above architectures is included to accommodate the peering model for corporate network access to IMS. 
2.2
Individual IMS subscriber Scenario

When an IMS subscriber accessing IMS via WebRTC client, solution 1 can be deployed as illustrated in figure2.2-1; The WWSF and WAF can either location in the third party domain or in the operator domain.
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Figure 2.2-1: Solution 1 for Individual IMS subscriber
When an IMS subscriber accessing IMS via WebRTC client, solution 2 can be deployed as illustrated in figure2.2-2, The WWSF and WAF can either location in the third party domain or in the operator domain.
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Figure 2.2-2: Solution 2 for Individual IMS subscriber
2
Solution evaluation

In this sub clause, we evaluate the two architectures from the following different aspects.

1. Impact to existing IMS entities/interfaces to add WebRTC capabilities
Solution 1: 

· While introducing the new signalling interworking function WTPF to the network, the existing IMS core network entities need to be enhanced, i.e. P-CSCF and IMS-AGW need to be enhanced to support the WebRTC specific media features, e.g. SRTP, data channel, ICE;

· In order to implement the QOS control towards the UE, the WTPF needs to notify the P-CSCF of the original IP address of the UE and the original SDP information received from UE, by enhancing the interface between WTPF and P-CSCF; and

· It is difficult for this architecture to support the NNI scenario (peering model for business trunking), when the WTPF is directly connected to the IBCF of the terminating side network. In order to communicate with the originating PBX WebRTC user, the IBCF and the TrGW connecting to the IBCF need to be enhanced to support WebRTC specific media features.

Solution 2: 

· Via the signalling plane interworking (WS-IWF) and media plane interworking (WM-IWF), either individual WebRTC users or PBX WebRTC users can access the IMS core network, with little impact to the existing IMS core entities, including P-CSCF and IMS-AGW. 

· The only change to the IMS existing entities is that P-CSCF need not initiate Rx session when WebRTC user accesses. The P-CSCF can decided not to initiate an Rx session based on IP address or based on receiving signalling from the WS-IWF, therefore the only impact to the existing IMS core entities is some local configuration on the P-CSCF or enhancement on the interface between WS-IWF and P-CSCF.

· It is easier for this architecture to support the NNI scenario with no changes to the existing IBCF and the related TrGW.

2. Communicating internally between the WebRTC Clients and the non WebRTC equipments in the PBX scenario
Solution 1:

· In the PBX scenario, the WebRTC clients and the non-WebRTC-based user equipment cannot communicate in the enterprise internally, because there is no WebRTC media interworking function in the enterprise domain to handle media internal to the enterprise network.

Solution 2:

· The WS-IWF and the WM-IWF are located in the enterprise domain, so the enterprise itself can implement communication between the WebRTC clients and the non-WebRTC-based equipment that are internal to the enterprise network.

3
Conclusion

In summary, from the analysis above, solution 2 is considered to be a more flexible architecture, accommodating both individual subscriber and enterprise network scenarios whilst mitigating impact to the existing IMS network entities. 
It is recommended that the solution described in S2-143235 is included in the TR 23.706 as an alternative architecture which can not only address the enterprise case but is also highly suitable for the individual subscription case.
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