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Abstract of the contribution: This contribution discusses the PCC impact of transferring Routing Rule via Gx. 
1. Discussion
1.1 Routing Rule Definition
Routing Rule is transferred between the UE and the network to negotiate and decide the routing access for an IP flow. The format and content of Routing Rule may be different when it is transferred via different interfaces. The following basic parameters should be included in a Routing Rule:
· IP flow description: describing the IP flows which can match this Routing Rule.
· Routing Access Type: describing the access network where the IP flows can be routed.

· Routing Rule Priority.
· Negotiation Indication.

There are two alternatives to transfer Routing Rule via Gx interface:
Alternative 1) Add SDF/packet filter specific Routing Access Type

In this alternative, Routing Rule is part of the PCC rule when sent from the PCRF to the PGW. SDF specific Routing Access Type and Negotiation Indication is added in Service data flow template to indicate which access network is used to route the IP flow. Correspondingly, when sent from the PGW to the PCRF, packet filter specific Routing Access Type and Negotiation Indication is added. An example operation is described below:
· If the PCRF needs to 
· 
Establish an IP flow in 3GPP: the PCRF sends the extended PCC rule in the Charging-Rule-Install which indicates the corresponding PCC rule to the SDF template should be installed in 3GPP.
· 
Delete an IP flow in 3GPP: the PCRF sends the updated PCC rule in the Charging-Rule-Remove which indicates the corresponding PCC rule should be removed. 

· 
Move an IP flow from 3GPP to WLAN: the PCRF sends the updated PCC rule in the Charging-Rule-Install, modifying the Routing Access Type from 3GPP to WLAN.

When the PGW receives the PCC rule, it performs bearer binding in 3GPP according to PCC rules for 3GPP and performs bearer binding in WLAN according to PCC rules for WLAN. TFT generation is based on the current mechanism and will not be impacted. The PGW should generate Routing Rule according to the extended SDF template it received from the PCRF. The PGW shall include the same content as the corresponding SDF filters in the SDF template received over the Gx interface.
· If the UE/PGW needs to

· 
Establish an IP flow in 3GPP: the PGW describes the IP flow description using the Packet-Filter-Information, set the Packet-Filter-Operation as “ADDITION”, and set the RAT-Type as “3GPP”. 
· 
Delete an IP flow in 3GPP: the PGW describes the IP flow description using the Packet-Filter-Information, set the Packet-Filter-Operation as “DELETION”, and set the RAT-Type as “3GPP”. 
· 
Move an IP flow from 3GPP to WLAN: the PGW describes the IP flow description using the Packet-Filter-Information, set the Packet-Filter-Operation as “ADDITION”, and modify the Routing Access Type from 3GPP to WLAN.

In the direction from the PGW to the PCRF, the Packet-Filter-Information, the Packet-Filter-Operation, and the RAT-Type can be used to express the Routing Rule. In order to install Routing Rules for both 3GPP and WLAN at the same time, the Gx signalling should be extended to include Packet-Filter information for both sides at the same time.
Alternative 2) Reuse the IP flow mobility routing rule in the Gx signallings as described in IFOM.

In this alternative, the current PCC rule is not impacted. The PCRF generates Routing Rule and sends it together with the PCC rule to the PGW. An example operation is described below:

· If the PCRF needs to 

· 
Establish an IP flow in 3GPP: the PCRF sends the Routing Rule including the IP flow description to the PGW. The PCRF also sends the PCC rule which indicates the corresponding SDF template should be installed to the PGW.
· 
Delete an IP flow in 3GPP: the PCRF sends the Routing Rules which indicates that this Routing Rule is deleted to the PGW. The PCRF also sends the PCC rule to the PGW, indicating the corresponding PCC rule to the SDF template should be removed.
· 
Move an IP flow from 3GPP to WLAN: the PCRF sends the updated Routing Rule to the PGW, modifying the Routing Access Type from 3GPP to WLAN. If the corresponding PCC rule needs to be modified, the PCRF also sends the updated PCC rule to the PGW. 

When the PGW receives the PCC rule, it performs bearer binding in 3GPP according to the Routing Rules for 3GPP and the corresponding PCC rules. Similarly, the PGW performs bearer binding in WLAN according to the Routing Rules for WLAN and the corresponding PCC rules. The PGW forwards the Routing Rules to the SGW via S5/S8.

· If the UE/PGW needs to

· 
Establish an IP flow in 3GPP: the PGW sends the Routing Rule in Routing-Rule-Install to the PCRF. Meanwhile, the PGW describes the IP flow description using the Packet-Filter-Information, set the Packet-Filter-Operation as “ADDITION”. 
· 
Delete an IP flow in 3GPP: the PGW sends the Routing Rule in Routing-Rule-Remove to the PCRF. Meanwhile, the PGW describes the IP flow description using the Packet-Filter-Information, set the Packet-Filter-Operation as “DELETION”. 
· 
Move an IP flow from 3GPP to WLAN: the PGW sends the Routing Rule in Routing-Rule-Install to the PCRF and modify the Routing-Access-Type from 3GPP to WLAN. Meanwhile, the PGW may need to report the RAT-type change for this IP flow using Packet-Filter-Information and RAT-Type.

In the direction from the PGW to the PCRF, it seems that the Routing-Rule-Install and Routing-Rule-Remove contains duplicated information as described by the Packet-Filter-Information, the Packet-Filter-Operation, and the RAT-Type.
2. Proposal

It is proposed that the IP flow mobility routing rule in the Gx signallings defined in IFOM is not applicable for NBIFOM. 

It is proposed to add SDF specific Routing Access Type and Negotiation Indication in the SDF template when transferred from the PCRF to the PGW.
It is proposed to add packet filter specific Routing Access Type when the transferred from the PGW to the PCRF.
The following revisions are made on the basis of the merged proposal S2-143016.
**** First Change ****
7.3.x.1.3        Routing rules considerations 
A routing rule consists of a filter, an access type and a priority. A filter consists of IP header parameter values/ranges used to identify one or more IP flows. For the purpose of matching user traffic against routing rules, the filters are applied in the order of their priority.


It is assumed that between UE and the P-GW there is always a default routing access type via which packets not matching any specific routing filter are routed. The network provides a relative priority with each routing access type, where the routing access type with the highest priority is the default route. The network may update the priority of a routing access type during IP flow mobility procedures.
An example of a typical routing rule with routing filters is shown in Table 7.3.x.1.3-1.
Table 7.3.x.1.3-1: Routing rules

	Routing Rule Name
	Routing Access Type
	Routing Access Type Priority
	FID
	FID

Priority
	Routing Filter 

	Rule Name 1
	3GPP
	x
	FID1
	a
	Description of IP flows…

	Rule Name 2
	3GPP
	x
	FID2
	b
	Description of IP flows…

	Rule Name 3
	TWAN
	y
	FID3
	c
	Description of IP flows…


Editor’s note: This table above shows only a conceptual representation of the routing rule which needs further clarification for NBIFOM. The relationship of the routing rule w.r.t. PCC rules, the impacts to Gx and the routing filter format is FFS.
**** Second Change ****


**** Third Change ****
7.3.x.2.2        UE 
UE is enhanced to indicate to the PDN GW in the PCO that the UE supports NBIFOM and to receive indication in the PCO from the PDN GW that the PDN GW supports NBIFOM.

UE is enhanced to provide an establishment cause for the PDN establishment indicating NBIFOM when an access is added for a PDN connection.

UE is enhanced to send routing rules in NAS to be sent to the core network.
UE is enhanced to send routing rules in S2a signalling (i.e. via EAP during the initial attach in case of SCM, or via WLCP signalling in case of MCM) from the UE to the TWAG. 

The UE is enhanced to receive routing rules in 3GPP NAS over 3GPP access or via WLCP signalling over TWAN.
The UE is enhanced to route the IP flow(s) as defined by the Routing Rules.

Editor’s note: More study is needed to determine which NAS procedure is impacted.

Editor’s note: It is FFS on how to indicate the NBIFOM capability, e.g. 
--
to indicate “Multi-access” during the addition of one access to a PDN connection.

Editor’s note: It is FFS on how to support the routing rule transport in SCM.  The alternative is either transporting it over 3GPP access or over the extended EAP protocols.  If extending EAP protocols, the enhancements of UE for the Network-initiated support for SCM are as follows:

-
to receive routing rules from the 3GPP AAA Server via the TWAN or via the 3GPP access.

-
to sends the accepted routing rules to the 3GPP AAA Server via TWAN or the 3GPP access.
**** Fourth Change ****
7.3.x.2.6        P-GW 
The PDN GW is modified to support:
· the negotiation in PCO for the support of NBIFOM when the UE requests new PDN connectivity in case of MCM, and during the initial S2a attach in case of SCM. 
· to support multi-access PDN connection.
Editor’s note: Need to define “Multi-access PDN connection”. 

· to route the IP flow(s) as defined by the Routing Rules.
· to send and receive routing rule updates over S5/S8 and S2a.
· To receive an indication from the MME, SGW,SGSN or TWAG of whether they support NBIFOM or not

· the ability, upon discovery that the serving MME or SGSN do not support NBIFOM, to indicate to the UE that NBIFOM is not supported
Editor’s note: it is FFS how the PDN GW discovers at an inter-MME or inter-SGSN mobility whether the new serving node supports NBIFOM
-
to send NBIFOM related indication to PCRF during IP-CAN Session Modification procedure.
-
to receive Routing Rules from PCRF and send to Serving GW/TWAN via GTP message.
**** Fifth Change ****
7.3.x.2.8        PCC Enhancement
The PCC is enhanced with followings:
-
multiple IP-CAN types simultaneously associated with the same Gx session and IP address for both TWAN and 3GPP access;
-
The IP flow mobility routing rule defined for IFOM in Gx signallings is not applicable for NBIFOM.
-
When PCC rule is transferred from the PCRF to the PGW, SDF specific Routing Access Type and Negotiation Indication are added in the SDF template.

Editor’s Note: Negotiation Indication is discussed in another contribution S2-143222 and should be added if the contribution is approved. This Editor’s Note shall be deleted if this document is approved.
-
When packet filter is transferred from the PGW to the PCRF, packet filter specific Routing Access Type is added.

-
for network-initiated NBIFOM, the PCRF determines the desired access network where the IP flow shall be routed and install / modify PCC rules appropriately to indicate the Routing Access Type to the PDN GW; 

· for UE-initiated NBIFOM, the PCRF receives update from PDN GW about the current Routing Access Type for each IP flows for the new and updated routing rules via Gx signaling for the GTP-based S5/S8;
· The PCRF determines loss of RAT based on removal event trigger and acts according to policy to migrate flows;


**** Sixth Change ****
7.3.x.3.3.2.2 
Multi-connection Mode 
In the following signalling flow, the PDN GW moves one or more IP flow(s) from TWAN access to 3GPP access by updating the routing rules via GTPv2 and NAS procedures. The routing rule is sent via 3GPP access in this case.
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Figure 7.3.X.3.3.2.2-1 Network-initiated IP flow mobility within a PDN connection via 3GPP access using GTP

1.
The UE is connected simultaneously to 3GPP and TWAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF provides some Routing Rule to the PDN GW during IP-CAN modification procedure.

3.
The PDN GW decides to move one or more IP flows from 3GPP to TWAN based on the received Routing Rule. The PDN GW sends the Routing Rules within Create/ Update/Delete Bearer Request to the MME via the Serving GW.

4.
The dedicated bearer activation or bearer modification or dedicated bearer deactivation procedure between the MME and the UE is performed as described in TS 23.401. The UE may decide to accept or reject the Routing Rules. The UE applies the accepted routing rules and acknowledges the applied rules in the message sent to the MME. 
5.
The MME sends Create/Update/Delete Bearer Response to the PDN GW via the Serving GW.
6.  The PDN GW indicates to the PCRF whether the Routing Rule could be enforced or not. This corresponds to the completion of the PCEF-initiated IP‑CAN session modification procedure as defined in TS 23.203 [7], proceeding after the completion of IP‑CAN bearer signalling.
7.
Appropriate TWAN resource release/modification procedures are executed for the resources associated with the flows that were removed in the TWAN access as described in TS 23.402 [2].
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
**** Seventh Change ****
7.3.x.3.3.3.2
Multi-connection mode 

In the following signalling flow, the PDN GW moves one or more IP flow(s) from 3GPP access to TWAN access by updating the routing rules via GTP and WLCP procedures. The routing rule is sent via TWAN access in this case.
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Figure 7.3.X.3.3.3.2-1 Network-initiated IP flow mobility within a PDN connection over TWAN access using GTP

1.
The UE is connected simultaneously to 3GPP and TWAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF may provide Routing Rules to the PDN GW during IP-CAN modification procedure.

3.
The PDN GW decides to move one or more IP flows from 3GPP to TWAN based on the received Routing Policy. The PDN GW sends the Routing Rules within Create/Update/Delete Bearer Request to the TWAN.

4.
The TWAN sends a new WLCP NBIFOM Request message to the UE, including the Routing Rules.

5.
The UE may decide to accept or reject the Routing Rules. The UE applies the accepted routing rules and acknowledges the applied rules in a new WLCP NBIFOM Response message to the TWAN.

6.
The TWAN sends Create/Update/Delete Bearer Response to the PDN GW.
7.
The PDN GW indicates to the PCRF whether the Routing Rules could be enforced or not. This corresponds to the completion of the PCEF-initiated IP CAN session modification procedure as defined in TS 23.203 [7], proceeding after the completion of IP CAN bearer signalling.
8.
Appropriate 3GPP resource release/modification procedures are executed for the resources associated with the flows that were removed in the 3GPP access as described in TS 23.401 [8].
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
**** End of Change ****
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