SA WG2 Temporary Document

Page 2

SA WG2 Meeting #105
S2-143164
13 - 17 October 2014, Sapporo, Japan

Source:
Intel
Title:
SEES Normative Requirement Analysis
Document for:
Discussion 
Agenda Item:
7.8
Work Item / Release:
AESE / Rel-13
Abstract of the contribution: This paper analyse new normative stage-1 requirement for SEES and proposes way forward on how and where they should be handled
1.
Discussion
At SA1# meeting SEES normative requirements were agreed in TS 22.101 (CR0473R5) and TS 22.115 (CR0073R5) which were formally approved at SA#65 (SP-140501). 

This paper analyse new normative stage-1 requirement for SEES and proposes way forward on how and where they should be handled. 
	.Req #
	Service Requirement for service exposure with 3rd party
	Architecture Aspects
	Potential Impact to 3GPP interfaces
	Proposed Handling

	RQ01
	The operator shall be able to provide to a 3rd party service provider secure and chargeable access to the exposed services/capabilities i.e. to authenticate, authorize and charge the 3rd party entities.
	This requirement can be implemented by the existing standardised API frameworks e.g. the OMA API framework.
	SA3 may assess if there are any additional security impact  

SA5may access if there are any additional Charging impacts.
	SA3 (Security), 

SA5 (Charging)

	RQ02
	It shall be ensured that the 3GPP services/capabilities are not disclosed to unauthorised parties and that user privacy (avoid e.g. trackable and traceable identity information of the concerned UE) is maintained subject to user agreement, operator policy, service agreement between operator and 3rd party and regulation constraints.
	- This requirement can be implemented by the existing standardised API frameworks e.g. the OMA API framework implementing usage of temporary or anonymized UE identities.
	SA3 may assess privacy impact  
	SA3

	RQ03
	The network service/capability exposure should be generic enough to support different application needs. Exposed 3GPP services/capabilities may use functionalities from different network entities and different 3GPP interfaces
	Vary per service capability. For MONTE we already see this applying for e.g. Monitoring event may be reported via different 3GPP interfaces but service exposure would be generic/common via SCEF. 
	This is more like architectural principle and should be considered for MONTE, GROUPE and any new service exposure. 
	Already considered as part of AESE, MONTE & GROUPE. Requires no further handling.

	RQ04

RQ05
	The 3GPP Core Network shall support a 3rd party service provider request for background data transfer to UEs that are served by the 3rd party service provider, indicating: 

· the desired time window for the data transfer, 

· the volume of the data expected to be transferred in a geographic area TS 23.032 [56].

The 3GPP Core Network shall be able to inform the 3rd party service provider about: 

· one or more recommended time windows for the data transfer and 

· for each time window the maximum aggregated bitrate for the set of UEs in the geographical area indicated by the 3rd  party service provider.
	There are some aspects related to MONTE and GROUPE
	TBD
	New Key Issue under AESE

	RQ06
	The 3GPP Core Network shall enable a 3rd party service provider to provide information about predictable communication patterns of individual UEs or groups of UEs that are served by this 3rd party service provider. 

Such communication patterns may include:

· Time and traffic volume related patterns (e.g. repeating communication initiation intervals, desired ‘keep alive’ time of data sessions, average/maximum volume per data transmission, etc.).

· Location and Mobility related patterns (e.g. indication of stationary UEs, predictable trajectories of UEs, etc.).
	Requires information to be stored in 3GPP system (e.g. user subscription in HSS/HLR) and communicated to RAN/CN nodes for resource usage optimization.

CN assisted RAN parameter tuning was defined in Rel-12. It may be extended to cover usage optimization
	Sh, S1-MME
	New Key Issue under AESE. 
NOTE: We should first agree on the concrete communication pattern to limit the scope. 

	RQ07
	The 3GPP Core Network shall enable a 3rd party service provider to request setting up data sessions with specified QoS (e.g. low latency or jitter) and priority handling to a UE that is served by the 3rd party service provider.
	New PDN connection establishment with specified QoS
	Rx?
	New Key Issue under AESE

	RQ08
	The 3GPP Core Network shall enable a 3rd party service provider to request sending a broadcast message in a specified geographic area (as specified in TS 22.368 [52]) expecting to reach a group of devices that are served by the 3rd party service provider.
	Being discussed under GROUPE
	-
	GROUPE
(Covered by Key issue 5.1 in TR 23.769)

	RQ09
	The 3GPP Core Network shall be able to indicate to a 3rd party service provider when data transmissions have a risk of uncapability to provide expected throughput and/or QoS in a specific area (e.g. due to forecasted high traffic load in that area). Additionally, an estimate may be given when the high traffic load is expected to be mitigated.
	Requires network congestion level to be exposed to 3rd party service provider?
RAN congestion information is available at PCRF from RCAF via Np. 
Also UPCON added re-try interval and existing bandwidth limitation parameter in section 5.2.1 of TS 23.203
	Rx?
	TBD

	RQ10
	The 3GPP Core Network shall be able to provide the following information about a UE that is served by the 3rd party service provider:

· Indication of the of the roaming status (i.e. Roaming and No Roaming) and the serving network, when the UE starts/stops roaming,

· Loss of connectivity of the UE, 

· Change or loss of the association between the ME and the UICC,

· Communication failure events of the UE (e.g. for troubleshooting).

· Reporting when the UE moves in/out of a geographic area that is indicated by the 3rd party,

· Reporting when the UE changes Routing Area / Tracking Area / Location Area / Cell.

NOTE:  The area indicated by a 3rd party service provider can be mapped to the area used in the 3GPP network, i.e. a list of LAs/RAs/TAs. The 3rd party service provider can define a geographical area as shapes (e.g. polygons, circles) or civic addresses (streets, districts…) as referenced by OMA Presence API [53] e.g. defined by shape areas of IETF RFC-5491 [54] or by civic addresses defined in IETF RFC-5139 [55].
	Most of these are covered as monitoring event except for Indication of roaming status
	Sh, Rx, T5
	MONTE

(Update new monitoring event for Indication of the roaming status under existing key issue)

	RQ11
	The 3rd party service provider shall be able to request a one time reporting or reporting at regular times on the number of UEs present in a certain area and the location of each UE as for a Location Based Service.
	This could be extension for location reporting 
Should be part of normal API requests, how often or frequent to report, including single report
	Sh, Rx, T5
	MONTE

	RQ12
	The 3GPP Core Network shall be able to inform a 3rd party about a UE’s connection properties. 

NOTE:
Connection properties of a UE describe the average data rate range or non-absolute value (e.g. high, medium or low) that the UE is likely to be able to obtain at the current location. The connection properties can, for example, be generated from the UE’s RAT type the UE is currently attached to, the load conditions at its current location and/or other parameters.
	There are requirements in GROUPE for per device UL/DL APN AMBR information to be supported. 
Is indicating this to 3rd party service provider enough?

Load Conditions seems to interact with UPCON
	Rx?
	TBD


	RQ13
	The 3GPP Core network shall allow the 3rd party service provider to request which of the subscriber or the 3rd party service provider has to be charged for an ongoing communication in order to allow:

· The subscriber to be charged for the traffic flow,

· The 3rd party service provider to be charged for the traffic flow.
	This is covered by Sponsored connectivity (PEST).
Update is needed to allow change in charging model for already established connection.
	TBD
	New Key Issue in AESE


Table 1: Analysis of SEES requirements
2.
Proposal

It is proposed to – 

1. Endorse proposed handling for the SEES normative requirement (i.e. blue column#5 in Table 1). 
2. Handling for RQ09, RQ12 may be left for further offline discussion. 
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