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Abstract of the contribution: This contribution provides small corrections for section 6.1.1 of TR 23.789 regarding monitoring via the HSS. 
Introduction

This PCR provides corrections to section 6.1.1. 

· Existing “tbd” and “FFS” text are converted into editor’s notes.
· Occurrences of API-GWF are changed to SCEF to align with agreements in SA2.

· Reference to the Tsp interface is removed, since an SCEF is assumed.

· Text describing the functionality of the SCEF is added, including the addition of offline charging via the Rf interface.

· Text regarding an error condition in step 1 causing execution of non-existent “step 8” is corrected to indicate step 7.

	First  CHANGE


6.1.1
Description

6.1.1.1
General

An architecture model for monitoring via HSS is depicted in the following figure.
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Figure 6.1.1.1-1: Monitoring architecture model 

The main idea of the reference architecture is that the SCEF receives the monitoring event subscription request or status queries from SCS or Application Server via API and distributes those to HSS in HPLMN. HSS based monitoring functionality provides monitoring event reports via SCEF to SCS/AS. 
Editor’s Note: Whether an IWF is needed in addition for providing specific functionality is tbd.

6.1.1.2
Flow for Monitoring event configuration

Figure 6.1.1.2-1 illustrates the procedure of monitoring event configuration.
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Figure 6.1.1.2-1: Monitoring Configuration flow
1.
The SCS/AS sends a Monitoring Request to the SCEF.

2.
The SCEF checks that the SCS/AS is authorised to request monitoring and that the SCS/AS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Monitoring Request Response message, i.e. proceeds with step 7. 
Editor’s Note: The need for an IWF is FFS, e.g. the quota or rate verification may be performed by an additional IWF if not performed by the SCEF.
3.
More detailed authorization verification may be performed by the HSS, which verifies whether the requested monitoring events are permitted for the SCS/AS for the specifically targeted UE. If permitted, the HSS configures any monitoring events that are managed by the HSS and stores the SCS/AS ID for reporting when the event happens. If the HSS managed monitoring events require also reporting from serving CN nodes the HSS conifgures monitoring events in serving CN nodes.

4
The HSS sends a Subs-Notif Resp message indicating which monitoring events are configured successfully and which failed, possibly indicating a cause per failed monitoring event. 
5.
If the HSS managed monitoring events require reporting from serving CN nodes, the HSS configures monitoring events in serving CN nodes. Depending on the event there may be different messages for configuring events or querying state information. E.g. for UE reachability it may be the message UE-REACHABILITY-NOTIFICATION-REQUEST. For other events it may be through the existing subscription downloading procedures (e.g., during Attach/RAU/TAU procedure etc. or as part of an Insert Subscriber Data procedure). 

6.
The SGSN/MME configures the requested monitoring events and confirms success or failure to the HSS.


When the monitoring request requires the involvement of other nodes (e.g. eNB, SGW, PGW/GGSN), the SGSN/MME propagates the monitoring request towards these nodes.

7.
The SCEF sends a Monitoring Request Response indicating which monitoring events are configured successfully and which failed, possibly indication a cause per failed monitoring event.
Monitoring configuration data that is stored in HSS and is relevant for the SGSN/MME is sent to the SGSN/MME whenever the HSS provisions the SGSN/MME with subscriber data, e.g. during an attach, or when a need for configuring events occurs.

	END  CHANGES
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7. Monitoring Request Response
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