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Abstract of the contribution: This paper discusses the aspects a Service Capability Exposure Framework includes. And it provides an architecture model for AESE basing on the Rel-12 MTC architecture model.

Introduction
During work so far on AESE, Capability Exposure Framework, APIs and 3GPP capabilities for exposure it was identified that any offered service capabilities should be exposed using already well established APIs (API frameworks) from other SDO and not via 3GPP specified APIs.
Further clarification is still needed with regard to work split between 3GPP and other SDO, including also determining suitable terminology describing that work split.

Comparison with OSA
There exists a Service Capability Exposure Framework described by 3GPP, which is the Open Service Access (OSA) TS 23.198. It includes the definitions of the Application Interfaces (API). And it describes the basic functions of an API as listed below. In that TS the term “framework” applies basically for the set of API functions that are common for each individual capability that is offered/exposed via the harmonised API. 
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TS 23.198 - Figure 5.1.1: Overview of Open Service Access

Basic or common API functions, which are applicable to each individual service capability that is exposed, include:

· Description and Identification of the offered service capability
· Identification, Authentication and Authorisation of the Service Requester

· Enabling secure access to the offered service capabilities and possibly identity privacy
· Charging for the consumed service capability
Applying a separated API-framework to Rel-12 MTC architecture
The following description is formatted as a solution proposal for the AESE TR:
6.N
Solution #: Rel-12 MTC architecture with API-GWF
6.N.1
Description

This solution proposal modifies the Rel-12 MTC architecture for device triggering by introducing an API GateWay Function (API-GWF), which provides the horizontal functions of a standardised API-framework.
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Figure 6.1-1: Architecture for device triggering applying an API-GWF
The API-GWF hosts all the API framework functions, like providing the API(s) with secured, authenticated and authorised access to capabilities offered by the 3GPP system. And it provides charging for the API usage.

For the shown MTC-IWF it means: there is no need for performing charging or to verify, which SCS is permitted to trigger a device as that horizontal API framework functions are provided by the API-GWF. The Rel-12 MTC-IWF is thereby decomposed into specific device triggering capability functionality (provided by that MTC-IWF) and general API framework functionality (provided by the API-GWF).

6.N.2
Impacts on existing nodes and functionality
The functionality of the Rel-12 MTC-IWF is reduced. Charging and access control functions are provided by the API-GWF.

6.N.3
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
Proposal

It is proposed to add above solution description to the AESE TR as an example solution.
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