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Abstract of the contribution: 
This contribution provides an architecture for the AESE TR.
Discussion

This contribution provides the architectural framework for service exposure by the network operator.
Proposal
>>>>>>>>>>>>>>>>>>>>>>>>>>>>> FIRST CHANGE<<<<<<<<<<<<<<<<<<<<<<<<<<<<
6.y
Solution: AESE Architecture

6.y.1
General

The exposure of services by the network creates a “toolbox” of capabilities that, with proper authorisation, can be used, for example, to retrieve information, to request specific services, to receive notifications, to request the setting of specific parameters, etc. 
6.y.2
Architectural Diagram
Figure 6.y.2-1 provides the architecture for service exposure.
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Figure x.y.2-1: Service Exposure Framework
6.y.3
Service Exposure Framework
The Service Exposure Framework provides a means to expose the services and capabilities provided by 3GPP network interfaces to support the functionality defined for one or more APIs. The Service Exposure Framework includes the APIs and the Exposure Layer functionality defined by OMA, GSMA, and possibly other standardisation bodies and the network interfaces and network entities specified by 3GPP. 
NOTE:
The 3GPP interfaces exposed by network entities use the protocols defined for those interfaces by 3GPP, and are not constrained to a single protocol.
6.y.3.1
Exposure Layer
The Exposure Layer is responsible for mapping specific APIs onto appropriate network interfaces. Individual instances of Exposure Layer functions will vary depending on what API features are supported. 
Moreover the Exposure Layer provides additional non-functional (also called “supporting”) capabilities, such as (not exhaustive):  

· Authentication and Authorization: identification of the API consumer, profile management, ACL (access control list) management

· Infrastructural Policy: access control to protect platforms and network

· Business Policy: policy related to the specific functionalities exposed

· Assurance: integration with O&M systems and assurance process related to usage of APIs

· Accounting: traffic documentation

· Access: issues related to external interconnection and point of contact 
NOTE:
As shown in Figure 6.y.2-1 the Exposure Layer is out of the scope of 3GPP.
>>>>>>>>>>>>>>>>>>>>>>>>>>>>> END CHANGES<<<<<<<<<<<<<<<<<<<<<<<<<<<<
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