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>>>>>>>>>>>>>>>>>>>>>>>>FIRST CHANGE<<<<<<<<<<<<<<<<<<<<<<<
6.1.1.3
PCC rule authorization and QoS rule generation

PCC Rule authorization is the selection of the QoS parameters (QCI, ARP, GBR, MBR, etc.) for the PCC rules.

The PCRF shall perform the PCC rule authorization for complete dynamic PCC rules belonging to AF sessions that have been selected in step 1, as described in clause 6.1.1.2, as well as for PCC rules without corresponding AF sessions. Based on AF instructions (as described in clause 6.1.5) dynamic PCC rules can be authorized even if they are not complete (e.g. due to missing service information regarding QoS or traffic filter parameters).

The PCC rule authorization depends on the IP‑CAN bearer establishment mode of the IP‑CAN session and the mode (UE or NW) of the PCC rule:

-
In UE/NW bearer establishment mode, the PCRF shall perform the authorization for all PCC rules that are to be handled in NW mode.


The PCRF shall include at least one service data flow filter for the uplink direction in PCC rules created in NW mode. If there is no uplink traffic to describe the PCRF shall include an uplink service data flow filter that effectively disallows any useful packet flows in uplink direction (see clause 15.3.3.4 in TS 23.060 [12] for an example of such a packet filter).

NOTE 1:
The state of TFT packet filters, as defined in TS 23.060 [12], for an IP-CAN session requires that there is at most one bearer with no TFT packet filter for the uplink direction.

-
Otherwise, if PCC rules are to be handled in UE mode or when in UE-only bearer establishment mode, the PCRF shall first identify the PCC rules that correspond to a UE resource request and authorize only these.


The PCRF shall compare the traffic mapping information of the UE resource request with the service data flow filter information of the services that are allowed for the user. Each part of the traffic mapping information shall be evaluated separately in the order of their related precedence. Any matching service data flow filter leads to an authorization of the corresponding PCC rule for the UE resource request unless the PCC rule is already authorized for a more specific traffic mapping information or the PCC rule cannot be authorized for the QCI that is related to the UE resource request (the details are described in the next paragraph). Since a PCC rule can contain multiple service data flow filters it shall be ensured by the PCRF that a service data flow is only authorized for a single UE resource request.

NOTE 2:
For example, a PCC rule containing multiple service data flow filters that match traffic mapping information of different UE resource requests could be segmented by the PCRF according to the different matching traffic mapping information. Afterwards, the PCRF can authorize the different PCC rules individually.


If the resulting PCC rule does not include any service data flow filter for the uplink direction, the PCRF shall include an uplink service data flow filter that effectively disallows any useful packet flows in uplink direction (see clause 15.3.3.4 in TS 23.060 [12] for an example of such a packet filter). This filter is considered as created by the network.

NOTE 3:
Despite that signalling with the UE in 2G/3G only allows the network to accept or reject the UE request, the PCRF is adding an extra SDF filter in case the PCC rule does not include any needed service data flow filter for the uplink direction, by that the PCRF logic is kept agnostic to the RAT used.


The PCRF knows whether a PCC rule can be authorized for a single QCI only or a set of QCIs (based on SPR information or local configuration). If the processing of the traffic mapping information would lead to an authorization of a PCC rule, the PCRF shall also check whether the PCC rule can be authorized for the QCI that is related to the UE resource request containing the traffic mapping information. If the PCC rule cannot be authorized for this QCI, the PCRF shall reject the traffic mapping information unless otherwise stated in an access-specific Annex.


If there is any traffic mapping information not matching to any service data flow filter known to the PCRF and the UE is allowed to request for enhanced QoS for traffic not belonging to operator-controlled services, the PCRF shall authorize this traffic mapping information by adding the respective service data flow filter to a new or existing PCC. If the PCRF received an SDF filter identifier together with this traffic mapping information, the PCRF shall modify the existing PCC rule if the PCC rule is authorized for a GBR QCI.

NOTE 4:
If the PCC rule is authorized for a non-GBR QCI, the PCRF may either create a new PCC rule or modify the existing PCC rule.


The PCC rule that needs to be modified can be identified by the service data flow filter the SDF filter identifier refers to. The requested QoS shall be checked against the subscription limitations for traffic not belonging to operator-controlled services.


If the PCRF needs to perform the authorization based on incomplete service information and thus cannot associate a PCC rule with a single IP‑CAN bearer, then the PCRF shall generate for the affected service data flow an individual PCC rule per IP‑CAN bearer that could carry that service data flow. Once the PCRF receives the complete service information, the PCC rule on the IP‑CAN bearer with the matching traffic mapping information shall be updated according to the service information. Any other PCC rule(s) previously generated for the same service data flow shall be removed by the PCRF.

NOTE 5:
This is required to enable the successful activation or modification of IP‑CAN bearers before knowing the intended use of the IP‑CAN bearers to carry the service data flow(s).


For an IP‑CAN, where the PCRF gains no information about the uplink IP flows (i.e. the UE provided traffic mapping information contains no information about the uplink IP flows), the binding mechanism shall assume that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP‑CAN bearer.


Whenever the service data flow template or the UE provided traffic mapping information change, the existing authorizations shall be re-evaluated, i.e. the authorization procedure specified in this clause, is performed. The re-evaluation may, for a service data flow, require a new authorization for a different UE provided mapping information.


Based on PCRF configuration or AF instructions (as described in clause 6.1.5) dynamic PCC rules may have to be first authorized for the default QCI/default bearer (i.e. bearer without UE provided traffic mapping information) until a corresponding UE resource request occurs.

NOTE 6:
This is required to enable services that start before dedicated resources are allocated.

A PCC rule for a service data flow that is a candidate for vSRVCC according to TS 23.216 [28] shall have the PS to CS session continuity indicator set.

For the authorization of a PCC rule the PCRF shall take into account the IP‑CAN specific restrictions and other information available to the PCRF. Each PCC rule receives a set of QoS parameters that can be supported by the IP‑CAN. The authorization of a PCC rule associated with an emergency service shall be supported without subscription information (e.g. information stored in the SPR). The PCRF shall apply policies configured for the emergency service.

The PCRF shall ensure that the ARP priority level of the default bearer as well as the ARP priority level of all PCC rules with the same QCI/ARP as the default bearer is always aligned with the highest ARP priority level used by any authorized PCC rules of the IP-CAN session. The necessary PCRF actions are the same as described in section 6.1.11 for the activation and deactivation of an IMS Multimedia Priority Service except for the actions related to the IM CN signalling bearer.

NOTE 7:
This is required to avoid that high priority services using dedicated bearers are interrupted or terminated because of a default bearer with a lower ARP priority level which is dropped at a mobility event.

When both a Gx and associated Gxx interface(s) exist for an IP‑CAN session, the PCRF shall generate QoS rules for all the authorized PCC rules in this step. The PCRF shall ensure consistency between the QoS rules and PCC rules authorized for the same service data flow when QoS rules are derived from corresponding PCC rules.

When flow mobility applies for the IP-CAN Session, one IP‑CAN session may be associated to multiple Gateway Control Sessions with separate BBRFs. In this case, the PCRF shall provision QoS rules only to the appropriate BBERF based on IP flow mobility routing rules received from the PCEF.

>>>>>>>>>>>>>>>>>>>>>>>>SECOND CHANGE<<<<<<<<<<<<<<<<<<<<<<<
6.1.11.3
Priority EPS Bearer Service

The MPS Priority EPS Bearer Service targets the ARP and/or QCI of bearer(s), enabling the prioritization of all traffic on the same bearer.

The PCRF shall, at the activation of the Priority EPS Bearer Service:

-
modify the ARP/QCI of the default bearer as appropriate for the Priority EPS Bearer Service; and

-
modify the ARP/QCI of PCC/QoS Rules installed before the activation of the Priority EPS Bearer Service to the ARP/QCI as appropriate for the Priority EPS Bearer Service.

The PCRF shall, at the deactivation of the Priority EPS Bearer Service:

-
apply the normal ARP/QCI to the default bearer; and

-
for PCC/QoS rules modified due to Priority EPS bearer service, change ARP/QCI values to an appropriate value according to PCRF decision.

6.1.11.4
Bearer priority for IMS Multimedia Priority Services

In addition to the mechanism specified in clause 6.1.11.2, IMS Multimedia Priority Services may require upgrade of the dedicated IM CN signalling bearer and the default bearer, e.g. in order to mitigate the IP-CAN session termination due to resource limitation at a location change the default bearer and dedicated IM CN signalling bearer may need an upgraded ARP.

The PCRF shall, at reception of the indication that the IMS Signalling Priority is set for the IP-CAN Session or at reception of service authorization from the P-CSCF (AF) including an MPS session indication and the service priority level:

-
modify the ARP of the default bearer as appropriate for the IMS Multimedia Priority Service; and

-
modify the ARP of PCC/QoS Rules installed with the ARP/QCI value of the default bearer before the activation of the IMS Multimedia Priority Service to the ARP as appropriate for the IMS Multimedia Priority Service; and

-
if upgrade of the dedicated IM CN signalling bearer is required, modify the ARP in all the PCC/QoS rules that describe the IM CN signalling traffic to the value appropriate for IMS Multimedia Priority Services.

When the PCRF detects that the P-CSCF (AF) released all the MPS session and the IMS Signalling Priority is not set for the IP-CAN session the PCRF shall:

-
apply the normal ARP to the default bearer; and

-
for PCC/QoS rules modified due to IMS Multimedia Priority Service, change ARPvalues to an appropriate value according to PCRF decision.

>>>>>>>>>>>>>>>>>>>>>>>>END CHANGES<<<<<<<<<<<<<<<<<<<<<<<
