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Abstract of the contribution: This contribution proposes 3 possible alternatives to implement OPI in ANDSF MO.
1. Introduction

The concept of OPI as well as its three formats has been introduced to SA2 in the LS S2-14087 [1]. Although SA2 confirmed that the three approaches are all feasible and agreed to include OPI in ANDSF MO [2], it’s still not clear how OPI is integrated in ANDSF MO and how this parameter is evaluated by the UE. Furthermore, considering the granularity of OPI, it’s not concluded whether per subscriber group differentiation is enough or per traffic type differentiation is also needed. This contribution proposes 3 alternatives on how OPI can be integrated in ANDSF MO, and recommends Alternative 1b, if per subscriber group only is used, or Alternative 3b, if both subscriber group and traffic type differentiation is used, as way forward based on evaluation of these alternatives.
2. Discussion
2.1 subscriber group differentiation only
According to LS S2-14087 [1], the OPI configured in ANDSF can be used to differentiate subscriber groups, e.g. gold/silver/bronze users are configured with different OPI value in their ANDSF MOs. For simplicity, 3 subscriber groups are defined using bitmap approach of OPI as Table 1. It’s easily deduced that the other two approaches (greater/less than, equal to) of OPI are also applicable for the proposed alternatives:

Table 1 OPI definition for subscriber group
	OPI value
	Meaning

	0000
	Subscriber Group: Gold

	0001
	Subscriber Group: Silver

	0010
	Subscriber Group: Bronze

	Others
	Reserved


Alternative 1a: OPI as a validity condition of ISMP

In this alternative, OPI acts as a validity condition of ISMP as illustrated in Figure 1a. With OPI integrated, an ISMP rule is only valid when the OPI value broadcasted by RAN (or by dedicated signalling of RAN) equals to the value configured in ISMP, e.g. the Bronze subscribers are configured with OPI 0010 in their ISMP rule. When RAN becomes overloaded, it starts broadcasting “0010” which indicates that Bronze subscribers are expected to be offloaded to WLAN. Then for UEs of Bronze subscriber, an ISMP rule becomes valid (suppose other validity condition are also met) and conducts the UE offloading to WLAN.
Alternative 1b: OPI as a separate sub-node in ANDSF MO

Alternative 1b proposes to extend ANDSF MO to include OPI as a sub-node in parallel with ISMP and ISRP. This OPI sub-node has a PerUserOPI leaf, which indicates specific subscriber group of the user. An example is shown in Fig.1b below:
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Figure 1a: OPI as validity condition                                 Figure 1b: OPI as separate node
Observation:

1)
For Alternative 1a, since it extends ISMP to include OPI, and ISMP is only applicable for UEs that do not support 3GPP-WLAN dual radio capability, so this alternative has a drawback of limited usage. Furthermore, this alternative may have roaming issue since UE may apply ISMP provided by HPLMN when roaming, in which case OPI from ANDSF is defined by HPLMN and OPI from RAN is defined by VPLMN, which may either cause problem or require complex roaming agreement.
2)
For Alternative 1b, since OPI is separate from ISMP, ISRP and WLANSP, its relationship with these policies needs to be considered, and this may impact UE implementation.
2.2 Traffic type differentiation only

According to LS S2-14087 [1], OPI configured in ANDSF can also be used to differentiate between traffic types. As an example, 3 traffic types are defined using bitmap approach of OPI as Table 2. It can be seen that the other two approaches (greater/less than, equal to) of OPI are also applicable for the proposed alternatives:

Table 2 OPI definition for traffic type
	OPI value
	Meaning

	1000
	Internet traffic

	1001
	Traffic with application ID = “YouTube”

	1010
	Traffic with TCP port number = 80

	Others
	Reserved


Alternative 2a: OPI as a validity condition of ISRP

For the purpose of indicating per traffic type offload preference, it’s natural to extend ISRP to include OPI as a validity condition, in this way certain traffic can be offloaded when RAN has indicated corresponding OPI value. The following Figure 2a gives an example of IFOM rule extended with per traffic type OPI:
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Figure 2a OPI acting as validity condition of ISRP
According to Fig.2a, suppose the UE is configured with IFOM rule for YouTube traffic (corresponding to OPI 1001), then when RAN broadcast OPI “1001”, this IFOM rule becomes valid (suppose ValidityArea and TimeofDay condition are already met) and can conduct the UE offload YouTube traffic to WLAN.

Similarly, for traffic type “internet”, MAPCON rule can be extended by including OPI as validity condition, which allows UE to offload traffic belong to internet APN to WLAN when receiving OPI “1000” from the RAN.

Alternative 2b: OPI as a separate sub-node in ANDSF MO

Alternative 2b proposes to extend ANDSF MO to include a PerTrafficOPI sub-node in parallel with ISMP and ISRP. Each instance of this sub-node contains an OPI_T leaf which corresponds to certain traffic characterized by TrafficType leaf. An example is shown in Fig.2b below:
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Figure 2b Example of OPI acting as a separate sub-node

As indicated by Fig.2b, when an OPI rule becomes valid, i.e. the value of OPI_T equals to one of the OPI received from the RAN, the UE offloads certain traffic to WLAN.
Observation: 

1) For Alternative 2a, the same roaming problem as Alternative 1a exists, and may be tougher in case per traffic type differentiation is used for the reason that, different operator may allocate the same OPI value to different application, which will fail the goal to offload the expected traffic.
2) For Alternative 2b, with OPI configured as a separate sub-node instead of extension of existing node, the main disadvantage is the potential impact on UE.
2.3 Both subscriber group and traffic type differentiation
Differentiating both subscriber group and traffic type can be enabled by simple combine the above alternatives, i.e. (1a, 2a), (1a, 2b), (1b, 2a), (1b, 2b). However, combination of (1a, 2a) and (1a, 2b) are considered as invalid because a dual radio UE will not use ISMP, therefore per subscriber group differentiation cannot be achieved with OPI integrated in ISMP.
For combination (1b, 2a) (Alternative 3a), i.e. per subscriber group OPI is denoted by a separate sub-node in ANDSF, and per traffic type OPI is added in ISRP, it may also suffer from roaming issue as Alternative 2a.

For combination (1b, 2b) (Alternative 3b), i.e., ANDSF MO is extended to include an OPI sub-node containing a PerSubscriberOPI leaf and a PerTrafficOPI sub-node, as shown in Figure 3. A Roaming leaf is also included in OPI sub-node, which resolves roaming issue to a certain extent, e.g. the home operator can control whether the UE should use OPI rule provided by HPLMN or by VPLMN. 
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Figure 3 OPI as a sub-node with both per subscriber group and per traffic type differentiation

Observation:

1)
For Alternative 3a, the same roaming problem as Alternative 1a and 2a exists. Furthermore, OPI integrating in ISMP and/or ISRP will add complexity on ANDSF configuration. 
2)
For Alternative 3b, with OPI decoupled from ISMP and ISRP, roaming issue of OPI can be relieved and operator can control UE whether to use OPI rule provided by VPLMN, or whether to apply OPI rule when roaming. Although this alternative may have greater potential impact on UE than Alternative 3a, it gives much more flexibility in policy configuration.
3. Conclusion
If only per subscriber group differentiation is needed, it is suggested to choose Alternative 1b as it is both applicable to single radio UE and dual radio UE. However, it’s more flexible if per traffic type differentiation is also supported, hence, it is proposed to choose Alternative 3b as way forward.
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