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Abstract of the contribution: This contributions defines how IPv4 based address is obtained in ProSe one-to-many communications
Discussion

As part of TR 23.703 agreements there is the possibility to use IPv4 for one-to-many communications. This PCR to 23.303 completes this aspect and also removes a leftover concept in the DHCPv4 based IP address allocation for relays 
Proposal
It is proposed the following TS 23.303 changes are approved.

First  CHANGE

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
Open Mobile Alliance, OMA AD SUPL: "Secure User Plane Location Architecture", (http://www.openmobilealliance.org).

[3]
3GPP TS 23.032: "Universal Geographical Area Description (GAD)".

[4]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model".

[5]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[6]
RFC 4862: "IPv6 Stateless Address Autoconfiguration".
[7]
IETF RFC 2131: "Dynamic Host Configuration Protocol".
[8]
IETF RFC 4039: "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4 (DHCPv4)".

[9]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[10]
IETF RFC 4861: " Neighbor Discovery for IP version 6 (IPv6)".
[11]
3GPP TS 23.221: "Architectural requirements".
[12]
3GPP TS 23.003: "Numbering, addressing and identification".
[13]
Wi-Fi Alliance Technical Committee P2P Task Group, "Wi-Fi Peer-to-Peer (P2P) Technical Specification", Version 1.1.

[14]
IEEE Std 802.11-2007: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[15]
3GPP TS 29.061:"Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[x]
IETF RFC 3927: " Dynamic Configuration of IPv4 Link-Local Addresses".



NEXT CHANGE

4.5.1.1.1.2.2
Provisioned information for direct communication one-to-many

The following information is provisioned to the UE for direct communication: 

1) Authorisation policy

When the UE is "served by E-UTRA":

- PLMNs that the UE is authorised to perform direct communication one-to-many

-  For each PLMN in the list also indicate whether the UE is pre-authorised by HPLMN to perform direct communication one-to-many or it is conditionally authorised, in which case the UE would need to contact the ProSe Functions of these PLMNs (when it is in this country) in order to obtain authorisation. 

When the UE is "not served by E-UTRA": 

- Indicates whether the UE is authorised to perform one-to-many communication procedures when "not served by E-UTRA"

2) Direct communication policy/parameters

- Includes the identifiers that allow the UE to perform one-to-many communication: 

-
ProSe Layer-2 Group ID;

- 
ProSe Group IP multicast address

- Indication whether the UE should use IPv4 or IPv6 for the specific group
- For a specific Group configured to operate using IPv4, optionally an IPv4 address to be used by the UE as a source address. If none is provisioned, then the UE shall use Dynamic Configuration of IPv4 Link-Local Addresses IETF RFC 3927 [x] to obtain a link local address for the Group. 
3) Radio parameters container for when the UE is "not served by E-UTRA"

-
 Includes the radio parameters that need to be configured in the UE in order to be able perform direct communication one-to-many procedures when "not served by E-UTRA". This includes e.g. frequency bands etc.

NOTE: More details on the necessary parameters will be defined in RAN specifications.

4) Security container

-
 Includes any security related content that need to be configured in the UE in order to be able perform direct communication one-to-many procedures when "not served by E-UTRA". 

NOTE: More details on the necessary parameters will be defined in SA3 specifications.

Editor's Note: SA3 will also assess whether it is necessary to provision any security parameters from DPF. 

Editor's Note: It is FFS which of these parameters are provisioned from the PLMN and which from 3rd party Public Safety provider.
NEXT CHANGE

4.5.3
IP address allocation

For ProSe one-to-many communication (decentralised mode): 

-
when the UE is configured to use IPv6 on the direct link, the UE auto-configures a link local IPv6 Address following procedures defined in RFC 4862 [6]. This address can be used as source IP address for direct communication one-to-many only.
-
when the UE is configured to use IPv4 for a certain group for one-to-many communication, then either it uses the configured IPv4 address for the Group or, if it is not configured with an address for the Group, it uses Dynamic Configuration of IPv4 Link-Local Addresses IETF RFC 3927 [x].

For communication with ProSe UE-to-Network Relay: 

-
When the ProSe UE-to-Network Relay has an established PDN connection with PDN type IPv4: 

-
The IPv4 address allocation and IPv4 parameter configuration via DHCPv4 is performed according to RFC 2131 [7] and RFC 4039 [8] procedure. The IPv4 address provided to the remote UE from the ProSe UE-to-Network Relay by DHCPv4 procedure shall correspond to a local IPv4 address range configured in the ProSe UE-to-Network Relay.

-
DHCPv4 request from the remote UE is always sent subsequent to the discovery of the ProSe UE-to-Network Relay to the L2 link address of the Relay corresponding to the PDN connection the remote UE has selected

-
If the IPv4 address is allocated by using DHCPv4 procedure, then at any time after the UE releases the IPv4 address using DHCPv4 or the IPv4 address lease time expires, the same IPv4 address shall not be allocated to another remote UE immediately by the ProSe UE-to-Network Relay.

-
When the ProSe UE-to-Network Relay has an established PDN connection with PDN type IPv6:

-
IPv6 network prefix allocation via IPv6 Stateless Address auto-configuration: 

-
Router solicitation from the Remote UE is always sent subsequent to the discovery of the ProSe UE-to-Network Relay to the L2 link layer ID of the Relay corresponding to the PDN connection the remote UE has selected. The IPv6 network prefix assigned to the remote UE is sent in the Router Advertisement.

-
The IPv6 network prefix is assigned to the ProSe UE-to-Network Relay using existing procedures described in TS 23.401[5] and TS 23.402 [9]. For stateless address auto-configuration however, the UE can choose any interface identifier to generate IPv6 address, other than link-local, without involving the network. Any prefix that the ProSe UE-to-Network Relay will advertise to the remote UE is unique, there is no need for the remote UE to perform Duplicate Address Detection for global uniqueness for any IPv6 address configured from the allocated IPv6 network prefix.

-
IPv6 parameter configuration via Stateless DHCPv6: The UE may use stateless DHCPv6 for additional parameter configuration. The ProSe UE-to-Network Relay acts as the DHCP server and provides the requested parameters from locally provisioned database.

-
When the ProSe UE-to-Network Relay has an established PDN connection with PDN type IPv4v6: 

-
The IPv6 network prefix allocation via IPv6 Stateless Address auto-configuration procedure, IPv6 parameter configuration via Stateless DHCPv6 procedure and DHCPv4 procedure are the same as for PDN type IPv6 or IPv4 defined in pervious bullets.
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