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Introduction

This contribution proposes normative requirements to TS22.261 based on the security considerations and consolidated potential requirements in TR22.830.  
Discussion

The following table lists the consolidated potential requirements from 22.830 (FS_BMNS) that have not yet been added as normative requirements in 22.261. For each requirement, a proposal is made on placement in 22.261.
Note that the first and last requirements in the table were agreed in tdocs S1-182762 and S1-182710 respectively.  Both tdocs were agreed after the consolidated potential requirements pCR had been agreed. A separate CR has been submitted to this meeting to add them to clause 7 of 22.830.

	Potential Requirement from 22.830
	Reason for modification, if any
	Proposal for 22.261 placement

	The 5G system shall support a change of host of a non-public network from one PLMN to another PLMN without changing the network selection information stored in the UEs of the non-public network.


	
	Add to clause 6.1.2.2

	The 5G system shall provide a mechanism to enable an MNO to operate a non-public network and private slice(s) of the PLMN associated with the 3rd party in a combined manner.


	Modified for clarification.
The 5G system shall provide a mechanism to enable an MNO to operate a non-public network and private slice(s) of its PLMN associated with the same 3rd party in a combined manner.
	Add to clause 6.1.2.4

	The 5G system shall support a mechanism to enable monitoring of the position of a UE independent of the network or network slice it is connected to. 


	Modified for clarification

The 5G system shall support a suitable API to enable a 3rd party to monitor the position of its UE independent of the network or network slice the UE is connected to. 


	Add to clause 6.10.2

	The 5G system shall support MNOs to offer spectrum access and/or automatic configuration services (for instance, interference management) to non-public networks deployed by 3rd parties and connected to an MNO’s Operations System through standardized interfaces.
	The 5G system shall support suitable APIs to allow an MNOs to offer spectrum access and/or automatic configuration services (for instance, interference management) to non-public networks deployed by 3rd parties and connected to an MNO’s Operations System through standardized interface
	

	Subject to an agreement between an MNO and a 3rd party, a 5G system shall support a mechanism for the PLMN to authenticate and authorize UEs for access to both the 3rd party's own non-public network and private slice(s) of the PLMN associated with the 3rd party.
	Modified for clarification.

Subject to an agreement between an MNO and a 3rd party, the 5G system shall support a mechanism for the PLMN to authenticate and authorize UEs for access to both the 3rd party's own non-public network and private slice(s) of the PLMN associated with the same 3rd party. 
	Add to clause 8.3

	The 5G system shall support full functionality in a private slice even when connectivity to the PLMN is not available.
	Depending on the extent of the loss of connectivity to the rest of the network, it may be possible to provide some functionality in the slice even when full network functionality is not available to the slice. Such functionality would be subject to an SLA between the MNO and 3rd party associated with the slice. No additional technical support is needed in stage 2/3 in Rel-16.
	Do not carry forward to 22.261

	The 3GPP system shall provide suitable APIs to allow the 3rd party to create and manage a private slice, subject to an agreement between the 3rd party and the MNO.  


	Already covered by existing requirements in 22.261 clause 6.10.2. 
	


Proposal

According to the above proposals, a CR to 22.261 will be provided to make the changes.
