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Abstract: provides a use case for personal possession tracking using IoT tags.
--- NEW USE CASE FOR TR 22.824 ---
5.x
Personal Possession Tracking  
5.x.1
Description

A user tags many his personal possessions (wallet, keys, bike, bike helmet, rucksack) with IoT tags. The purpose of these IoT tags is to allow the user to remotely ping the device and receive back the location of the object. In order to extend the life of these tags, there is no continuous mobile originated (MO) data uplink, only on request from the user. The key performance metrics for IoT tags such as this are battery lifetime (order of ~10yrs), latency (order of  ~1 minute), size and weight (order of ~20cm3, 40g).
The tags remain in a dormant state for extended periods of time, consisting of periods of power saving mode and discontinuous reception. In between the dormant states, the tags check for incoming messages from the serving network.

When the tag receives an incoming message requesting a location upload, the device calculates its location based on available sources (e.g. GPS, cell ID, OTDOA, UTDOA, beacon systems) and sends this message to the user.

5.x.2
Pre-conditions

The user’s wallet is tagged with an IoT device supporting the location request function.

The user has a UE capable of sending an IoT message to the IoT device attached to the user’s wallet.

5.x.3
Service Flows

The user loses his wallet.
The user discovers that he has lost his wallet and uses his cell phone to find the location of his wallet. He uses an app to send a message to the IoT tag. The message is sent from the user’s cell phone UE to the serving network and, if required, is passed to the PLMN currently serving the IoT tag.
The PLMN serving the IoT tag attempts to deliver the message. If the IoT tag acknowledges receipt of the message, the PLMN serving the IoT may return an acknowledgement message to the user’s cell phone (if requested). If the IoT tag does not acknowledge the receipt of the message, or if deliver was not attempted as the PLMN serving the IoT tag knew that the IoT tag was in pawer saving mode, the PLMN serving the IoT tag retains the message and will attempt to deliver it to the IoT tag at the earliest possibility.

Receiving the message at the IoT tag triggers the device to fully wake up and establish a PDN connection to the serving PLMN. The IoT tag calculates its position and transmits this data to the user’s cell phone. Once the data has been transmitted and acknowledged, the UE returns to low power consumption states such as DRX and PSM.
5.x.4
Post-conditions
The user receives the location of the wallet and sets off to find it.
5.x.5
Potential Impacts or Interactions with Existing Services/Features
5.x.6
Potential Requirements

The 5GMSG Service shall support mobile originated – mobile terminated messaging.
The 5GMSG Service shall support triggering a device.

The 5GMSG Service shall support storage of a message if an IoT device is unavailable for future delivery once an IoT device becomes available.

The 5GMSG Service shall support acknowledgement of delivery of a message.


--- END NEW USE CASE ---
