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For guidance, see 3GPP Working Procedures, article 39; and 3GPP TR 21.900.
Comprehensive instructions can be found at http://www.3gpp.org/Work-Items
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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	–
	–
	–


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	750004
	Study on Communication for Automation in Vertical Domains
	Antecedent study item

	760007
	Feasibility Study on LAN Support in 5G
	Antecedent study item

	720005
	New Services and Markets Technology Enablers (SMARTER)
	Stage 1 work item

	TBD
	QoS Monitoring
	Stage 1 for all QoS monitoring, including for control applications.
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Justification

This work item is to specify 5G service requirements for control applications
 in vertical domains. These applications require ultra-reliable communication, and some of them also require low-latency communication. Related use cases were initially addressed in Release 15 by FS_SMARTER, and related performance requirements are provided in TS 22.261. After the conclusion of TS 22.261, V15.0.0, two control-related studies commenced, i.e. FS_CAV and FS_5GLAN. These studies had a more detailed look at these control applications and related potential 5G service requirements. Both studies produced significant, rich input and expanded the list of performance parameters of TS 22.261. These studies also addressed new requirement aspects such as user-oriented service and security monitoring and the support of IEEE 802.1 functionalities for real-time Ethernet. Furthermore, these studies expanded the scope of verticals addressed in TS 22.261. The result of these studies is documented in TR 22.804 and TR 22.821, respectively.
This work item will be based on the aforementioned studies and will make the technical specification body of 5G service requirements more complete. The specification will map the new, automation-related requirements in both studies onto existing and future applications.
4
Objective

The objective of this work item is to develop Stage 1 normative service requirements for 5G systems. The service requirements will address  control applications in vertical domains. Communication services supporting such applications need to be ultra-reliable and in some cases the end-to-end latency has to be very low. This work will draw on potential requirements identified in TR 22.804 and TR 22.821.  
The aspects addressed in this work item include:

· New TS:

· End-to-end performance requirements of control applications in vertical domains; this includes identifying potential 5QIs;
· Augmentation of TS 22.261, R16:

· Service requirements of control applications in vertical domains. Relevant facets are
· 5G service support for "vertical" control applications (including support of cyclic communication and mobility management consideration in vertical domains’ local network).
· Ethernet functionalities for enabling real-time Ethernet connectivity over 5G systems;
· Service exposure enhancements, for instance clock synchronisation; 
· Security and privacy for private
 and restricted networks; 

· Network functionality requirements for supporting the stand-alone operation of restricted networks and interworking between public and private networks ;

This specification will not address lifecycle aspects of the 5G system, e.g. maintenance and renewal. This specification will also not address eV2X use cases or FRMCS use cases. 
QoS monitoring for control applications and related topics will be included in TS 22.261 per a separate WID on QoS Monitoring. 
Some overlap with existing and forthcoming Stage-1 specifications is expected. For instance, many eV2X use cases do also require very high reliability and low end-to-end latency.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Proposed Spec no. or series
	Type (see note 1) 
	Rapporteur(s)
(see note 2)
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS 22.???
	TS
	Joachim W. Walewski (joachim.walewski@siemens.com); 
Jack Nasielski (jackn@qti.qualcomm.com)
	SA#80 (2018-06)
	SA#81 (2018-09)
	Title: Performance requirements for enabling automation applications in vertical domains.
Note: see clause 6 for work distribution between co-rapporteurs


Note 1:
Only TSs may contain normative provisions. Study Items shall create or impact only TRs.
"Internal TR" is intended for 3GPP internal use only whereas "External TR" may be transposed by OPs.

Note 2:
The first listed Rapporteur is the specification primary Rapporteur. Secondary Rapporteur(s) are possible for particular aspect(s) of the TS/TR. In this case, their responsibility has to be provided as "Remarks".
	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#

	TS 22.261
	Add service requirements for control applications in vertical domains; add network functionality requirements for supporting the stand-alone operation of private networks for automation. See Section 4 for a complete list.
	SA#82
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Work item Rapporteur(s)

1. Joachim W. Walewski (lead; managing requirements and KPIs related to FS_CAV aspects)

2. Jack Nasielski (managing requirements and KPIs related to FS_5GLAN aspects)
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Work item leadership

SA1
8
Aspects that involve other WGs

SA3 for security aspects.
SA5 for charging and OAM aspects
9
Supporting Individual Members
	Supporting IM name

	BMWi

	Ericsson

	Fraunhofer IIS

	Huawei

	Nokia

	Nokia Shanghai Bell

	Qualcomm Incorporated

	Robert Bosch GmbH

	Sennheiser

	Siemens AG


� In the context of this WID, cyber-physical systems are to be understood as systems that include engineered, interacting networks of physical and computational components.


�� In the context of this WID, control applications are to be understood as applications that control physical processes.


� Private network: a network that is not open for public use.


� Restricted network: a network deployment that does not interact (e.g., no roaming, no handover) with a public network.











