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Abstract: This document provides additional input to the FS_CAV TR regarding deployment scenarios. Resource utilization and security need to be considered as part of an enterprise deployment that provides the appropriate isolation between the public and private resources.
Proposed Text:
X.        Deployment for automation in vertical domains
X.1      5G deployment options

The present TR describes use cases for deployment of 5G technology in a wide range of locations.  Application areas broadly range from transportation including railways, to shipping/logistics, factories of the future, massive sensor networks, augmented reality, program making, fleet maintenance, smart grid, and smart cities.

New deployment options support some of these application areas.  For example, private deployments may serve factories and other specific places. 
In order to ensure the requirements for availability and reliability can be met, various deployment options can be utilized. Restricting access to resources to only those entities belonging to the enterprise, or even a subset of them, can ensure that specific capabilities are available when needed. For example, in an automated factory, radio and network resources supporting specific KPIs for reliability and latency may be restricted for access only by the robotic controls requiring the specific KPIs. This eliminates competition for those resources by other UEs that do not have the same reliability and latency requirements. Similarly, restricting access to enterprise resources by only authorized UEs eliminates churn from unauthorized UEs (e.g., a person with a cell phone walking past the factory) attempting access to resources they will not be able to use.

