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============================First changed section==============================

6.1
MCData Services common for on network and off network

6.1.1
Conversation management including delivery notification

6.1.1.1
Service description

A group of people can be involved in different activities in an operational situation. As a consequence, there is a need to manage different activities and to easily retrieve data exchanged around one activity. Conversation management can be seen as an aggregation of related MCData transmissions for a given activity. 

The system will not be able to manage an infinite number of conversations. Rather than simply limiting the number of conversations and asking users to send a notification when the conversation ends, it is proposed here to limit the time of a conversation. 

6.1.1.2
Service requirements

[R-6.1.1.2-001] The MCData Service shall provide a conversation management feature for each MCData User.

[R-6.1.1.2-002] The MCData conversation management service shall be available for group communication as well as for one-to-one communications.

[R-6.1.1.2-003] The MCData Service conversation management feature shall use the SDS and file distribution generic capabilities.

NOTE: 
For instance, if SDS and file distribution capability are combined for a conversation, the two thread indications are assumed to appear in the conversation as unique.

[R-6.1.1.2-004] A conversation shall be identified through a unique conversation ID.

[R-6.1.1.2-005] The MCData Service conversation management feature shall provide an MCData Conversation Hang Time after which the last message/file shall no longer be correlated to the previous. 

[R-6.1.1.2-006] The MCData Conversation Hang Time shall be available to the user.

[R-6.1.1.2-007] The MCData Conversation Hang Time shall be configurable for each MCData User and each MCData Group.

[R-6.1.1.2-008] The MCData Service conversation management feature shall allow multiple parallel conversations for the same group or the same pair of users.

[R-6.1.1.2-009] The MCData Service shall provide a mechanism to send a “message delivered” and/or “message read” notification to the message sender and to one or more authorized MCData users for each message of a conversation.

[R-6.1.1.2-010] The MCData Service shall make use of SDS and file distribution capability to provide relevant access to delivery history and delivery efficiencies.

[R-6.1.1.2-0xx] The MCData Conversation Setup Time shall be configurable for each application communication which is set up by an entitled functional identity.

[R-6.1.1.2-0xx] The MCData Conversation priority shall be configurable for each application communication which is set up by an entitled functional identity.

============================Second changed section==============================

6.2
MCData Services requirements specific to on-network use

6.2.1
Database enquiries and secured internet access

6.2.1.1 
Service description

Mission critical users are already using data applications today for which a priority management will need to be implemented.

6.2.1.2 
Requirements

[R-6.2.1.2-001] The MCData Service shall provide controlled access to external services (e.g. data bases, web sites, event manager software).
[R-6.2.1.2-002] The MCData Service shall be able to select priorities to data flows for external services (e.g. data bases access, web sites, event manager software).
[R-6.2.1.2-00x] The MCData Service shall be able to control setup time for external services (e.g. Automatic Train Operation).
