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	Reason for change:
	Unlike previous releases in which there is 1:1 relation between CoreNetwork/ RAdioNetwork/ RAdioTechonolgy, Rel-15 specification allows N:N mapping between CN/ RAN/ RAT. For example:

· A eNB can connect to a EPC and/or a 5G CN
· A gNB can connect to a 5G CN and/or a EPC 
· By use of dual connectivity, for one UE, one eNB can utilize simultaneously EUTRA and NR. 
Actually, during various WG/Plenary discussion, at least seven major deployment options for 5G were identified. Thus, different combinations will appear in real deployment.
Due to various deployment options from Rel-15 onward, service restriction can occur due to various reason. Actually, stage-2 TS 23.501/502/503 introduced mobility restriction functionality which includes RAT restriction, Forbidden area, Service area restriction and CN type restriction. For example, following is specified in 23.502:

RAT restriction

3GPP Radio Access Technology(ies) not allowed the UE to access.

Forbidden area

Defines areas in which the UE is not permitted to initiate any communication with the network.

Service Area Restriction

Indicates Allowed areas in which the UE is permitted to initiate communication with the network, and Non-allowed areas in which the UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services.

Core Network type restriction

Defines whether UE is allowed to connect to 5GC for this PLMN.

But, stage-1 requirements in section 3.2.2.4 of TS 22.011 is ambiguous, regarding how this restrictions applies in relation to PLMN selection. Thus, clarification is needed in TS22.011.
Also, in TS22.011, NG-RAN and E-UTRAN are described as Access Technology identifier. However, TS 23.502 separates RAT type and CN type, and NG-RAN/E-UTRAN is not RAT in a strict sense. Thus, there are ambiguity because NG-RAN can support two RATs (E-UTRA and NR).  


	
	

	Summary of change:
	It is clarified that, when registration is reject due to RAT/CN type restriction, other RAT/CN type can be tried for the PLMN.

	
	

	Consequences if not approved:
	It is unclear how to support RAT/CN type restriction, in various deployment scenario. UE may unnecessary move to other PLMN, even when the PLMN is allowed when used with other RAT/CN type.
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3.2.2.4
Mobile Station reactions to indications of service restriction from the network

Different types of UE behaviour is required to support, for example, national roaming, regionally provided service and temporary international roaming restrictions. The behaviour to be followed by the UE is indicated by the network.

3.2.2.4.1
"Permanent" PLMN restriction

When a registration attempt by the UE is rejected by a network with an indication of "permanent" PLMN restriction, the PLMN identity shall be written to a list of "Forbidden PLMNs" stored in a data field in the SIM/USIM.

If a successful registration is achieved on a PLMN in the "Forbidden PLMN" list, the PLMN shall be deleted from the list.

When in automatic mode, the UE may indicate any PLMNs which will not be selected due to their presence in the "Forbidden PLMN" list.

If a UE receives an equivalent PLMN list containing a PLMN which is included in the “Forbidden PLMN” list, this PLMN shall be removed from the equivalent PLMN list before this is stored by the UE.

3.2.2.4.2
"Partial" and "temporary" PLMN restrictions

When a registration attempt by the UE is rejected by a network due to a "partial" or a "temporary" PLMN restriction, the UE shall perform one of the following procedures determined by the indication in the location update reject cause sent by the network (see 3GPP TS 23.122 [3]):

i)
The UE shall store the tracking area identity or location area identity in the list of "forbidden TAs or LAs for regional provision of service" respectively and shall enter the limited service state. The UE shall remain in that state until it moves to a cell in a location area where service is allowed.

ii)
The UE shall store the tracking area identity or the location area identity in the list of "forbidden TAs or LAs for roaming" respectively and shall use one of the following procedures according to the PLMN selection Mode:

A)
Automatic network selection mode:

The procedure of 3.2.2.2. A).

B)
Manual network selection mode:

The procedure of 3.2.2.2.B).

iii)
The UE shall store the tracking area identity or location area identity in the list of "forbidden TAs or LAs for roaming" respectively and shall search for a suitable cell in the same PLMN. 
iv) The UE shall store the restricted RAT information and shall search for a suitable cell in the same PLMN.
v) The UE shall store the restricted CN type information and shall search for a suitable cell in the same PLMN.
Note: A suitable cell will belong to a different TA or LA which is not in the “forbidden TAs or LAs for roaming”). 

3.2.2.4.3
PLMN restrictions for PS services

When a registration attempt for PS services by the UE is rejected by the network with the cause "GPRS services not allowed in this PLMN", the PLMN identity shall be written to a list of "forbidden PLMNs for GPRS service" in the ME. This list is deleted when the UE is switched off or when the SIM/USIM is removed; the maximum number of possible entries in this list is implementation dependent, but must be at least one entry (see 3GPP TS 23.122 [3]).

If a successful registration is achieved on a PLMN in the "forbidden PLMNs for GPRS service" list, the PLMN shall be deleted from the list.

***************************************************************************
NEXT CHANGE

***************************************************************************

7 
Administrative restriction of subscribers’ access 

7.1
Allowed Location and Routing Area identities access

Means shall be standardised for an administrative restriction of subscribers’ access without the need of having explicit Tracking/Location/Routing Area identities in the individual subscription profiles. 

To achieve this it shall be possible to indicate per subscriber, in subscription data, allowed categories of Tracking/ Location/Routing Areas. It shall be possible to use this subscription information to restrict subscribers’ access to categories of Tracking/Location/Routing Areas in serving networks accordingly. 

As a minimum, at least one of the following categories shall be available: 

a)
GERAN

b)
UTRAN
c)
E-UTRAN over E-UTRA
d) 
NG-RAN over NR
e)
E-UTRAN over NR
f)
NG-RAN over E-UTRA
There might be cases where the visited network has not separated the Location/Routing area categories, in which case the administrative restriction of subscribers' access to only GERAN or UTRAN will not be possible.

In EPS, an operator may introduce subscriptions supporting the 5G NR Dual Connectivity in E-UTRAN. It shall be possible to indicate in subscription data that a subscriber´s access to the 5G NR Dual Connectivity in E-UTRAN service is restricted.
This administrative restriction of subscribers’ access shall be an optional feature. 
